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I.   SEMS Terminology, Components, and Features:

A.   Important SEMS Terms and Definitions:

1. Emergency Response Agency:

Any organization responding to an emergency or providing mutual aid support to such an organization whether in the field, at the scene of an incident, or in an emergency operations center.

2. Emergency Response Personnel:

All personnel involved with an agency’s response to an emergency.

3. Emergency Operations Center:

A location from which centralized emergency management can be performed. EOC facilities are found at the local government, operational area, region, and state levels in SEMS.

B.   Four Components of SEMS

SEMS integrates several of the State's primary emergency response programs. The primary components within SEMS are: 

1.
The Incident Command System (ICS)

ICS was developed as a part of the FIRESCOPE program, (Firefighting Resources of California Organized for Potential Emergencies), during the 1970's, by an inter-agency working group representing local, state and federal fire services in California. 
After field tests, ICS was adopted by the fire services in California as the standard all hazards response system. ICS also has been adopted nationally by the federal land management agencies as the standard for response to all wildland fires. 

A National, generic version of ICS was developed by a multi-discipline working group. This system is used in the SEMS Field Response Level Course. A module on Mutual Aid and a module addressing coordination between the field and other SEMS levels have been added to that curriculum. 

2.
Inter-agency Coordination

Inter-agency coordination as it applies to SEMS means the participation of various agencies and disciplines involved at any level of the SEMS organization working together in a coordinated effort to facilitate decisions for overall emergency response activities, including the sharing of critical resources and the prioritization of incidents. 

The cooperative and collaborative working relationship between police, fire, public works, and parks departments in an EOC is an example of Inter-agency Coordination as intended in SEMS. Another example would be the collaborative operational coordination that might occur between municipal police, county sheriff, California Highway Patrol, and National Guard elements that are involved in the same response.

SEMS Guidelines and the Approved Courses of Instruction all describe how inter-agency coordination takes place at various SEMS levels.

3.
The Master Mutual Aid Agreement

A Master Mutual Aid Agreement in California was originally signed in 1950. Under this agreement, cities, counties and the State joined together to provide for a comprehensive program of voluntarily providing services, resources and facilities to jurisdictions when local resources prove to be inadequate to cope with a given situation. 

.

Written mutual aid plans and operating procedures have been developed for several discipline specific mutual aid systems that function on a statewide basis within the Master Mutual Aid Agreement. Examples of these are fire and law enforcement.
.

The mutual aid systems, current and planned, form essential links within SEMS. A comprehensive discussion of mutual aid is contained in SEMS Guidelines, and Module Sixteen of the Field Level Course of Instruction is devoted to the subject of Mutual Aid.

4.
Operational Areas

An Operational Area is one of the five organizational levels in SEMS. An Operational Area consists of a county, and all political subdivisions within the county area. The governing bodies of each county and of the political subdivisions in the county shall organize and structure their operational area. The county will be the lead agency for the operational area unless another arrangement is established by agreement. Overall responsibility for the formation of the Operational Area rests with the Chairman of the Boards of Supervisors in each county.

Operational Areas facilitate the coordination of resources between its member jurisdictions. Operational Areas also serve as a communication and coordination link between the Region and State level EOCs and local government EOCs within the Operational Area.

C.   Organizational/Response Levels and Activation Requirements

SEMS regulations describe five organizational response levels. The levels are:

	· Field
	· Region

	· Local Government
	· State

	· Operational Area
	


The following is a brief description of each level: 

1.
Field Response Level

The field response level is the level where emergency response personnel and resources carry out tactical decisions and activities under the command of an appropriate authority in direct response to an incident or threat.

SEMS regulations require the use of ICS at the field response level of an incident. The Field Response level is described in the SEMS Guidelines, and in the Field Level Approved Course of Instruction.

2.
Local Government Level

Local governments include cities, counties, and special districts. Local governments manage and coordinate the overall emergency response and recovery activities within their jurisdiction. 

In SEMS, the local government emergency management organization and its relationship and connections to the Field Response level may vary depending upon factors related to geographical size, population, function, or complexity. The local government level is described further in the SEMS Guidelines.

3.   Operational Area Level

Under SEMS, the Operational Area means an intermediate level of the state's emergency services organization, which encompasses the county and all political subdivisions located within the county. The Operational Area manages and/or coordinates information, resources, and priorities among local governments within the operational area, and serves as the coordination and communication link between the local government level and the regional level. 

It is important to note, that while an operational area always encompasses the entire county area, it does not necessarily mean that county government itself manages and coordinates the response and recovery activities within the county. In most cases, the county EOC will function as both the Operational Area EOC and the EOC for the county.

The governing bodies of the county and the political subdivisions within the county make the decision on organization and structure within the Operational Area. The operational area level is described more fully in the SEMS Guidelines. 

4.   Region Level

Because of its size and geography, the state has been divided into six Mutual Aid Regions. The purpose of a mutual aid region is to provide for the more effective application and coordination of mutual aid and other emergency related activities. The Office of Emergency Services (OES) provides administrative oversight over the mutual aid regions through three Administrative Regional Offices. 

In SEMS, the regional level manages and coordinates information and resources among operational areas within the mutual aid region, and also between the operational areas and the state level. The regional level also coordinates overall state agency support for emergency response activities within the region. The regional level is described further in the SEMS Guidelines.
5.   State Level

The state level of SEMS operates the State Operations Center at OES Headquarters in Sacramento. It is responsible for coordinating resource requests and resolving priority issues that might arise at the region level, between the three OES Administrative Regions.

The State Operations Center is also responsible for coordinating with FEMA and other federal agencies involved in the implementation of the Federal Response Plan in California. The state level is described further in the SEMS Guidelines.

D.   Basic Features used at each SEMS level

SEMS has several features based on the Incident Command System (ICS). The field response level uses functions, principles, and components of ICS as required in SEMS regulations. Many of these field response level features are also applicable at local government, operational area, and region and state levels. In addition, there are other ICS features that have application to all SEMS levels.

Described below are the features of ICS, which are applicable to all SEMS levels. These features are covered in more detail in appropriate parts of the SEMS Guidelines and the SEMS ACI. 

1. Essential Management Functions 

SEMS is based on the Incident Command System (ICS). ICS has five primary functions applicable to any emergency. These are: command, operations, planning/intelligence, logistics and finance/administration. These functions are required for use at all SEMS levels. It should be noted that only the SEMS Field level uses the term “Command.”  SEMS levels above the Field level use the term “Management” to describe the function having overall responsibility for activated EOCs. 

2.
Management by Objectives
The Management by Objectives feature of ICS as applied to SEMS, means that each SEMS level should identify measurable and attainable objectives to be achieved. The time frame necessary to accomplish these objectives is known as the Operational Period.

3.
Action Planning
Action planning should be used at all SEMS levels. The use of action plans provides designated personnel with knowledge of the objectives to be achieved and the steps required for achievement. Once objectives are determined for the operational period, the action plan provides a framework for establishing the necessary organization, making assignments and allocating resources to accomplish those objectives. Action plans developed at the Field level are referred to as “Incident Action Plans.” Action plans developed at other SEMS levels are referred to as “EOC Action Plans.”

4.
Organizational Flexibility and Modular Organization

At each SEMS level, only those elements necessary to achieve the desired objectives should be activated. The organization can be arranged in various ways within or under the five SEMS functions. The next highest level within the activated organization must accomplish tasks normally assigned to elements not activated for the event. 

5.
Unity of Command 

Unity of Command is a management principle that requires individuals working within an organizational structure to report to only one supervisor. Unity of Command also requires that all organizational elements within each activated SEMS level be linked together to form a single overall organization with appropriate authority relationships.

6.
Span of Control
Maintaining a reasonable span of control is the responsibility of every supervisor at all SEMS levels. ICS development established a one to seven ratio as the maximum span of control under emergency response conditions. A one to five ratio was established as an optimum. This means that in an emergency response organization, one supervisor should have direct supervisory authority of no more than five positions if they are performing different functions. This ratio may be altered in some situations. For example, a supervisor may remain effective if supervising more than five responders who are all performing the same tasks, particularly if the tasks are not complex in nature. 

7.
Personnel Accountability

Personnel accountability is accomplished through the Organizational Unity and Hierarchy of Command/Management feature along with the use of check-in forms, position logs and various status keeping systems. 

8.
Common Terminology
Common terminology is generally applied to describe organizational elements, position titles, facility designations and resources. There may be slight variations in certain terms to facilitate communication and coordination in some disciplines.

9.
Resources Management

Resource management occurs at all SEMS levels in various ways. At the Field level, the use of resources is “tactically directed.” At levels above the Field, resources are “coordinated and prioritized” for use at the Field level. 

10. Integrated Communications

At the field response level, integrated communications is used on any emergency involving different agencies. At all EOC levels and between all SEMS levels there must be a dedicated effort to ensure that communications systems, planning, and information flow are being accomplished in an effective manner. 

E.   Titles and Roles for the Five SEMS functions at the Field and EOC Levels 

The table below provides a brief summary of the titles and definitions of activities associated with these functions.

	PRIMARY

SEMS FUNCTION
	FIELD RESPONSE LEVEL
	EOCS AT OTHER SEMS LEVELS

	Command/

Management
	Command is responsible for the directing, ordering, and/or controlling of resources.
	Management is responsible for overall emergency policy and coordination. 

	Operations
	The coordinated tactical response of all field operations in accordance with the Incident Action Plan.
	The coordination of all jurisdictional operations in support of the response to the emergency in accordance with the EOC Action Plan.

	Planning/

Intelligence
	The collection, evaluation, documentation, and use of information related to the incident. 
	Collecting, evaluating, and disseminating information and maintaining documentation relative to all jurisdiction activities.

	Logistics
	Providing facilities, services, personnel, equipment, and materials in support of the incident.
	Providing facilities, services, personnel, equipment, and materials in support of all jurisdiction activities as required.

	Finance/

Administration
	Financial and cost analysis and administrative aspects not handled by the other functions. 
	Broad fiscal and recovery responsibility as well as overall fiscal accountability. 


F.   SEMS Concept of Teamwork, Coordination and Effectiveness 

SEMS as a management system provides for a fully integrated and coordinated response to emergencies involving multiple agencies and jurisdictions at all SEMS levels. 

G.   SEMS Implementation 

The SEMS Statute requires all state agencies to implement and use SEMS in responding to emergencies involving multiple agencies and jurisdictions.

Local agencies are encouraged to implement SEMS, but are not required to do so under law. Use of SEMS by local government agencies is required to obtain state reimbursement for response related personnel costs.

The following material has been developed by an inter-agency working group to assist state and local agencies in implementing and maintaining SEMS.

1.
SEMS Statute - Government Code Section 8607, January 1993. 

2.
SEMS Regulations - California Code of Regulations Title 19. Division 2, Sections 2400-2450.

3.
SEMS Guidelines - in three parts.

4.
SEMS Approved Course of instruction.

· Introductory Course

· Field Course

· Emergency Operations Center Course

· Executive Course

II.   SEMS Operating Requirements And Individual Responsibilities

A.   Roles and Functions for Personnel in SEMS Organizations at All Levels

1. 
Field Level

At the field level, emergency response personnel may assume a variety of positions within the Incident Command System. Agency policy will often dictate what personnel will fill each position. The concept here is to use the most qualified individuals regardless of rank or normal organization assignment. The assignment of ICS positions to personnel will be determined by:

· The kind and size of the emergency

· Disciplines involved

· Personnel background and experience

· Training

· Qualifications and Certifications 

· Agency policy.  

Incident Commanders may at the onset of the emergency be relatively low ranking personnel. ICS provides a mechanism for the transfer of command if the emergency requires more qualified personnel. 

2.
EOC Level

Each SEMS function within the EOC is generally staffed with individuals who have developed appropriate skills from their normal daily organization assignment. Placing the right person in each EOC position can facilitate the effective operation of the EOC. Appropriate training can also be beneficial to those assigned to perform various SEMS functions.

The table below provides examples of how staffing might occur at various EOC levels within SEMS.

     LOCAL GOVERNMENT OR OPERATIONAL AREA EOC

	FUNCTION
	STAFFING SOURCES

	Management
	Chief Administrative Officers, City Managers, Chief Executive Officers and their respective support staffs, to include Public Information or Public Affairs. 

	Operations
	Key department managers and supervisors within public safety agencies, public works, parks, and other entities that possess resources and personnel that can be utilized in the response. The configuration of Operations may vary in other types of organizations such as special districts and schools.

	Planning/Intelligence
	Community Development, Planning Departments, together with representatives from public safety and public works staffs.  

	Logistics 
	Departments of General Services, Public Works and utilities are often used to staff Logistics. Other departments such as telecommunications may also assist with this function.

	Finance/Administration
	Finance, Budgets, Purchasing, Risk Management and other similar departments are appropriate sources of staffing for this function.


Again, the desired approach is to ensure that personnel are utilized based on their position, area of responsibility, ordinances, regulations, policies and the level of training they have received.

REGION / STATE EOC

	FUNCTION
	STAFFING SOURCES

	Management
	SOC Director - OES Director, Chief Deputy Director, Deputy Directors.

REOC Director – Regional Administrators



	Operations
	To fill Section/Branch Positions: OES, CDF, CALEPA, DHS, DFG, CHP, CNG, EMSA, DMH, DSS, ARC, OSHPD, CEC, etc. 



	Planning/Intelligence
	OES Staff, CDF, CNG, DFG, CALTRANS plus Technical Specialists as necessary from CDMG, DHS, etc.



	Logistics 
	To fill Section/Branch Positions: General Services, OES, CDF, DFG, CNG, DPA, EDD



	Finance/Administration
	OES, Dept. of Finance



	Note:  If needed, refer to the Acronym Guide at the end of this manual


B.   SEMS Pre-assignment Responsibilities 

The activation of any SEMS level (Field or EOC) may require personnel to be temporarily relocated for an indefinite time. While most activations will generally be of short duration (one day to a few days), there may be situations in which personnel will be absent from their normal workplace and homes for extended periods (many days or even weeks).

During protracted activations, responding personnel should follow these guidelines:

· Assemble or update a travel kit containing any special technical information, e.g., maps, manuals, contact lists, and other reference materials that you may need.

· Pack personal items such as prescription drugs and other necessities in sufficient quantities. 

· Review your emergency assignment. Know to whom you will report and what your responsibilities will be.

· Have a clear understanding of the decision-making authority you hold for your agency while at an incident or at an EOC. Determine this as soon as you realize you may be assigned to an incident or to your own or another EOC.

· Determine what communications procedures should be followed so you can contact your headquarters or home office if necessary.

· Ensure that family members know your destination and how to contact you in the event of a family emergency.

· Familiarize yourself with travel and pick-up arrangements that have been established for you.

· Determine what your return mode of transportation will be if possible.

C.   SEMS Check-in Process

1.
Field Response Levels

All personnel assigned to an incident must check-in upon arrival. The check-in function at an incident ensures that there is complete and continuous accountability over all assigned personnel. There are various specified locations at an incident where personnel and resources check-in can be accomplished. This is covered in the field level course.

2.
EOC Levels

To ensure accountability of personnel, it is essential that a check-in function be established at all EOC levels. Currently, this is done through the use of sign-in sheets, rosters etc. 

D.   Incoming Briefings in SEMS

All incoming personnel, whether to an ICS organization at the Field Response level, or reporting to an EOC, should be provided with a briefing, prior to assuming their assigned position. Briefings should include: 

· Current situation assessment.

· Identification of specific job responsibilities expected of you. 

· Identification of co-workers within your job function and/or geographical assignment.

· Availability of communications.

· Location of work area.

· Identification of eating and sleeping arrangements as appropriate.

· Procedural instructions for obtaining additional supplies, services and personnel.

· Identification of operational period work shifts.

· After receiving your briefing and activating your assignment, give a similar briefing to any personnel assigned to you. 

E.   General Demobilization/Release Requirements for SEMS 

Agency requirements for demobilization at incidents at the Field Response or at EOC levels will vary considerably. 

General demobilization considerations for all personnel at either the Field Response or EOC levels are to:

· Complete all work assignments.

· Brief subordinates regarding demobilization.

· Complete and file required forms and reports.

· Follow agency checkout procedures.

· Evaluate performance of subordinates prior to release. 

· Return any communications equipment or other non-expendable supplies.

· Report to assigned departure points on time or slightly ahead of schedule. 

III.   Summary

SEMS requires emergency response agencies to use basic principles and components of emergency management including ICS, and Inter-agency Coordination.

The five primary functions of Command or Management, Operations, Planning/Intelligence, Logistics and Administration/Finance must be provided for, in all organizations at any SEMS level.

Personnel in a SEMS organization at any of the five levels must be assigned to a designated function within the organization, and at all times have designated supervision. 
Personnel assigned within a SEMS organization will safely carry out their assignment for an operational period or until relieved, and will provide a briefing for incoming relief personnel as required by agency procedures. 

IV.   Where To Go For SEMS Training And Guidelines

The SEMS Approved Course of Instruction as well as the SEMS Guidelines may be obtained from the California Specialized Training Institute (Governor’s Office of Emergency Services, Training Branch), or through the OES Web site at http://www.oes.ca.gov/

Acronym Guide


ACI
Approved Course of Instruction


ARC
American Red Cross


CALEPA
CA Environmental Protection Agency


CALTRANS
CA Department of Transportation


CDF
CA Department of Forestry


CDMG
CA Division of Mines & Geology


CEC
CA Energy Commission


CHP
CA Highway Patrol


CNG
CA National Guard


DFG
Department of Fish and Game


DHS
Department of Health Services


DMH
Department of Mental Health


DSS
Department of Social Services


EMSA
Emergency Medical Services Authority (state level)



Emergency Medical Services Agency (local level)


EOC
Emergency Operations Center


EDD
Employee Development Department


FEMA
Federal Emergency Management Agency


FIRESCOPE
Firefighting Resources of CA Organized for 



Potential Emergencies


ICS
Incident Command System


OES
Office of Emergency Services


OSHPD
Office of Statewide Health, Planning and  Development

REOC
Region Emergency Operations Center


SEMS
Standardized Emergency Management System


SOC
State Operations Center
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California Governor’s Office of Emergency Services

The Office of Emergency Services (OES) was established as part of the Governor’s Office in 1950 as the State Office of Civil Defense. In 1956, the agency became more involved in natural disaster operations, and the name was changed to the California Disaster Office. Adoption of the state’s Emergency Services Act in 1970 changed the agency’s name to the Office of Emergency Services.
The Governor’s Office of Emergency Services coordinates overall state agency response to major disasters in support of local government. The office is responsible for assuring the state’s readiness to respond to and recover from natural, manmade, and war-caused emergencies, and for assisting local governments in their emergency preparedness, response and recovery efforts.
During major emergencies, OES may call upon all state agencies to help provide support. Due to their specialized capabilities and expertise, the California National Guard, Highway Patrol, Department of Forestry and Fire Protection, Conservation Corps, Department of Social Services, Department of Health Services and the Department of Transportation are the agencies most often asked to respond and assist in emergency response activities. OES may also call on its own response resources to assist local government. For example, a cadre of trained personnel, and four communications vans are available to send to disasters sites.

Portable satellite units are available to provide voice and data transmission from remote locations. OES also maintains caches of specialized equipment, principally for use by local law enforcement agencies. One hundred and twenty OES fire engines (“pumpers”) are stationed with fire districts at strategic locations throughout the state and can be dispatched when needed. OES staff members are on call 24 hours a day to respond to any state or local emergency needs.
The OES Warning Center is staffed 24 hours a day, 365 days a year. From this center, warning controllers speak with county OESs and the National Warning Center in Berryville, Virginia on a daily basis. OES also maintains a 24-hour toll-free toxic release hotline, and relays spill reports to a number of other state and federal response and regulatory agencies, as well as local governments. OES coordinates the statewide Fire, Law Enforcement, and Telecommunications Mutual Aid Systems based on the “neighbor helping neighbor” concept. OES also coordinates the state’s Urban Search and Rescue and Safety Assessment Volunteer programs. During emergencies, OES activates the State Operations Center (SOC) in Sacramento and the Regional Emergency Operations Centers (REOCs) in impacted areas to receive and process local requests for assistance.
OES and other state agency public information officers staff the OES Emergency News Center to provide emergency information to the public through the news media.
OES is the “grantee” for federal disaster assistance, principally from the Federal Emergency Management Agency (FEMA). During the recovery phase of a disaster, OES helps local governments assess damages and assists them with federal and state grant and loan applications to repair damaged public property. People suffering losses may apply for federal and state assistance through a toll free, teleregistration phone line. Individuals may also apply for other assistance programs administered by local and volunteer agencies such as the American Red Cross. The OES public information effort continues in this phase in cooperation with other state and federal agencies. OES maintains the State Emergency Plan, which outlines the organizational structure for state management of the response to natural and manmade disasters. OES assists local governments and other state agencies in developing their own emergency preparedness and response plans, in accordance with the Standardized Emergency Management System and the State Emergency Plan, for earthquakes, floods, fires, hazardous material incidents, nuclear power plant emergencies, and dam breaks.
The OES Earthquake Program provides specialized earthquake preparedness planning and technical assistance to local governments, business, schools, hospitals, the public and other groups.
In addition, OES manages the state’s annual public awareness campaigns to help California residents become better prepared for emergencies. Each winter, a Winter Weather and Flood Preparedness campaign is held. Also, the California Earthquake Preparedness Month Campaign is conducted each April and includes related events throughout the year.
OES coordinates search and rescue missions through it Law Enforcement Branch’s Search and Rescue program to locate individuals lost in the mountains or wilderness. Through its Fire and Rescue Branch’s Urban Search and Rescue Task Force program, OES coordinates missions for those trapped by collapsed structures or in other high risk situations. OES also provides search and rescue task force training for local fire personnel, governments and volunteers.
OES’ training branch, the California Specialized Training Institute (CSTI), provides training programs for city, county, state, federal and private sector emergency services personnel on the tools and techniques used in disaster planning, response, recovery, prevention and management.
The CSTI catalog may be found on the OES webpage, found at www.oes.ca.gov. 
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I.   California Emergency Services Act

The California Emergency Services Act was formally established in 1970. It is found in Chapter 7 of Division 1 of Title 2 of the Government Code. The Emergency Services Act brought together for the first time many of the components of California Emergency Services including the Master Mutual Aid Agreement of 1950. Prior to the Emergency Services Act, emergency services in California were defined in the California Disaster Act of 1943, which was part of the Military and Veterans Code.

The Emergency Services Act provides for the following:

1. Confers emergency powers on the Governor and chief executives and governing bodies of political subdivisions of the state.

2. Provides for state assistance in the organization and maintenance of political subdivision emergency programs.

3. Provides for a state Office of Emergency Services (OES) within the Governor’s Office and gives OES certain powers and duties.

4. Provides for the assignment of duties to state agencies to be performed during an emergency.

5. Provides for rendering of mutual aid by the state government, departments and agencies and political subdivisions.

6. Provides for three conditions or degrees of emergency within the state.

The Act does not explicitly state the necessity for an EOC. The primary reference to EOCs in the act is the presumption that they exist under the declaration of a state of war emergency, where operational areas...”shall serve as a link in the system of communications and coordination between the state’s EOC and the operating centers of the political subdivisions comprising the operational area.” (Sec. 8605)

Section 8635 of the act states that ... “the interdependence of political subdivisions requires that for their mutual preservation and for the protection of all the citizens of the state of California, all political subdivision have the power to take the minimum precautions....by which continued function of political subdivision will be assured.” 

Sections 8637 – 8644 of the act describe the need for establishing a line of succession and provides a list of duties for standby officers. One of these duties is to report for duty in the event of an emergency at the place and in the method previously designated by the political subdivision. 

Section 8642 states that when an emergency exists, the governing body of the political subdivision shall meet as soon as possible. The place of this meeting need not be within the political subdivision. The duties of the governing body (Sec. 8643) are to ascertain the damage to the political subdivision and its personnel and property to reconstitute the governing body.

II.   SEMS Law and Regulation

Senate Bill 1841 was passed by the California legislature and made effective January 1, 1993. The legislation established the Standardized Emergency Management System (SEMS). The intent of the law is to improve the coordination of state and local emergency response in California. The law is found in Section 8607 of the Government Code, and the Regulation governing SEMS became effective September 2, 1994.

The law directs the Office of Emergency Services (OES), in coordination with other state agencies and interested local emergency management agencies, to establish, implement and maintain the Standardized Emergency Management System as of December 1, 1996.

The basic framework of SEMS incorporates five major elements. These are:

· The Incident Command System (ICS) 

· Inter-agency coordination

· The State’s Mutual Aid Program

· Operational Areas

The law stipulates that all state agencies must use SEMS in responding to emergencies involving multiple jurisdictions or multiple agencies. Local governments must use SEMS in responding to emergencies involving multiple jurisdictions or multiple agencies in order to be eligible for state funding of response-related personnel costs.

III.   SEMS Levels and Functions

A.   SEMS Levels

There are five designated levels in the SEMS organization.

· Field Response Level

· Local Government

· Operational Area

· Regional

· State

The Field Response Level is the subject of the SEMS Field Course. The other four levels are discussed in Chapter Two.

B.
SEMS Functions

There are five primary SEMS functions that are derived from the Incident Command System (ICS). These functions are basic to all SEMS levels and must be used in the field and all EOCs. The functions are:

· Command (Field) – Management (EOC)

· Operations

· Planning/Intelligence

· Logistics

· Finance/Administration

Chapter Three will discuss each function.

IV.   Definitions and Terms Related to EOCs

An understanding of the most common terms listed below will help to understand and make the most efficient use of this system. A full SEMS Glossary is a part of the SEMS Guidelines and Approved Course of Instruction (ACI) and should be referred to for complete definitions. 

· Emergency Operations Center (EOC)

A location from which centralized emergency management can be performed.  EOCs provide overall centralized coordination to ensure that there is an effective response. The EOC may also have a primary role in setting jurisdictional objectives and priorities, which may have an impact on resource allocations and incident level planning.

· Department Operations Center (DOC)

A facility used by a discipline or agency as a department level EOC. Examples are departments within a political jurisdiction such as fire, police, public works as well as agency divisions, districts or regional offices. 

DOCs can be used at all SEMS levels above the field response level, depending on the impacts of the emergency, demographic nature of the agency or organization, local policy and procedures, and configuration of communications systems.

· Action Plan
A plan prepared in the EOC containing the emergency response objectives of that SEMS level. The action plan should reflect overall priorities and supporting activities for a designated period and will be updated on a periodic basis. The plan is shared with supporting agencies.


· Inter-agency Coordination

Agencies and disciplines at any SEMS level working together in a coordinated effort to develop joint plans, coordinate inter-agency resource use and to facilitate decisions. SEMS Regulation requires the use of inter-agency coordination in all EOCs.

· Mutual Aid
Voluntary provision of services and facilities when existing resources prove to be inadequate. There are several standardized statewide mutual aid systems that function in California. Some of these are coordinated from within jurisdictional EOCs, and others are coordinated by disciplines such as law and fire from other facilities.


[image: image7]
Chapter Four:

Homeland Security Presidential Directives 5 & 8
[image: image8.jpg]



Homeland Security Presidential Directive/HSPD-5
February 28, 2003

Subject: Management of Domestic Incidents 

Purpose 
(1) To enhance the ability of the United States to manage domestic incidents by establishing a single, comprehensive national incident management system. 
Definitions 


(2) In this directive: 

(a) the term "Secretary" means the Secretary of Homeland Security. 

(b) the term "Federal departments and agencies" means those executive departments enumerated in 5 U.S.C. 101, together with the Department of Homeland Security; independent establishments as defined by 5 U.S.C. 104(1); government corporations as defined by 5 U.S.C. 103(1); and the United States Postal Service. 

(c) the terms "State," "local," and the "United States" when it is used in a geographical sense, have the same meanings as used in the Homeland Security Act of 2002, Public Law 107-296. 


Policy 


(3) To prevent, prepare for, respond to, and recover from terrorist attacks, major disasters, and other emergencies, the United States Government shall establish a single, comprehensive approach to domestic incident management. The objective of the United States Government is to ensure that all levels of government across the Nation have the capability to work efficiently and effectively together, using a national approach to domestic incident management. In these efforts, with regard to domestic incidents, the United States Government treats crisis management and consequence management as a single, integrated function, rather than as two separate functions. 

(4) The Secretary of Homeland Security is the principal Federal official for domestic incident management. Pursuant to the Homeland Security Act of 2002, the Secretary is responsible for coordinating Federal operations within the United States to prepare for, respond to, and recover from terrorist attacks, major disasters, and other emergencies. The Secretary shall coordinate the Federal Government's resources utilized in response to or recovery from terrorist attacks, major disasters, or other emergencies if and when any one of the following four conditions applies: (1) a Federal department or agency acting under its own authority has requested the assistance of the Secretary; (2) the resources of State and local authorities are overwhelmed and Federal assistance has been requested by the appropriate State and local authorities; (3) more than one Federal department or agency has become substantially involved in responding to the incident; or (4) the Secretary has been directed to assume responsibility for managing the domestic incident by the President. 

(5) Nothing in this directive alters, or impedes the ability to carry out, the authorities of Federal departments and agencies to perform their responsibilities under law. All Federal departments and agencies shall cooperate with the Secretary in the Secretary's domestic incident management role. 

(6) The Federal Government recognizes the roles and responsibilities of State and local authorities in domestic incident management. Initial responsibility for managing domestic incidents generally falls on State and local authorities. The Federal Government will assist State and local authorities when their resources are overwhelmed, or when Federal interests are involved. The Secretary will coordinate with State and local governments to ensure adequate planning, equipment, training, and exercise activities. The Secretary will also provide assistance to State and local governments to develop all-hazards plans and capabilities, including those of greatest importance to the security of the United States, and will ensure that State, local, and Federal plans are compatible. 

(7) The Federal Government recognizes the role that the private and nongovernmental sectors play in preventing, preparing for, responding to, and recovering from terrorist attacks, major disasters, and other emergencies. The Secretary will coordinate with the private and nongovernmental sectors to ensure adequate planning, equipment, training, and exercise activities and to promote partnerships to address incident management capabilities. 

(8) The Attorney General has lead responsibility for criminal investigations of terrorist acts or terrorist threats by individuals or groups inside the United States, or directed at United States citizens or institutions abroad, where such acts are within the Federal criminal jurisdiction of the United States, as well as for related intelligence collection activities within the United States, subject to the National Security Act of 1947 and other applicable law, Executive Order 12333, and Attorney General-approved procedures pursuant to that Executive Order. Generally acting through the Federal Bureau of Investigation, the Attorney General, in cooperation with other Federal departments and agencies engaged in activities to protect our national security, shall also coordinate the activities of the other members of the law enforcement community to detect, prevent, preempt, and disrupt terrorist attacks against the United States. Following a terrorist threat or an actual incident that falls within the criminal jurisdiction of the United States, the full capabilities of the United States shall be dedicated, consistent with United States law and with activities of other Federal departments and agencies to protect our national security, to assisting the Attorney General to identify the perpetrators and bring them to justice. The Attorney General and the Secretary shall establish appropriate relationships and mechanisms for cooperation and coordination between their two departments. 

(9) Nothing in this directive impairs or otherwise affects the authority of the Secretary of Defense over the Department of Defense, including the chain of command for military forces from the President as Commander in Chief, to the Secretary of Defense, to the commander of military forces, or military command and control procedures. The Secretary of Defense shall provide military support to civil authorities for domestic incidents as directed by the President or when consistent with military readiness and appropriate under the circumstances and the law. The Secretary of Defense shall retain command of military forces providing civil support. The Secretary of Defense and the Secretary shall establish appropriate relationships and mechanisms for cooperation and coordination between their two departments. 

(10) The Secretary of State has the responsibility, consistent with other United States Government activities to protect our national security, to coordinate international activities related to the prevention, preparation, response, and recovery from a domestic incident, and for the protection of United States citizens and United States interests overseas. The Secretary of State and the Secretary shall establish appropriate relationships and mechanisms for cooperation and coordination between their two departments. 

(11) The Assistant to the President for Homeland Security and the Assistant to the President for National Security Affairs shall be responsible for interagency policy coordination on domestic and international incident management, respectively, as directed by the President. The Assistant to the President for Homeland Security and the Assistant to the President for National Security Affairs shall work together to ensure that the United States domestic and international incident management efforts are seamlessly united. 

(12) The Secretary shall ensure that, as appropriate, information related to domestic incidents is gathered and provided to the public, the private sector, State and local authorities, Federal departments and agencies, and, generally through the Assistant to the President for Homeland Security, to the President. The Secretary shall provide standardized, quantitative reports to the Assistant to the President for Homeland Security on the readiness and preparedness of the Nation -- at all levels of government -- to prevent, prepare for, respond to, and recover from domestic incidents. 

(13) Nothing in this directive shall be construed to grant to any Assistant to the President any authority to issue orders to Federal departments and agencies, their officers, or their employees. 


Tasking 

(14) The heads of all Federal departments and agencies are directed to provide their full and prompt cooperation, resources, and support, as appropriate and consistent with their own responsibilities for protecting our national security, to the Secretary, the Attorney General, the Secretary of Defense, and the Secretary of State in the exercise of the individual leadership responsibilities and missions assigned in paragraphs (4), (8), (9), and (10), respectively, above. 

(15) The Secretary shall develop, submit for review to the Homeland Security Council, and administer a National Incident Management System (NIMS). This system will provide a consistent nationwide approach for Federal, State, and local governments to work effectively and efficiently together to prepare for, respond to, and recover from domestic incidents, regardless of cause, size, or complexity. To provide for interoperability and compatibility among Federal, State, and local capabilities, the NIMS will include a core set of concepts, principles, terminology, and technologies covering the incident command system; multi-agency coordination systems; unified command; training; identification and management of resources (including systems for classifying types of resources); qualifications and certification; and the collection, tracking, and reporting of incident information and incident resources. 

(16) The Secretary shall develop, submit for review to the Homeland Security Council, and administer a National Response Plan (NRP). The Secretary shall consult with appropriate Assistants to the President (including the Assistant to the President for Economic Policy) and the Director of the Office of Science and Technology Policy, and other such Federal officials as may be appropriate, in developing and implementing the NRP. This plan shall integrate Federal Government domestic prevention, preparedness, response, and recovery plans into one all-discipline, all-hazards plan. The NRP shall be unclassified. If certain operational aspects require classification, they shall be included in classified annexes to the NRP. 
(a) The NRP, using the NIMS, shall, with regard to response to domestic incidents, provide the structure and mechanisms for national level policy and operational direction for Federal support to State and local incident managers and for exercising direct Federal authorities and responsibilities, as appropriate. 
(b) The NRP will include protocols for operating under different threats or threat levels; incorporation of existing Federal emergency and incident management plans (with appropriate modifications and revisions) as either integrated components of the NRP or as supporting operational plans; and additional operational plans or annexes, as appropriate, including public affairs and intergovernmental communications. 

(c) The NRP will include a consistent approach to reporting incidents, providing assessments, and making recommendations to the President, the Secretary, and the Homeland Security Council. 

(d) The NRP will include rigorous requirements for continuous improvements from testing, exercising, experience with incidents, and new information and technologies. 

(17) The Secretary shall: 


(a) By April 1, 2003, (1) develop and publish an initial version of the NRP, in consultation with other Federal departments and agencies; and (2) provide the Assistant to the President for Homeland Security with a plan for full development and implementation of the NRP. 

(b) By June 1, 2003, (1) in consultation with Federal departments and agencies and with State and local governments, develop a national system of standards, guidelines, and protocols to implement the NIMS; and (2) establish a mechanism for ensuring ongoing management and maintenance of the NIMS, including regular consultation with other Federal departments and agencies and with State and local governments. 

(c) By September 1, 2003, in consultation with Federal departments and agencies and the Assistant to the President for Homeland Security, review existing authorities and regulations and prepare recommendations for the President on revisions necessary to implement fully the NRP. 

(18) The heads of Federal departments and agencies shall adopt the NIMS within their departments and agencies and shall provide support and assistance to the Secretary in the development and maintenance of the NIMS. All Federal departments and agencies will use the NIMS in their domestic incident management and emergency prevention, preparedness, response, recovery, and mitigation activities, as well as those actions taken in support of State or local entities. The heads of Federal departments and agencies shall participate in the NRP, shall assist and support the Secretary in the development and maintenance of the NRP, and shall participate in and use domestic incident reporting systems and protocols established by the Secretary. 

(19) The head of each Federal department and agency shall: 

(a) By June 1, 2003, make initial revisions to existing plans in accordance with the initial version of the NRP. 

(b) By August 1, 2003, submit a plan to adopt and implement the NIMS to the Secretary and the Assistant to the President for Homeland Security. The Assistant to the President for Homeland Security shall advise the President on whether such plans effectively implement the NIMS. 

(20) Beginning in Fiscal Year 2005, Federal departments and agencies shall make adoption of the NIMS a requirement, to the extent permitted by law, for providing Federal preparedness assistance through grants, contracts, or other activities. The Secretary shall develop standards and guidelines for determining whether a State or local entity has adopted the NIMS. 

Technical and Conforming Amendments to National Security Presidential Directive-1 (NSPD-1) 

(21) NSPD-1 ("Organization of the National Security Council System") is amended by replacing the fifth sentence of the third paragraph on the first page with the following: "The Attorney General, the Secretary of Homeland Security, and the Director of the Office of Management and Budget shall be invited to attend meetings pertaining to their responsibilities."

Technical and Conforming Amendments to National Security Presidential Directive-8 (NSPD-8) 

(22) NSPD-8 ("National Director and Deputy National Security Advisor for Combating Terrorism") is amended by striking "and the Office of Homeland Security," on page 4, and inserting "the Department of Homeland Security, and the Homeland Security Council" in lieu thereof. 

Technical and Conforming Amendments to Homeland Security Presidential Directive-2 (HSPD-2) 

(23) HSPD-2 ("Combating Terrorism Through Immigration Policies") is amended as follows: 

(a) striking "the Commissioner of the Immigration and Naturalization Service (INS)" in the second sentence of the second paragraph in section 1, and inserting "the Secretary of Homeland Security" in lieu thereof ; 

(b) striking "the INS," in the third paragraph in section 1, and inserting "the Department of Homeland Security" in lieu thereof; 

(c) inserting ,"the Secretary of Homeland Security," after "The Attorney General" in the fourth paragraph in section 1; 

(d) inserting, "the Secretary of Homeland Security," after "the Attorney General" in the fifth paragraph in section 1; 

(e) striking "the INS and the Customs Service" in the first sentence of the first paragraph of section 2, and inserting "the Department of Homeland Security" in lieu thereof; 

(f) striking "Customs and INS" in the first sentence of the second paragraph of section 2, and inserting "the Department of Homeland Security" in lieu thereof; 

(g) striking "the two agencies" in the second sentence of the second paragraph of section 2, and inserting "the Department of Homeland Security" in lieu thereof; 

(h) striking "the Secretary of the Treasury" wherever it appears in section 2, and inserting "the Secretary of Homeland Security" in lieu thereof; 

(i) inserting, “the Secretary of Homeland Security," after "The Secretary of State" wherever the latter appears in section 3; 

(j) inserting, "the Department of Homeland Security," after "the Department of State," in the second sentence in the third paragraph in section 3; 

(k) inserting "the Secretary of Homeland Security," after "the Secretary of State," in the first sentence of the fifth paragraph of section 3; 

(l) striking "INS" in the first sentence of the sixth paragraph of section 3, and inserting "Department of Homeland Security" in lieu thereof; 

(m) striking "the Treasury" wherever it appears in section 4 and inserting "Homeland Security" in lieu thereof; 

(n) inserting, "the Secretary of Homeland Security," after "the Attorney General" in the first sentence in section 5; and 

(o) inserting, "Homeland Security" after "State" in the first sentence of section 6. 

Technical and Conforming Amendments to Homeland Security Presidential Directive-3 (HSPD-3) 
(24) The Homeland Security Act of 2002 assigned the responsibility for administering the Homeland Security Advisory System to the Secretary of Homeland Security. Accordingly, HSPD-3 of March 11, 2002 ("Homeland Security Advisory System") is amended as follows: 

(a) replacing the third sentence of the second paragraph entitled "Homeland Security Advisory System" with "Except in exigent circumstances, the Secretary of Homeland Security shall seek the views of the Attorney General, and any other federal agency heads the Secretary deems appropriate, including other members of the Homeland Security Council, on the Threat Condition to be assigned." 

(b) inserting "At the request of the Secretary of Homeland Security, the Department of Justice shall permit and facilitate the use of delivery systems administered or managed by the Department of Justice for the purposes of delivering threat information pursuant to the Homeland Security Advisory System." as a new paragraph after the fifth paragraph of the section entitled "Homeland Security Advisory System." 

(c) inserting, "the Secretary of Homeland Security" after "The Director of Central Intelligence" in the first sentence of the seventh paragraph of the section entitled "Homeland Security Advisory System." 

(d) striking "Attorney General" wherever it appears (except in the sentences referred to in subsections (a) and (c) above), and inserting "the Secretary of Homeland Security" in lieu thereof; and 


(e) striking the section entitled "Comment and Review Periods." 
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Homeland Security Presidential Directive/Hspd-8

December 17, 2003 

Subject: National Preparedness 

Purpose 

(1) This directive establishes policies to strengthen the preparedness of the United States to prevent and respond to threatened or actual domestic terrorist attacks, major disasters, and other emergencies by requiring a national domestic all-hazards preparedness goal, establishing mechanisms for improved delivery of Federal preparedness assistance to State and local governments, and outlining actions to strengthen preparedness capabilities of Federal, State, and local entities. 

Definitions 

(2) For the purposes of this directive: 

(a) The term "all-hazards preparedness" refers to preparedness for domestic terrorist attacks, major disasters, and other emergencies. 

(b) The term "Federal departments and agencies" means those executive departments enumerated in 5 U.S.C. 101, and the Department of Homeland Security; independent establishments as defined by 5 U.S.C. 104(1); Government corporations as defined by 5 U.S.C. 103(1); and the United States Postal Service. 

(c) The term "Federal preparedness assistance" means Federal department and agency grants, cooperative agreements, loans, loan guarantees, training, and/or technical assistance provided to State and local governments and the private sector to prevent, prepare for, respond to, and recover from terrorist attacks, major disasters, and other emergencies. Unless noted otherwise, the term "assistance" will refer to Federal assistance programs. 

(d) The term "first responder" refers to those individuals who in the early stages of an incident are responsible for the protection and preservation of life, property, evidence, and the environment, including emergency response providers as defined in section 2 of the Homeland Security Act of 2002 (6 U.S.C. 101), as well as emergency management, public health, clinical care, public works, and other skilled support personnel (such as equipment operators) that provide immediate support services during prevention, response, and recovery operations. 

(e) The terms "major disaster" and "emergency" have the meanings given in section 102 of the Robert T. Stafford Disaster Relief and Emergency Assistance Act (42 U.S.C. 5122). 

(f) The term "major events" refers to domestic terrorist attacks, major disasters, and other emergencies. 

(g) The term "national homeland security preparedness-related exercises" refers to homeland security-related exercises that train and test national decision makers and utilize resources of multiple Federal departments and agencies. Such exercises may involve State and local first responders when appropriate. 

Such exercises do not include those exercises conducted solely within a single Federal department or agency. 

(h) The term "preparedness" refers to the existence of plans, procedures, policies, training, and equipment necessary at the Federal, State, and local level to maximize the ability to prevent, respond to, and recover from major events. The term "readiness" is used interchangeably with preparedness. 

(i) The term "prevention" refers to activities undertaken by the first responder community during the early stages of an incident to reduce the likelihood or consequences of threatened or actual terrorist attacks. More general and broader efforts to deter, disrupt, or thwart terrorism are not addressed in this directive. 

(j) The term "Secretary" means the Secretary of Homeland Security. 

(k) The terms "State," and "local government," when used in a geographical sense, have the same meanings given to those terms in section 2 of the Homeland Security Act of 2002 (6 U.S.C. 101). 

Relationship to HSPD-5 

(3) This directive is a companion to HSPD-5, which identifies steps for improved coordination in response to incidents. This directive describes the way Federal departments and agencies will prepare for such a response, including prevention activities during the early stages of a terrorism incident. 
Development of a National Preparedness Goal 
(4) The Secretary is the principal Federal official for coordinating the implementation of all-hazards preparedness in the United States. In cooperation with other Federal departments and agencies, the Secretary coordinates the preparedness of Federal response assets, and the support for, and assessment of, the preparedness of State and local first responders. 
(5) To help ensure the preparedness of the Nation to prevent, respond to, and recover from threatened and actual domestic terrorist attacks, major disasters, and other emergencies, the Secretary, in coordination with the heads of other appropriate Federal departments and agencies and in consultation with State and local governments, shall develop a national domestic all-hazards preparedness goal. Federal departments and agencies will work to achieve this goal by: 
(a) providing for effective, efficient, and timely delivery of Federal preparedness assistance to State and local governments; and 

(b) supporting efforts to ensure first responders are prepared to respond to major events, especially prevention of and response to threatened terrorist attacks. 

(6) The national preparedness goal will establish measurable readiness priorities and targets that appropriately balance the potential threat and magnitude of terrorist attacks, major disasters, and other emergencies with the resources required to prevent, respond to, and recover from them. It will also include readiness metrics and elements that support the national preparedness goal including standards for preparedness assessments and strategies, and a system for assessing the Nation's overall preparedness to respond to major events, especially those involving acts of terrorism. 

(7) The Secretary will submit the national preparedness goal to me through the Homeland Security Council (HSC) for review and approval prior to, or concurrently with, the Department of Homeland Security's Fiscal Year 2006 budget submission to the Office of Management and Budget. 


Federal Preparedness Assistance 

(8) The Secretary, in coordination with the Attorney General, the Secretary of Health and Human Services (HHS), and the heads of other Federal departments and agencies that provide assistance for first responder preparedness, will establish a single point of access to Federal preparedness assistance program information within 60 days of the issuance of this directive. The Secretary will submit to me through the HSC recommendations of specific Federal department and agency programs to be part of the coordinated approach. All Federal departments and agencies will cooperate with this effort. Agencies will continue to issue financial assistance awards consistent with applicable laws and regulations and will ensure that program announcements, solicitations, application instructions, and other guidance documents are consistent with other Federal preparedness programs to the extent possible. Full implementation of a closely coordinated interagency grant process will be completed by September 30, 2005. 

(9) To the extent permitted by law, the primary mechanism for delivery of Federal preparedness assistance will be awards to the States. Awards will be delivered in a form that allows the recipients to apply the assistance to the highest priority preparedness requirements at the appropriate level of government. To the extent permitted by law, Federal preparedness assistance will be predicated on adoption of Statewide comprehensive all-hazards preparedness strategies. The strategies should be consistent with the national preparedness goal, should assess the most effective ways to enhance preparedness, should address areas facing higher risk, especially to terrorism, and should also address local government concerns and Citizen Corps efforts. The Secretary, in coordination with the heads of other appropriate Federal departments and agencies, will review and approve strategies submitted by the States. To the extent permitted by law, adoption of approved Statewide strategies will be a requirement for receiving Federal preparedness assistance at all levels of government by September 30, 2005. 

(10) In making allocations of Federal preparedness assistance to the States, the Secretary, the Attorney General, the Secretary of HHS, the Secretary of Transportation, the Secretary of Energy, the Secretary of Veterans Affairs, the Administrator of the Environmental Protection Agency, and the heads of other Federal departments and agencies that provide assistance for first responder preparedness will base those allocations on assessments of population concentrations, critical infrastructures, and other significant risk factors, particularly terrorism threats, to the extent permitted by law. 

(11) Federal preparedness assistance will support State and local entities' efforts including planning, training, exercises, interoperability, and equipment acquisition for major events as well as capacity building for prevention activities such as information gathering, detection, deterrence, and collaboration related to terrorist attacks. Such assistance is not primarily intended to support existing capacity to address normal local first responder operations, but to build capacity to address major events, especially terrorism. 

(12) The Attorney General, the Secretary of HHS, the Secretary of Transportation, the Secretary of Energy, the Secretary of Veterans Affairs, the Administrator of the Environmental Protection Agency, and the heads of other Federal departments and agencies that provide assistance for first responder preparedness shall coordinate with the Secretary to ensure that such assistance supports and is consistent with the national preparedness goal. 

(13) Federal departments and agencies will develop appropriate mechanisms to ensure rapid obligation and disbursement of funds from their programs to the States, from States to the local community level, and from local entities to the end users to derive maximum benefit from the assistance provided. Federal departments and agencies will report annually to the Secretary on the obligation, expenditure status, and the use of funds associated with Federal preparedness assistance programs. 


Equipment 

(14) The Secretary, in coordination with State and local officials, first responder organizations, the private sector and other Federal civilian departments and agencies, shall establish and implement streamlined procedures for the ongoing development and adoption of appropriate first responder equipment standards that support nationwide interoperability and other capabilities consistent with the national preparedness goal, including the safety and health of first responders. 

(15) To the extent permitted by law, equipment purchased through Federal preparedness assistance for first responders shall conform to equipment standards in place at time of purchase. Other Federal departments and agencies that support the purchase of first responder equipment will coordinate their programs with the Department of Homeland Security and conform to the same standards. 

(16) The Secretary, in coordination with other appropriate Federal departments and agencies and in consultation with State and local governments, will develop plans to identify and address national first responder equipment research and development needs based upon assessments of current and future threats. Other Federal departments and agencies that support preparedness research and development activities shall coordinate their efforts with the Department of Homeland Security and ensure they support the national preparedness goal. 

Training and Exercises 

(17) The Secretary, in coordination with the Secretary of HHS, the Attorney General, and other appropriate Federal departments and agencies and in consultation with State and local governments, shall establish and maintain a comprehensive training program to meet the national preparedness goal. The program will identify standards and maximize the effectiveness of existing Federal programs and financial assistance and include training for the Nation's first responders, officials, and others with major event preparedness, prevention, response, and recovery roles. Federal departments and agencies shall include private organizations in the accreditation and delivery of preparedness training as appropriate and to the extent permitted by law. 

(18) The Secretary, in coordination with other appropriate Federal departments and agencies, shall establish a national program and a multi-year planning system to conduct homeland security preparedness-related exercises that reinforces identified training standards, provides for evaluation of readiness, and supports the national preparedness goal. The establishment and maintenance of the program will be conducted in maximum collaboration with State and local governments and appropriate private sector entities. All Federal departments and agencies that conduct national homeland security preparedness-related exercises shall participate in a collaborative, interagency process to designate such exercises on a consensus basis and create a master exercise calendar. The Secretary will ensure that exercises included in the calendar support the national preparedness goal. At the time of designation, Federal departments and agencies will identify their level of participation in national homeland security preparedness- related exercises. The Secretary will develop a multi-year national homeland security preparedness-related exercise plan and submit the plan to me through the HSC for review and approval. 

(19) The Secretary shall develop and maintain a system to collect, analyze, and disseminate lessons learned, best practices, and information from exercises, training events, research, and other sources, including actual incidents, and establish procedures to improve national preparedness to prevent, respond to, and recover from major events. The Secretary, in coordination with other Federal departments and agencies and State and local governments, will identify relevant classes of homeland-security related information and appropriate means of transmission for the information to be included in the system. Federal departments and agencies are directed, and State and local governments are requested, to provide this information to the Secretary to the extent permitted by law. 

Federal Department and Agency Preparedness 

(20) The head of each Federal department or agency shall undertake actions to support the national preparedness goal, including adoption of quantifiable performance measurements in the areas of training, planning, equipment, and exercises for Federal incident management and asset preparedness, to the extent permitted by law. Specialized Federal assets such as teams, stockpiles, and caches shall be maintained at levels consistent with the national preparedness goal and be available for response activities as set forth in the National Response Plan, other appropriate operational documents, and applicable authorities or guidance. Relevant Federal regulatory requirements should be consistent with the national preparedness goal. Nothing in this directive shall limit the authority of the Secretary of Defense with regard to the command and control, training, planning, equipment, exercises, or employment of Department of Defense forces, or the allocation of Department of Defense resources. 

(21) The Secretary, in coordination with other appropriate Federal civilian departments and agencies, shall develop and maintain a Federal response capability inventory that includes the performance parameters of the capability, the timeframe within which the capability can be brought to bear on an incident, and the readiness of such capability to respond to domestic incidents. The Department of Defense will provide to the Secretary information describing the organizations and functions within the Department of Defense that may be utilized to provide support to civil authorities during a domestic crisis. 

Citizen Participation 

(22) The Secretary shall work with other appropriate Federal departments and agencies as well as State and local governments and the private sector to encourage active citizen participation and involvement in preparedness efforts. The Secretary shall periodically review and identify the best community practices for integrating private citizen capabilities into local preparedness efforts. 


Public Communication 

(23) The Secretary, in consultation with other Federal departments and agencies, State and local governments, and non-governmental organizations, shall develop a comprehensive plan to provide accurate and timely preparedness information to public citizens, first responders, units of government, the private sector, and other interested parties and mechanisms for coordination at all levels of government. 

Assessment and Evaluation 

(24) The Secretary shall provide to me through the Assistant to the President for Homeland Security an annual status report of the Nation's level of preparedness, including State capabilities, the readiness of Federal civil response assets, the utilization of mutual aid, and an assessment of how the Federal first responder preparedness assistance programs support the national preparedness goal. The first report will be provided within 1 year of establishment of the national preparedness goal. 

(25) Nothing in this directive alters, or impedes the ability to carry out, the authorities of the Federal departments and agencies to perform their responsibilities under law and consistent with applicable legal authorities and presidential guidance. 

(26) Actions pertaining to the funding and administration of financial assistance and all other activities, efforts, and policies in this directive shall be executed in accordance with law. To the extent permitted by law, these policies will be established and carried out in consultation with State and local governments. 

(27) This directive is intended only to improve the internal management of the executive branch of the Federal Government, and it is not intended to, and does not, create any right or benefit, substantive or procedural, enforceable at law or in equity, against the United States, its departments, agencies, or other entities, its officers or employees, or any other person. 
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Chapter Five:

Quick Reference Guide

for the National Response Plan
If language in the Guide conflicts with the NRP, as modified by the Notice of Change, the structures and mechanisms of the NRP take precedence.
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      Version 4.0 
I. PLAN BASICS 

Scope and Applicability 

What is the National Response Plan? 

As required by Homeland Security Presidential Directive (HSPD)-5, the National Response Plan (NRP) establishes a single, comprehensive approach to domestic incident management to prevent, prepare for, respond to, and recover from terrorist attacks, major disasters, and other emergencies. The NRP is an all-hazards plan built on the template of the National Incident Management System (NIMS). The NIMS provides a consistent doctrinal framework for incident management at all jurisdictional levels regardless of the cause, size, or complexity of the incident. The NRP, using the NIMS, provides the structure and mechanisms for national-level policy and operational direction for domestic incident management. The NRP can be partially or fully implemented in the context of a threat, anticipation of a significant event, or in response to an incident requiring a coordinated Federal response. This includes events with potential national or long-term implications such as a public health emergency or a cyber incident. Selective implementation through the activation of one or more of the NRP elements allows maximum flexibility to meet the unique operational and information-sharing requirements of any situation and enables effective interaction among various Federal, State, local, tribal, private-sector, and other nongovernmental entities. 

To whom does the National Response Plan apply? 


The NRP applies to all incidents requiring a coordinated Federal response as part of an appropriate combination of Federal, State, local, tribal, private-sector, and nongovernmental entities. The NRP is applicable to all Federal departments and agencies that have primary jurisdiction for or participate in operations requiring a coordinated Federal response. The NRP also applies to the American Red Cross, which functions as an Emergency Support Function (ESF) primary organization in coordinating the use of mass care resources. 
For incidents requiring a coordinated Federal response, but of lesser severity than an Incident of National Significance, the NRP includes a comprehensive network of Incident Annexes and supplemental Federal contingency plans that may be implemented by the Departments and Agencies with established authorities in coordination with the NRP framework. 
When is the NRP activated? 

The NRP is always in effect; however, the implementation of NRP coordination mechanisms is flexible and scalable. Actions range in scope from ongoing situational reporting and analysis, through the implementation of NRP Incident Annexes and other supplemental Federal contingency plans, to full implementation of all relevant NRP coordination mechanisms outlined in the NRP Base Plan. 

Incidents of National Significance 
What is an Incident of National Significance? 
An Incident of National Significance (INS) is an actual or potential high-impact event that requires robust coordination of the Federal response in order to save lives and minimize damage, and provide the basis for long-term community and economic recovery. The Secretary of Homeland Security, in consultation with other departments and agencies, and the White House, as appropriate, declares Incidents of National Significance. There are no automatic triggers for an Incident of National Significance. The Secretary of Homeland Security will consider the HSPD-5 criteria noted on page 4 of the NRP when making the determination to declare an Incident of National Significance but will also evaluate other factors in making a determination as to whether to declare an incident an Incident of National Significance. The Secretary of Homeland Security will manage the Federal government's response following the declaration of an Incident of National Significance. 
Plan Structure
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II. ROLES AND RESPONSIBILITIES 

State, Local, and Tribal Authorities 
What is the role of State, local and tribal governments in the National Response Plan? 
A basic premise of the NRP is that incidents are generally handled at the lowest jurisdictional level possible. The NRP includes a section that summarizes the roles and responsibilities of State, local, tribal, and private-sector entities in the context of domestic incident management. In the vast majority of incidents, State and local resources and interstate mutual aid will provide the first line of emergency response and incident management support. When State resources and capabilities are overwhelmed, Governors may request Federal assistance. The NRP provides the framework for Federal interaction with State, local, tribal, private-sector and nongovernmental entities in the context of domestic incident management to ensure timely and effective Federal support. 
The Private Sector 
What is the role of the private-sector in the National Response Plan? 
The NRP recognizes the private sector as a key partner in domestic incident management, particularly in the area of critical infrastructure protection and restoration. Private-sector entities are also called upon to contribute necessary items and services to the impacted area. These sources are important to aid in the life-saving and recovery efforts. The Department of Homeland Security (DHS) and other Federal departments and agencies coordinate with the private sector to effectively share information, formulate courses of action, and incorporate available resources to prevent, prepare for, respond to, and recover from incidents of various types. For coordination with the owners and operators of the nation’s critical infrastructure, DHS and Federal agencies utilize the mechanisms established under the National Infrastructure Protection Plan (NIPP), including the Critical Infrastructure Protection Advisory Committee (CIPAC). Further, the Secretary of Homeland Security utilizes private-sector advisory groups with broad representation to provide advice on incident management and emergency response issues impacting their stakeholders. The NRP includes an annex on Private-Sector Coordination. 
Federal Government 
What is the role of the Federal Government in the National Response Plan? 
HSPD-5 assigns specific responsibilities to DHS and delineates the roles and responsibilities of certain other Federal departments. 

Secretary of Homeland Security 

Pursuant to HSPD-5, the Secretary of Homeland Security is responsible for coordinating Federal resources within the United States to prepare for, respond to, and recover from terrorist attacks, major disasters, and other emergencies. HSPD-5 further designates the Secretary of Homeland Security as the “principal Federal official” for domestic incident management. 
Attorney General 

The Attorney General has lead responsibility for criminal investigations of terrorist acts or terrorist threats by individuals or groups inside the United States, or directed at United States citizens or institutions abroad, where such acts are within the Federal criminal jurisdiction of the United States, as well as for related intelligence collection activities within the United States, subject to the National Security Act of 1947 and other applicable law, Executive Order 12333, and Attorney General-approved procedures pursuant to that Executive Order. Generally acting through the Federal Bureau of Investigation, the Attorney General, in cooperation with other Federal departments and agencies engaged in activities to protect our national security, shall also coordinate the activities of the other members of the law enforcement community to detect, prevent, preempt, and disrupt terrorist attacks against the United States. 
Department of Defense 

The Department of Defense (DOD) has significant resources that may be available to support the Federal response to terrorist attacks, major disasters or other emergencies. The Secretary of Defense authorizes Defense Support of Civil Authorities (DSCA) for domestic incidents as directed by the President or when consistent with military readiness operations and appropriate under the circumstances and the law. The Secretary of Defense retains command of military forces providing civil support. 
Department of State 

The Department of State has international coordination responsibilities. The Secretary of State is responsible for coordinating international prevention, preparedness, response, and recovery activities relating to domestic incidents, and for the protection of U.S. citizens and U.S. interests overseas. 
III. CONCEPT OF OPERATIONS 
Linkages to Other Interagency Incident Management Plans 
The NRP, as the core operational plan for national incident management, also establishes national-level coordinating structures, processes, and protocols that will be incorporated into certain existing Federal interagency incident- or hazard-specific plans (such as the National Oil and Hazardous Substances Pollution Contingency Plan (NCP)) that are designed to implement the specific statutory authorities and responsibilities of various departments and agencies in particular contingency scenarios. These plans, which incorporate the coordinating structures and mechanisms of the NRP, provide detailed protocols for responding to incidents of lesser severity normally managed by Federal agencies without the need for the Secretary of Homeland Security to manage the Federal response. 
Relationship to NIMS and Local Incident Management 
How does the NRP relate to the National Incident Management System? 
The NRP and National Incident Management System (NIMS) are companion documents designed to improve the Nation’s incident management capabilities and overall efficiency. The NIMS provides a template for incident management regardless of size, scope or cause. Use of this template enables Federal, State, local, and tribal governments and private-sector and nongovernmental organizations to work together effectively and efficiently to prevent, prepare for, respond to, and recover from actual or potential domestic incidents regardless of cause, size, or complexity. Together, the NRP and the NIMS integrate the capabilities and resources of various governmental jurisdictions, incident management and emergency response disciplines, non-governmental organizations, and the private sector into a cohesive, coordinated, and seamless national framework for domestic incident management. 
Will the National Response Plan reduce or diminish the role of the local incident manager? 
The NRP is built upon the premise that incidents are typically handled at the lowest jurisdictional level. Nothing in this plan alters or impedes the ability of first responders to carry out their specific authorities or perform their responsibilities. The NRP facilitates coordination among tribal, local, State, and Federal governments and the private sector without impinging on any group’s jurisdiction or restricting the ability of those entities to do their job. 
What is the concept of Unified Command and how does it apply to the NRP? 
Unified Command is an application of the NIMS/Incident Command System (ICS) used when there is more than one agency with incident jurisdiction or when incidents cross political jurisdictions. Agencies work together through the designated members of the Unified Command to establish their designated Incident Commanders at a single Incident Command Post (ICP). In the Unified Command, entities develop a common set of objectives and strategies which provides the basis for a single Incident Action Plan (IAP). The structure for NRP coordination is based on the NIMS construct: ICS/Unified Command on-scene supported by an Area Command (if needed) and multiagency coordination entities. The Joint Field Office (JFO) provides resources in support of the Unified Command and Incident Command Post(s). 
NRP Organizational Elements 
The NRP establishes multiagency coordinating structures at the field, regional, and headquarters levels. These structures integrate Federal, State, local, tribal, nongovernmental organization (NGO), and private-sector efforts and provide a national capability that addresses both site-specific incident management activities and broader regional or national issues, such as impacts to the rest of the country, immediate regional or national actions required to avert or prepare for potential subsequent events, and the management of multiple incidents. 
What are the NRP Headquarters organization elements and what are their functions? 

	Headquarters Element 
	Description 

	Domestic Readiness Group (DRG) 
	The White House will convene the Domestic Readiness Group (DRG) on a regular basis to develop and coordinate implementation of preparedness and response policy and in anticipation of or during crises such as natural disasters and domestic terrorist attacks to address issues that cannot be resolved at lower levels and provide strategic policy direction for the Federal response. The DRG can also be convened at any time at the request of one of its members.

	Incident Advisory Council (IAC) 
	The IAC is a tailored group of senior Federal interagency representatives that adjudicates matters that cannot be resolved by the NOC-NRCC and provides strategic advice to the Secretary of Homeland Security during an actual or potential incident requiring Federal coordination. Activated at the discretion of the Secretary of Homeland Security, or his representative, the core group of the IAC includes representatives from Federal departments and agencies, DHS components, and other organizations as required. Affected States may be represented on the IAC either through the DHS Office of State and Local Government Coordination (OSLGC) or, if needed, through a State liaison to the IAC. For advice concerning affected critical infrastructures, the IAC may draw upon advice from the CIPAC.

	National Operations Center (NOC) 
	Linking key headquarters components, including the former Homeland Security Operations Center (HSOC), the NOC is comprised of five sub-elements: Interagency Watch, National Response Coordination Center, Information and Analysis Component, National Infrastructure Coordination Center, and Operational Planning Element. 

The NOC – Interagency Watch (NOC-Watch): is a standing 24/7 interagency organization fusing law enforcement, national intelligence, emergency response, and private sector reporting. The NOC-Watch facilitates homeland security information-sharing and operational coordination with other Federal, State, local, tribal, and nongovernmental EOCs. 

National Response Coordination Center (NOC-NRCC): The NOC-NRCC monitors potential or developing incidents and supports the efforts of regional and field components, including coordinating the preparedness of national-level emergency response teams and resources; in coordination with Regional Response Coordination Centers (RRCCs), initiating mission assignments or reimbursable agreements to activate other Federal departments and agencies; and activating and deploying national-level specialized teams. In addition, the NOC-NRCC resolves Federal resource support conflicts and other implementation issues forwarded by the JFO. Those issues that cannot be resolved by the NOC-NRCC are referred to the IAC. During an incident, the NOC-NRCC operates on a 24/7 basis or as required in coordination with other elements of the NOC. 

Intelligence and Analysis (NOC-I&A): I&A is responsible for interagency intelligence collection requirements, analysis, production, and product dissemination for DHS. I&A coordinates or disseminates homeland security threat warnings, advisory bulletins, and other information pertinent to national incident management to Federal, State, regional, local, and nongovernmental EOCs and incident management officials and relevant elements of the private sector. 

National Infrastructure Coordination Center (NOC-NICC): The NOC-NICC monitors the Nation’s critical infrastructure and key resources (CI/KR) on an ongoing basis. During an incident, the NOC-NICC provides a coordinating forum to share information across infrastructure and key resources sectors through appropriate information-sharing entities such as the Information Sharing & Analysis Centers and the Sector Coordinating Councils. To foster information sharing and coordination, private sector representatives from the CI/KR may provide information to the NOC-NICC.

Interagency Planning Element (NOC-Planning): NOC-Planning conducts strategic level operational incident management planning and coordination. NOC-Planning is responsible for strategic level operational planning, including coordinating response, recovery, and mitigation operational planning and interagency coordination with the NOC-NRCC; coordinating and sustaining Federal preparedness, prevention, and protection activities related to an Incident of National Significance or at the Secretary’s direction; and coordinating preparedness, prevention, and protection operations and resource allocation planning with the appropriate Federal departments and agencies, the NOC-NRCC, the RRCCs, and the JFO. 

	Strategic Information Operations Center (SIOC) 
	The FBI SIOC is the focal point and operational control center for all Federal intelligence, law enforcement, and investigative law enforcement activities related to domestic terrorist incidents or credible threats, including leading attribution investigations. The SIOC serves as an information clearinghouse to help collect, process, vet, and disseminate information relevant to law enforcement and criminal investigation efforts in a timely manner. The SIOC maintains direct connectivity with the NOC and IAC. 

	Principal Federal Official (PFO) 
	The PFO is the Federal official designated by the Secretary of Homeland Security to act as his/her representative locally to oversee, coordinate, and execute the Secretary’s incident management responsibilities under HSPD-5. In certain scenarios, a PFO may be pre-designated by the Secretary of Homeland Security to facilitate Federal domestic incident planning and coordination at the local level outside the context of a specific threat or incident. A PFO also may be designated in a pre-incident mode for a specific geographic area based on threat and other considerations. PFOs typically are not “dual-hatted” with any other roles or responsibilities that could detract from their overall incident management responsibilities. The Secretary may, in other than terrorism incidents, choose to combine the roles of the PFO and Federal Coordinating Officer (FCO) in a single individual to help ensure synchronized Federal coordination. In the event of an incident with no clear geographic boundaries (e.g., a cyber incident), a national-level PFO may be designated to coordinate Federal response activities.


Field-Level or Regional Activities 
Some incidents may be managed primarily using regional resources, with headquarters-level monitoring. In large-magnitude, high-visibility, and/or sensitive situations, a multiagency coordinating facility will be established within the vicinity of the incident to manage the delivery of Federal resources to the affected State(s). 

Regional Response Coordination Center (RRCC) 

The RRCC is a standing facility operated by DHS/FEMA that coordinates regional response efforts, establishes Federal priorities, and implements local Federal program support until a JFO is established in the field and/or other key DHS incident management officials can assume their NRP coordination responsibilities. The RRCC establishes communications with the affected State Emergency Operations Center (EOC) and the NOC-NRCC, coordinates deployment of the Emergency Response Team–Advance Element (ERT-A) to field locations, assesses damage information, develops situation reports, and issues initial mission assignments. 
Joint Field Office (JFO) 

[image: image1]The JFO is a temporary Federal facility established locally to provide a central point for Federal, State, local, and tribal executives with responsibility for incident oversight, direction, and/or assistance to effectively coordinate protection, prevention, preparedness, response, and recovery actions. 
The JFO utilizes the scalable organizational structure of the NIMS in the context of both pre-incident and post-incident management activities. The JFO organization adapts to the magnitude and complexity of the situation at hand, and incorporates the NIMS principles regarding span of control and organizational structure by utilizing the Operations, Planning, Logistics, and Finance/Administration Sections. Although the JFO uses an ICS structure, the JFO does not manage on-scene operations. Instead, the JFO focuses on providing support to on-scene efforts and conducting broader support operations that may extend beyond the incident site. 
When incidents impact multiple States or localities, multiple JFOs may be established. In these situations, one of the JFOs may be identified (typically in the most heavily impacted area) to serve as the primary JFO and provide strategic leadership and coordination for the overall incident management effort, as designated by the Secretary. 

  

How is the Joint Field Office organized? 
The JFO organizational structure is built upon NIMS, but does not impede, supersede, or impact the ICP ICS command structure. 
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Figure 1. JFO Structure
JFO Coordination Group 

Utilizing the NIMS ICS principles of Unified Command, JFO activities are directed by a JFO Coordination Group, which may include the Principal Federal Official (PFO), Senior Federal Law Enforcement Official (SFLEO), FCO/Federal Resource Coordinator (FRC), or other Senior Federal Officials (SFOs) with primary jurisdictional responsibility or functional authority for the incident. It also includes a limited number of principal State, local, and tribal officials (such as the State Coordinating Officer (SCO)), as well as nongovernmental organization (NGO) and private-sector representatives. The JFO Coordination Group functions as a multiagency coordination entity and works jointly to establish priorities (single or multiple incidents) and associated resource allocation, resolve agency policy issues, and provide strategic guidance to support Federal incident management activities. Generally, the PFO, in consultation with the FCO and SFLEO, determines the composition of the JFO Coordination Group. The exact composition of the JFO depends on the nature and magnitude of the incident, and generally includes the personnel described in the following subsections. 
· Principal Federal Official (PFO) 
The PFO is personally designated by the Secretary of Homeland Security to facilitate Federal support to the established ICS Unified Command structure and to coordinate overall Federal incident management and assistance activities across the spectrum of prevention, preparedness, response, and recovery. The PFO ensures that incident management efforts are maximized through effective and efficient coordination. 

The PFO provides a primary point of contact and situational awareness locally for the Secretary of Homeland Security. The Secretary is not restricted to DHS officials when selecting a PFO. 

For a given incident, the Secretary may designate a local Federal official as an “initial PFO” until the primary PFO is in place. The initial PFO is accountable for the same responsibilities as the PFO. In certain scenarios, a PFO may be pre-designated by the Secretary of Homeland Security to facilitate Federal domestic incident planning and coordination at the local level outside the context of a specific threat or incident. A PFO also may be designated in a pre-incident mode for a specific geographic area based on threat and other considerations. In the [image: image57.png]


event of a single incident with national implications or in the case of multiple incidents, a national-level PFO may be designated to coordinate Federal response activities. The PFO may delegate duties to a Deputy PFO, the FCO, or other designated Federal official as appropriate after an event transitions to long-term recovery and/or cleanup operations. 

DHS conducts a formal training program for PFO designates. Unless extenuating circumstances dictate otherwise, all PFO designates should satisfactorily complete this training program prior to performing PFO-related responsibilities. 
· Federal Coordinating Officer (FCO) 
The FCO manages and coordinates Federal resource support activities related to Stafford Act disasters and emergencies. The FCO assists the Unified Command and/or the Area Command. The FCO works closely with the PFO, SFLEO, and other SFOs. In Stafford Act situations where a PFO has not been assigned, the FCO provides overall coordination for the Federal components of the JFO and works in partnership with the SCO to determine and satisfy State and local assistance requirements. During national or geographically widespread incidents such as a catastrophic hurricane impacting several adjacent states, the Secretary may, in other than terrorism incidents, choose to combine the roles of the PFO and FCO in a single individual to help ensure synchronized Federal coordination. In instances where the PFO has also been assigned the role of the FCO, deputy FCOs for the affected States will support the PFO/FCO. 
· Federal Resource Coordinator (FRC) 
In non-Stafford Act situations when a Federal department or agency acting under its own authority has requested the assistance of the Secretary of Homeland Security to obtain support from other Federal departments and agencies, DHS designates an FRC instead of an FCO. In these situations, the FRC coordinates support through interagency agreements and memoranda of understanding (MOUs). 

· Senior Federal Officials (SFOs) 
The JFO Coordination Group may also include officials representing other Federal departments or agencies with primary statutory responsibility for certain aspects of incident management. SFOs utilize existing authorities, expertise, and capabilities to assist in management of the incident working in coordination with the PFO, FCO, SFLEO, and other members of the JFO Coordination Group. When appropriate, the JFO Coordination Group may also include U.S. Attorneys or other senior officials or their designees to provide expert legal counsel. 
· Senior Federal Law Enforcement Official (SFLEO) 
The SFLEO is the senior law enforcement official from the agency with primary jurisdictional responsibility as directed by statute, Presidential directive, existing Federal policies, and/or the Attorney General. The SFLEO directs intelligence/investigative law enforcement operations related to the incident and supports the law enforcement component of the Unified Command on scene. In the event of a terrorist incident, this official will normally be the FBI SAC. 

· State/Local/Tribal Official(s) 
The JFO Coordination Group also includes State representatives such as the SCO, who serves as the State counterpart to the FCO and manages the State’s incident management programs and activities, and the Governor’s Authorized Representative (GAR), who represents the Governor of the impacted State. The JFO Coordination Group may also include tribal and/or local area representatives with primary statutory authority for incident management. 

JFO Coordination Staff 

In accordance with NIMS, the JFO structure normally includes a Coordination Staff. The JFO Coordination Group determines the extent of staffing based on the type and magnitude of the incident. 



 JFO Coordination Staff
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Figure 2. JFO Coordination Staff

· Safety 

· The Safety Coordinator ensures that the Chief of Staff and the PFO receive coordinated, consistent, accurate, timely safety and health information and technical assistance to ensure the safety of the personnel in the JFO. 

· The Worker Safety and Health Support Annex Coordinator ensures the Chief of Staff and the PFO have consistent, accurate, and timely worker safety and health information for theatre-wide operations, and coordinates the delivery of Federal worker safety and health technical assistance and resources to federal, state and local responders. 

· Legal Affairs 
Serves as the primary legal advisor to the JFO Coordination Group and may also work with each section chief to support programmatic, logistical, and personnel matters as required. 

· Equal Rights Officer 
Serves to promote a discrimination-free workplace and equal access to recovery programs and benefits. 

· Security Officer 
Is responsible for safeguarding JFO personnel and JFO facility security. When not assigned elsewhere, the Security Officer also is responsible for information security and operational security, ensuring that sensitive information of all types (e.g., classified information, sensitive law enforcement information, proprietary and personal information, or export-controlled information) is handled in a way that not only safeguards the information but also ensures that it gets to those who need access to it so that they can effectively and safely conduct their missions. 

· Infrastructure Liaison 
Designated by DHS/Infrastructure Protection, serves as the principal advisor to the JFO Coordination Group regarding all national- and regional-level Critical Infrastructure/Key Resources (CI/KR) incident-related issues. The Infrastructure Liaison acts as liaison between the national- and regional-level CI/KR, the private sector, and JFO activities.
 

· Defense Coordinating Officer (DCO) 
If appointed by the Department of Defense (DOD), a Defense Coordinating Officer (DCO) serves as DOD’s single point of contact at the JFO. With few exceptions, requests for Defense Support to Civil Authorities (DSCA) originating at the JFO are coordinated with and processed through the DCO. The DCO may have a Defense Coordinating Element (DCE) consisting of a staff and military liaison officers in order to facilitate coordination and support to activated Emergency Support Functions (ESFs). 

· External Affairs Officer 
The External Affairs Officer provides support to the JFO leadership in all functions involving communications with external audiences. External Affairs includes Public Affairs, Community Relations, Congressional Affairs, State and Local Coordination, Tribal Affairs, and International Affairs, when appropriate. Resources for the various External Affairs Functions are coordinated through ESF #15. (See the ESF #15 Annex for more information.) The External Affairs Officer also is responsible for overseeing operations of the Federal Joint Information Center (JIC) established to support the JFO. 

Joint Information Center (JIC) 

The JIC is a physical location where public affairs professionals from agencies and organizations involved in incident management activities work together to provide critical emergency information, crisis communications, and public affairs support. The JIC may be established at an on-scene location in coordination with State and local agencies depending on the requirements of the incident or at the national-level if the situation warrants. The JIC develops, coordinates, and disseminates unified news releases. News releases are cleared through the JFO Coordination Group to ensure consistent messages, avoid release of conflicting information, and prevent negative impact on operations. This formal approval process for news releases ensures protection of law enforcement-sensitive information or other sensitive but unclassified information. Agencies may issue their own news releases related to their policies, procedures, programs, and capabilities; however, these should be coordinated with the JIC. 

JFO Sections 

The JFO organization adapts to the magnitude and complexity of the situation, and incorporates the NIMS principles regarding span of control and organizational structure. This structure includes the following Sections: Operations, Planning, Logistics, and Finance and Administration. Although the JFO uses an ICS structure, the JFO does not manage on-scene operations. Rather, incidents are managed at the scene through the ICP. 

Operations Section 
The Operations Section coordinates operational support to on-scene incident management efforts. Branches may be added or deleted as required, depending on the nature of the incident. The Operations Section also is responsible for coordination with other Federal command posts that may be established to support incident management activities. For National Special Security Events (NSSEs), the Security Operations Branch may be added to coordinate protection and security efforts. During terrorist incidents, the FBI Joint Operations Center (JOC) is incorporated as the Law Enforcement Investigative Branch within the Operations Section. For all other events, a Law Enforcement Investigative Branch or Security Operations Branch may be established based on the specific requirements of the incident. 
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Figure 3. JFO Operations Section
Planning Section
The Planning Section provides current information to the JFO Coordination Group to ensure situational awareness, determine cascading effects, identify national implications, and determine specific areas of interest requiring long-term attention. The Planning Section also provides technical and scientific expertise. The Planning Section may also include a NOC representative who aids in the development of reports for the NOC and IAC. 
Logistics Section 
This section coordinates logistics support that includes: control and accountability for Federal supplies and equipment; resource ordering; delivery of equipment, supplies, and services to the JFO and other field locations; facility location, setup, space management, building services, and general facility operations; transportation coordination and fleet management services; and information and technology systems services, administrative services such as mail management and reproduction, and customer assistance. 
Finance and Administration Section (Comptroller) 
The Finance and Administration Section is responsible for the financial management, monitoring, and tracking of all Federal costs relating to the incident and the functioning of the JFO while adhering to all Federal laws, acts, and regulations. The position of the Finance and Administration Chief will be exclusively held by a Comptroller who serves as the Senior Financial Advisor to the team leader (e.g., FCO) and represents the coordinating agency's Chief Financial Officer (CFO) as prescribed by the CFO Act of 1990. 

What are Emergency Support Functions (ESFs)? 
ESFs are the primary means through which the Federal government provides assistance to State, local, and tribal governments or to Federal departments and agencies conducting missions of primary Federal responsibility. ESFs were established in the Federal Response Plan and carried forward to the NRP (with the addition of ESFs #13, 14, and 15) as an effective mechanism to group capabilities and resources into the functions that are most likely needed during actual or potential incidents where coordinated Federal response is required (e.g., Transportation, Firefighting, Public Health, etc.). ESFs may be selectively activated for both Stafford Act and non-Stafford Act incidents by the Secretary of Homeland Security. ESFs may also be activated by the ESF Coordinators. The ESF structure provides a modular structure to identify the precise components that can best address the requirements of the incident. For example, a large-scale natural disaster or significant terrorist incident may require the activation of all ESFs. A localized flood or tornado might only require activation of a few ESFs. 
Figure 3. Emergency Support Functions Descriptions
	ESF #1 - Transportation 

	· Federal and civil transportation support 

· Transportation safety 

· Restoration/recovery of transportation infrastructure 

· Movement restrictions 

· Damage and impact assessment
	ESF Coordinator: 

U.S. Department of Transportation

	ESF #2 - Communications 

	· Coordination with telecommunications industry 

· Restoration/repair and temporary provisioning of communications infrastructure 

· Protection, restoration, and sustainment of national cyber and information technology resources
	ESF Coordinator: 

U.S. Department of Homeland Security / National Communications System

	ESF #3 - Public Works and Engineering 

	· Infrastructure protection and emergency repair 

· Infrastructure restoration 

· Engineering services, construction management 

· Critical infrastructure liaison
	ESF Coordinator: 

U.S. Department of Defense / U.S. Army Corps of Engineers

	ESF #4 - Firefighting 

	· Firefighting activities on Federal lands 

· Resource support to rural and urban firefighting operations 
	ESF Coordinator: 

U.S. Department of Agriculture

	ESF #5 - Emergency Management 

	· Coordination of incident management efforts 

· Issuance of mission assignments 

· Resource and human capital 

· Incident action planning 

· Financial management 
	ESF Coordinator: 

U.S. Department of Homeland Security / Federal Emergency Management Agency

	ESF #6 - Mass Care, Housing, and Human Services 

	· Mass care 

· Disaster housing 

· Human services 
	ESF Coordinator: 

U.S. Department of Homeland Security / Federal Emergency Management Agency

	ESF #7 - Resource Support 

	· Resource support (facility space, office equipment & supplies, contracting services, etc.)
	ESF Coordinator: 

U.S. General Services Administration

	ESF #8 - Public Health and Medical Services 

	· Public health 

· Medical 

· Mental health services 

· Mortuary services 
	ESF Coordinator: 

U.S. Department of Health and Human Services

	ESF #9 - Urban Search and Rescue 

	· Life-saving assistance 

· Urban search and rescue 
	ESF Coordinator: 

U.S. Department of Homeland Security / Federal Emergency Management Agency 

	ESF #10 - Oil and Hazardous Materials Response 

	· Oil and hazardous materials (chemical, biological, radiological, etc.) response 

· Environmental safety and short- and long-term cleanup
	ESF Coordinator: 

U.S. Environmental Protection Agency 

	ESF #11 - Agriculture and Natural Resources 

	· Nutrition assistance 

· Animal and plant disease/pest response 

· Food safety and security 

· Natural and cultural resources and historic properties protection and restoration
	ESF Coordinator: 

U.S. Department of Agriculture 



	ESF #12 - Energy 

	· Energy infrastructure assessment, repair, and restoration 

· Energy industry utilities coordination 

· Energy forecast
	ESF Coordinator: 

U.S. Department of Energy 



	ESF #13 - Public Safety and Security 

	· Facility and resource security 

· Security planning and technical and resource assistance 

· Public safety/security support 

· Support to access, traffic, and crowd control
	ESF Coordinator: 

U.S. Department of Justice

	ESF #14 - Long-Term Community Recovery 

	· Social and economic community impact assessment 

· Long-term community recovery assistance to States, local governments, and the private sector 

· Mitigation analysis and program implementation 
	ESF Coordinator: 

U.S. Department of Homeland Security / Federal Emergency Management Agency

	ESF #15 - External Affairs 

	· Emergency public information and protective action guidance 

· Media and community relations 

· Congressional and international affairs 

· Tribal and insular affairs
	ESF Coordinator: 

U.S. Department of Homeland Security


Based on the requirements of the incident, Federal Departments and Agencies that serve as ESF Coordinators execute their roles and responsibilities defined in the ESF Annexes, including providing the interagency staff to support operations of the NOC-NRCC, the RRCC, and the JFO. Depending on the incident, deployed elements of the ESFs may also participate in the staffing of the Incident Command Post (ICP); however, they more typically organizationally fall within the Operations Section of the JFO, and other sections as required. Under the NRP, each ESF is structured to provide optimal support of evolving incident management requirements
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Figure 4. ESF Positioning in the JFO Sections
(Note: This is a sample mapping; actual ESF resources will be requested based on the specific needs of the incident.)

Emergency Response and Support Teams 

  
	Emergency Response Teams
	The RRCC initially deploys a DHS/FEMA-led Emergency Response Team – Advance Element (ERT-A), including rapid needs assessment personnel and appropriate ESF representatives, to State operating facilities and incident sites to assess the impact of the situation, collect damage information, gauge immediate Federal support requirements, and make preliminary arrangements to set up Federal field facilities. 

When regional resources are overextended, or an event poses potentially significant consequences, DHS Headquarters may deploy a National Emergency Response Team (ERT-N) to coordinate the initial response.

	DHS Situational Awareness Team (DSAT) 
	The DHS Situational Awareness Team (DSAT) provides timely and accurate information to the Secretary and Departmental Leadership when directed by the Secretary. DSAT personnel are under the tasking authority of DHS Office of Operations and administrative control of DHS/ICE. The DSAT is an early entry capability and will report simultaneously to the NOC and PFO to ensure that the Secretary and PFO have early situational awareness. 

	Federal Incident Response Support Team (FIRST) Team 
	Based upon the nature of the incident, the FIRST may deploy to the scene to support State operations. The FIRST provides technical assistance to assess the situation, identify critical and unmet needs, provide protective action recommendations, and establish incident support facilities. The FIRST coordinates with the ERT-A and integrates into the Operations Section of the JFO when established.


Other Federal Teams 
In addition, there are numerous special teams available to support incident management and Domestic Readiness and recovery operations. Examples include: 

· Damage assessment teams 

· Nuclear Incident Response Team (NIRT) 

· Disaster Medical Assistance Teams (DMATs) 

· HHS Secretary’s Emergency Response Team 

· DOL/OSHA’s Specialized Response Teams 

· Veterinarian Medical Assistance Teams (VMATs) 

· Disaster Mortuary Operational Response Teams (DMORTs) 

· National Medical Response Teams (NMRTs) 

· Scientific and Technical Advisory and Response Teams (STARTs) 

· Donations Coordination Teams 

· Urban Search and Rescue (US&R) task forces 

· US&R Incident Support Teams 

· Federal Type 1 and Type 2 Incident Management Teams (IMTs) 

· Domestic Emergency Support Team (DEST) 

· Domestic Animal and Wildlife Emergency Response Teams and mitigation assessment teams 

Other Incident Facilities
How do other incident facilities fit into the NRP structure? 
State, County, and Local Emergency Operations Centers (EOCs) 

State, county, and local EOCs are the physical location at which the coordination of information and resources to support incident management activities normally takes place. EOCs are typically organized by major functional discipline (fire, law enforcement, medical services, etc.); by jurisdiction (city, county, region, etc.); or by some combination thereof. 
State, county, and local EOCs facilitate the execution of local, State, and interstate mutual aid agreements to support on-scene operations. When activated, the JFO works in coordination with the State, county, and local EOCs to support incident management efforts. 
Incident Command Post (ICP) 

The tactical-level, on-scene incident command and management organization is located at the ICP. It is typically comprised of designated incident management officials and responders from Federal, State, local, and tribal agencies, as well as private-sector and nongovernmental organizations. When multiple command authorities are involved, the ICP may be led by a Unified Command, comprised of officials who have jurisdictional authority or functional responsibility for the incident under an appropriate law, ordinance, or agreement. The Unified Command provides direct, on-scene control of tactical operations and utilizes a NIMS, typically including Operations, Planning, Logistics, and Finance/Administration Sections. 
The ICP is usually located at or in the immediate vicinity of the incident site. The location is selected by the agency having primary jurisdictional authority for managing the incident at this level. Generally, there is one ICP established for each incident. Depending on the number and location of incidents, there may be multiple ICPs managed by an Area Command. 
Area Command/Unified Area Command 

An Area Command is established to oversee the management of multiple incidents that are each being handled by a separate ICP or to oversee the management of a very large or complex incident that has multiple incident management teams engaged. The Area Command has the responsibility to set overall strategy and priorities, allocate critical resources according to priorities, ensure that incidents are properly managed, and ensure that objectives are met and strategies followed. Area Command becomes Unified Area Command when incidents are multijurisdictional. 
Disaster Recovery Center (DRC) 

When established in coordination with State and local jurisdictions, a DRC is a satellite component of the JFO and provides a central facility where individuals affected by a disaster can obtain information on disaster recovery assistance programs from various Federal, State, local, tribal, private-sector, and voluntary organizations. 
Proactive Federal Response 
How does the NRP deal with catastrophic events? 
The NRP establishes policies, procedures, and mechanisms for a proactive Federal response to catastrophic events. A catastrophic event is any natural or manmade incident, including terrorism, that results in extraordinary levels of mass casualties, damage, or disruption severely affecting the population, infrastructure, environment, economy, national morale, and/or government functions. A catastrophic event could result in sustained national impacts over a prolonged period of time; almost immediately exceeds resources normally available to State, local, tribal, and private-sector authorities in the impacted area; and significantly interrupts governmental operations and emergency services to such an extent that national security could be threatened. The Secretary will declare all catastrophic events as Incidents of National Significance. 
How does the NRP establish policies and procedures for a proactive Federal response to catastrophic events? 
The NRP Catastrophic Incident Annex (NRP-CIA) and Catastrophic Incident Supplement (NRP-CIS) address resource and procedural implications of catastrophic events to ensure the rapid and efficient delivery of resources and assets, including special teams, equipment, and supplies that provide critical lifesaving support and incident containment capabilities. These assets may be so specialized or costly that they are either not available or are in insufficient quantities in most localities. The Secretary of Homeland Security may choose to activate and deploy assets prior to or immediately following any incident, to include those with catastrophic ramifications. For no-notice or short notice catastrophic events when there is little or no time to assess the requirements of the State and local authorities, all Federal departments and agencies and the American Red Cross initiate actions to mobilize and deploy all resources as planned for in the NRP-CIS. 
Agencies responsible for these assets will keep DHS apprised, through the NOC, of their ongoing status and location until the JFO is established. Upon arrival at the scene, Federal assets will coordinate with the Unified Command, the SFLEO, and the JFO (or its forward elements) when established. Demobilization processes, including full coordination with the JFO Coordination Group, are initiated either when the mission is completed or when it is determined the magnitude of the event does not warrant continued use of the asset. 
Defense Support of Civil Authorities 
The Department of Defense (DOD) provides Defense Support of Civil Authorities (DSCA) in response to requests for assistance during domestic incidents. DSCA refers to DOD support provided by Federal military forces, DOD civilians and contract personnel, and DOD agencies and components, in response to requests for assistance. In most instances, DOD provides DSCA in response to requests for assistance from a lead or primary agency. DSCA normally is provided when local, State, and Federal resources are overwhelmed, provided that it does not interfere with the Department's military readiness or operations. DOD typically provides DSCA on a reimbursable basis as authorized by law. Based on the magnitude, type of incident, and anticipated level of resource involvement, the supported DOD combatant commander may utilize a Joint Task Force (JTF) to command Federal (Title 10) military activities in support of the incident. If a JTF is established, consistent with operational requirements, its command and control element will be collocated with the PFO at the Joint Field Office to ensure coordination and unity of effort. The collocation of the JTF command and control element does not replace the requirement for a DCO/DCE as part of the JFO Coordination Staff and it will not coordinate requests for assistance for DOD. 
Federal Law Enforcement Assistance 
How is Federal Law Enforcement Assistance provided through the NRP? 
Each State has jurisdiction for enforcement of State law, using State and local resources, including the National Guard. 

The Federal Government has jurisdiction for enforcement of Federal law, using Federal resources. State and local law enforcement agencies may be requested to provide support to Federal law enforcement during incidents. 
Federal agencies may be requested to provide public safety and security support under the NRP. The ESF #13 Annex provides further guidance on the integration of public safety and security resources to support a Federal response. 
Federal-to-Federal Support 
Federal-to-Federal support refers to the circumstance in which a Federal department or agency requests Federal resource support under the NRP that is not addressed by the Stafford Act or other mechanisms (e.g., Executive orders, MOUs, memoranda of agreement (MOAs), etc.). This support is coordinated by DHS using the multiagency coordination structures established in the NRP and in accordance with the NIMS. Federal agencies participating in the NRP will request and provide Federal-to-Federal support by executing interagency or intra-agency reimbursable agreements (RAs), in accordance with the Economy Act (31 U.S.C. § 1535) or other applicable authorities. Federal agencies providing mutual aid support may request reimbursement from the requesting agency for eligible expenditures. (See the NRP Financial Management Support Annex Attachment 3, Memorandum of Understanding: Mutual Aid for Incidents of National Significance (Non-Stafford Act), for additional information.) DHS will use the ESFs as the mechanism for coordinating required support from other agencies. When such DHS assistance is provided, DHS coordinates Federal resources under the authority provided in HSPD-5. In these situations, DHS designates an FRC to perform the resource coordination function (rather than an FCO as occurs under a Stafford Act declaration). 

IV. PUTTING IT ALL TOGETHER 

The Incident Command Post (ICP) 
When an incident occurs, the appropriate jurisdictional authority (Federal, State, or local) designates a single Incident Commander with overall incident management responsibility. Most jurisdictions pre-designate their Incident Commanders in preparedness plans. The Incident Commander directs operations from the ICP. 
The National Incident Management System (NIMS)/Incident Command System (ICS) Unified Command 

In many incidents (for example, during the response to a bombing that may have counterterrorism nexus), more than one Federal, State, or local agency will have jurisdiction. As a team effort, the agency Incident Commanders form a Unified Command that overcomes much of the inefficiency and duplication of effort that can occur when agencies from different functional and geographic jurisdictions, or agencies at different levels of government, operate without a common system or organizational framework. 
At the ICP, the Unified Command develops the NIMS incident command organizational structure in a top-down, modular fashion based on the: 

· Size and complexity of the incident 

· Specifics of the hazard environment created by the incident 

Federal agencies will initially respond within the Unified Command using existing incident- or hazard-specific plans (such as the National Oil and Hazardous Substances Pollution Contingency Plan). These plans, which incorporate the coordinating structures and mechanisms of the NRP, provide detailed protocols for responding to incidents of lesser severity normally managed by Federal agencies without the need for the Secretary of Homeland Security to manage the Federal response. 
As Federal, State, and local responders deploy, they must, regardless of agency affiliation, report in to ICP to receive an assignment in accordance with the procedures established by the Unified Command. At this juncture, they are under the tactical control of the Unified Command. Agencies with jurisdictional responsibility join the Unified Command while agencies that lack jurisdictional responsibility, but are heavily involved in the incident: 

· Are defined as supporting agencies; 

· Are represented in the command structure; and 

· Effect coordination on behalf of their parent agency through a liaison officer attached to the Unified Command. 

Emergency Operations Center (EOC) 

Immediately upon receiving notification of a significant incident or potential incident, the Unified Command will notify appropriate Federal, State, and local EOCs. The EOCs coordinate support functions and provide resources support. Specific functions include: 

· Multiagency Coordination 

· Communications 

· Resource dispatch and tracking 

· Information collection, analysis, and dissemination 

Local EOCs notify State and tribal EOCs, which in turn notify the National Operations Center (NOC). Simultaneously, Federal EOCs notify the NOC through existing reporting mechanisms; reporting requirements are outlined in the NRP at page 46. In the example of a bombing with a terrorism nexus, the FBI Incident Commander within the Unified Command at the bombing site notifies the FBI Strategic Information and Operations Center (SIOC) regarding the terrorism nexus. The SIOC then notifies the NOC. 
National Operations Center (NOC) 

On receipt of a threat or incident notification, the NOC assesses the overall situation and makes an initial determination to initiate the coordination of Federal information-sharing and incident management activities. 
Implementation of NRP coordination mechanisms is flexible and scalable. Actions range in scope from ongoing situational reporting and analysis, through the implementation of NRP Incident Annexes and other supplemental Federal contingency plans, to full implementation of all relevant NRP coordination mechanisms outlined in the NRP Base Plan. 
During incidents or potential incidents of lesser severity than an Incident of National Significance, the Secretary may receive (through the NOC) requests for the activation of any NRP coordination mechanism. 
Secretary of Homeland Security 

Where the threat or incident is or may evolve into an Incident of National Significance, the NOC reports to the Secretary of Homeland Security and/or senior staff as delegated by the Secretary, who then determines the need to implement components of the NRP to conduct further assessment of the situation, initiate interagency coordination, share information with affected jurisdictions and the private sector, and/or initiate deployment of resources. Concurrently, the Secretary also makes a determination of whether an event should be designated as an Incident of National Significance. 
The NRP distinguishes between incidents that require the Secretary of Homeland Security to manage the Federal response, termed Incidents of National Significance, and the majority of incidents occurring each year that are handled by responsible jurisdictions or agencies through other established authorities and existing plans executed in coordination with the NRP’s comprehensive framework of Incident Annexes. When the Secretary of Homeland Security declares an Incident of National Significance, the Secretary will manage the Federal response.

Implementation of National Response Plan (NRP) Coordination Mechanisms 

The Secretary possesses the flexibility to implement any or all of the applicable broad coordinating structures and processes contained within the NRP based on the specifics and magnitude of the potential or actual incident. NRP augmenting structures which the Secretary may consider activating prior to or immediately following an Incident of National Significance include, but are not limited to: the Incident Advisory Council (described on pages 39-40 above); Emergency Support Functions (described on pages 48-50 above); Principal Federal Official (described on pages 41 and 43-44 above); Joint Field Office, led by the PFO and the Joint Field Office Coordination Group (described on pages 42-50 above); and Catastrophic Incident Annex (described on page 54 above). The NRP Base Plan describes additional elements that may be activated by the Secretary. 

How are issues resolved? 

Under the NIMS principle of resolving issues at the lowest practical level, the JFO Coordination Group provides strategic guidance and resolution of any conflicts in priorities for the allocation of critical Federal resources. If policy issue resolution cannot be achieved between JFO Coordination Group members, the PFO may raise the issue through the NOC-NRCC (described on pages 39-40 above) to the Incident Advisory Council (IAC) (described on pages 39-40 above). The NOC forwards unresolved resource issues to the NOC-NRCC (described on pages 39-40 above), then to the IAC if further deliberation is required. Either concurrent with action in the IAC, or for issues not resolved by the IAC, the Secretary of Homeland Security or any other Federal department or agency head may take an issue of concern directly to the President, the Assistant to the President for Homeland Security and Counterterrorism, the Assistant to the President for National Security Affairs, the Counterterrorism Security Group, or the Domestic Readiness Group, depending on the type of incident. 
V. GENERAL INFORMATION 

Training 

What training is available on the National Response Plan (NRP)? 
The Department of Homeland Security (DHS)/Federal Emergency Management Agency (FEMA)’s Emergency Management Institute has developed an independent study course on the NRP (The NRP: An Introduction – IS 800). In addition, it has developed other independent study courses for personnel involved in domestic incident management, to include a course on the National Incident Management System (NIMS: An Introduction – IS 700). To access any of these courses, visit the NRP web site at www.dhs.gov/nationalresponseplan and click on the training link. 
Copies of the Plan 
Where can I get copies or find more information about the NRP? 
For information on the NRP go to www.dhs.gov/nationalresponseplan or call (800) 368-6498. An electronic version of the Plan is available on the NRP website. To obtain hard copies or CDs, call the DHS/FEMA Warehouse at (800) 480-2520. 
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The Governor’s Office of Emergency Services (OES) Training Branch, in conjunction with the SEMS Training & Exercise Specialist Committee made up of State and Local government subject matter experts, are continuously working to provide the resources necessary to meet both the requirements of the National Incident Management System (NIMS) and the California Standardized Emergency Management System (SEMS). As you are aware, SEMS and NIMS require that certain courses be completed by all who may be tasked during an emergency; response through recovery. Please review the training matrix on the following page for State and Federal guidance on who should take which course. This matrix is also on the OES website (www.oes.ca.gov) and includes links to training materials or resources.
	Standardized Emergency Management System
National Incident Management System 
Training Guidance Matrix

Website Matrix includes: 

Click on the “X’s” to link to training materials or resources.
	SEMS Introduction
	SEMS EOC
	SEMS Executive
	ICS 100 (IS 100)
	ICS 200 (IS 200)
	ICS 402
	NIMS (IS 700)
	NRP (IS 800)
	SEMS – ICS – NIMS

The Combined Course *Equivalent to taking SEMS, Intro.,, ICS 100 & IS700
	ICS 300*
	ICS 400*

	Required: All public employees who may be tasked, directed or called upon for an emergency. At all levels of government and all phases of emergency management.

Recommended: CBOs, NGOs, Private Sector, Volunteer Orgs., etc.
	

	
	
	

	
	
	

	
	

	
	

	Personnel who assist or support the incident organization but do not normally supervise others.
Recommended: CBOs, NGOs, Private Sector, Volunteer Orgs., etc.
	

	
	
	

	

	
	

	
	

	
	

	Personnel who supervise a branch, division, group or unit in the field or Emergency Operations Center
Recommended: CBOs, NGOs, Private Sector, Volunteer Orgs., etc.
	

	

	
	

	

	
	

	

	

	

	

	Personnel in the Command/Management or General Staff at an Incident or Area Command or in a Emergency Operations Center.
Recommended: CBOs, NGOs, Private Sector, Volunteer Orgs., etc.
	

	

	
	

	

	
	

	

	

	

	


	Executives, administrators and policy makers within agencies that are required to support a SEMS emergency response or recovery organization.
Recommended: CBOs, NGOs, Private Sector, Volunteer Orgs., etc.
	
	
	

	
	
	

	

	

	
	
	


*ICS 300 & 400 are FY07 Requirements






April 2006
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Chapter Seven:

Standardized Emergency Management System (SEMS)
Approved Course of Instruction (ACI) Syllabus
Note: Check the OES website for new SEMS ACI course material. (www.oes.ca.gov; then click on CSTI, then click on SEMS ACI)
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	California Standardized Emergency Management System (SEMS)
Summary of the Approved Course of Instruction

	COURSE NAME 
	TARGET AUDIENCE 
	INSTRUCTIONAL GOAL 
	NO. MODULES 
DURATION 
	TYPE COURSE 

	Introductory Course 
	For all personnel that may become involved in multi-agency or multi-jurisdictional response at any level. 
	Provide basic understanding of SEMS, common terms, and information required to work within and support a SEMS response. 
	One to two hours 
	Self-study with instructor option. Optional test. 

	Field ICS Course: Designed as a career progressive course

	ICS Orientation 

I-100 
	A general orientation to ICS for personnel working in support roles, and for off incident personnel who require a minimum of ICS orientation. 
	Reviews ICS organization, basic terminology for resources and facilities, and responsibilities related to an incident. 
	Module #1 

One hour 
	Self-study with instructor option. Optional test. 

	ICS Basic 

I-200 
	Personnel who respond to an incident to assist or support the organization but do not normally supervise others. 
	Covers features and principles of ICS, organization, incident resources and facilities, and common responsibilities. 
	Modules # 2-6 

Seven hours 
	Instructor based with exercises and tests. 

	ICS Intermediate 

I-300 
	Personnel who supervise an ICS branch, division, group or unit, or are members of the Command Staff. 
	Covers incident organization, resource management, air operations, incident and event planning. 
	Modules # 7-11 

Sixteen hours 
	Instructor based with exercises and tests. 

	ICS Advanced 

I-400 
	Personnel who will supervise sections; Command Staff; Incident or Area Commanders, also those who may assume key agency management roles over incidents. 
	Covers General and Command Staff roles, major incident management, Unified and Area Command. Also addresses CA Mutual Aid and coordination between the field, local government and Op. Area EOCs. 
	Modules #12-17 

Fourteen hours 
	Instructor based with exercises and tests. 

	

	Emergency Operations Center Course 
	Support, supervisory, management and executive personnel in department level or agency EOCs or DOCs who would perform an EOC function at any SEMS level. 
	Covers principles of disaster and EOC management EOC operating requirements, characteristics of EOCs at each SEMS level, and functional handbooks covering job descriptions, responsibilities and checklists for all EOC positions at the Local Government and Operational Areas. 
	Eight hours if Introductory Course was previously taken. 
	Instructor based – Participant Reference Manual, functional handbooks, PowerPoint visuals, exercise and test. 

	

	Executive Course 
	Executives, administrators and policy makers within agencies that are required to support a SEMS emergency response. 
	Provides background of the law, common terms, basic elements of SEMS, organizational roles and titles, and the need for executive support. 
	One to two hours 
	Self-study or instructor based. 


NOTE: Course delivery times will vary depending on the experience level of the audience and organization applications. SEMS User Organizations must assess internal training needs and make curriculum delivery adjustments as necessary. Course hours include time for instruction, exercises and tests. 
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ICS Orientation 

I.   Introduction 

The Incident Command System is used to manage an emergency incident or a non-emergency event. It can be used for both small and large situations. 

The system has considerable internal flexibility. It can grow or shrink to meet differing needs. This makes it a very cost-effective and efficient management system. The system can be applied to a wide variety of emergency and non-emergency situations. Listed below are some examples of the kinds of incidents and events that can use the ICS: 


APPLICATIONS FOR THE USE OF THE INCIDENT COMMAND SYSTEM

· Fires, HAZMAT, and multi-casualty incidents

· Multi-jurisdiction and multi-agency disasters

· Wide-area search and rescue missions

· Pest eradication programs

· Oil spill response and recovery incidents

· Single and multi-agency law enforcement incidents

· Air, rail, water, or ground transportation accidents

· Planned events; e.g., celebrations, parades, concerts

· Private sector emergency management programs

· State or local major natural hazards management.

Application for the Use of the Incident Command System (Figure 1-2)


ICS has a number of features that will be covered in this module. Major areas to be covered include: 

· ICS Organization 

· Incident Facilities 

· The Incident Action Plan 

· Span of Control 

· Common Responsibilities 

· Applications 

II.   ICS Organization 

Every incident or event has certain major management activities or actions that must be performed. Even if the event is very small, and only one or two people are involved, these activities will still always apply to some degree. 


The organization of the Incident Command System is built around five major management activities. These are depicted in Figure 1-3. 

[image: image24.emf]
These five major management activities are the foundation upon which the ICS organization develops. They apply whether you are handling a routine emergency, organizing for a major event, or managing a major response to a disaster. 
On small incidents, one person, the Incident Commander (IC), may manage all these major activities. Large incidents usually require that these activities be set up as separate Sections within the organization as shown in Figure 1-4. 
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Each of the primary ICS Sections may be sub-divided as needed. The ICS organization has the capability to expand or contract to meet the needs of the incident. 
A basic guideline of ICS is, that the person in charge of the organization is responsible until the authority is delegated to another person. Thus, on smaller situations where additional persons are not required, the Incident Commander will directly manage all aspects of the incident organization. 
Now we will look at each of the major functional entities of the ICS organization starting with the Incident Commander and the Command Staff. 
The basic design of ICS incorporates an interagency approach to incident management. This occurs throughout the system at command, section or branch levels and in interagency resource applications. 
A.   Incident Commander and the Command Staff 
Incident Commander 
The Incident Commander is the person in charge at the incident, and must be fully qualified to manage the incident. As incidents grow in size or become more complex, a more highly qualified Incident Commander may be assigned by the responsible jurisdiction or agency. The Incident Commander may have one or more deputies from the same agency or from other agencies or jurisdictions. Deputies must always be as qualified as the person for whom they work. 
The Incident Commander may assign personnel for both a Command Staff and a General Staff. The Command Staff provides Information, Safety, and Liaison services for the entire organization. The General Staff are assigned major functional authority for Operations, Planning/Intelligence, Logistics, and Finance/Administration. 
Initially, assigning tactical resources and overseeing operations will be under the direct supervision of the Incident Commander. As incidents grow, the Incident Commander may delegate authority for performance of certain activities to others as required. 
Taking over command at an incident always requires that there be a full briefing for the incoming Incident Commander, and notification that a change in command is taking place.
Command Staff
In addition to the primary incident response activities of Operations, Planning/Intelligence, Logistics, and Finance/Administration, the Incident Commander has responsibility for several other important services. Depending on the size and type of an incident or event, it may be necessary to designate personnel to handle these additional activities. 
Persons filling these positions are designated as the Command Staff and are called Officers, and should not be assigned to other positions within the ICS structure. The Command Staff is shown in Figure 1-5. There is only one Command Staff position for each of these functions. The Command Staff does not have deputies. However, each of these positions may have one or more assistants if necessary. On large incidents or events, it is not uncommon to see several assistants working for Command Staff Officers. Additional Command Staff may be added based on incident needs, e.g., Legal Officer, Executive Officer, etc. 
[image: image26.emf]
· Information Officer - The Information Officer will be the point of contact for the media, or other organizations seeking information directly from the incident or event. Although several agencies may assign personnel to an incident or event as Information Officers, there will only be one Incident Information Officer. Others will serve as assistants. 

· Safety Officer - This individual monitors safety conditions and develops measures for assuring the safety of all assigned personnel. 

· Liaison Officer - On larger incidents or events, representatives from other agencies (usually called Agency Representatives) may be assigned to the incident to coordinate their agency's involvement. The Liaison Officer will be their primary contact. 

B. The General Staff
The people who perform the four major activities of Operations, Planning/Intelligence, Logistics, and Finance/Administration are designated as the General Staff. 
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Each of the General Staff positions may have one or more Deputy positions if necessary. The role of the deputy position is flexible. The deputy can work with the primary position, work in a relief capacity, or be assigned specific tasks. Deputies should always be as qualified as the person for whom they work. 
In large events, especially where multiple agencies or jurisdictions are involved, assigning Deputies from other agencies can greatly increase interagency coordination. 
At the Section level, the person in charge will be designated as a Chief. For example, in the Logistics Section, the person in charge will always be called the Logistics Section Chief. 
Within the ICS organization, there are a number of organizational elements that can be activated as necessary. Each of the major Sections has the ability to expand internally to meet the needs of the situation. 
Note however that it is not necessary to activate a section if only a single unit of that section is required. For example, the Incident Commander can establish two geographic divisions for purposes of better defining the incident without first establishing an Operations Section. If the IC does not designate Division Supervisors, he/she will direct all resources assigned to the division. 
Similarly, if the IC requires only a Communications Unit there is no need to first establish a Logistics Section. The Communications Unit Leader will report to the IC until a Logistics Section Chief is designated. 
Let's start with the Operations Section of the ICS organization. 
1.   Operations Section
 

The Incident Commander will determine the need for a separate Operations Section at an incident or event. Until Operations is established as a separate Section, the IC will have direct control of tactical resources. 
When activating an Operations Section, the IC will assign an individual as the Operations Section Chief. The Operations Section Chief will develop and manage the Operations Section to accomplish the incident objectives. 
There is only one Operations Section Chief for each operational period. That person is normally (but not always) from the jurisdiction or agency that has the greatest involvement either in terms of resources assigned or area of concern. The Operations Section Chief may assign a Deputy from the same agency, or from other agencies or jurisdictions. Using Deputies from other agencies often helps in the coordination of actions. 
Within the Operations Section, two additional levels of organization can be used as necessary. These are Divisions and/or Groups, and Branches. 
Divisions 
The Operations organization usually develops from the bottom up. This is due to the need to expand supervision as more and more resources are applied. For example, the Incident Commander or the Operations Section Chief on an incident may initially work with only a few single resources. This is shown in Figure 1-7. 
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As more resources are added to the incident, another layer of organization may be needed within the Operations Section to maintain proper span of control. Normally, this will be done at the Division or Group level as shown in Figure 1-8. 
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The goal is to keep the organization as simple and as streamlined as possible, and not to overextend the span of control. 
A Division is established to divide an incident geographically. How that will be done will be determined by the needs of the incident. Divisions covering an area on the ground are usually labeled clockwise by letters of the alphabet. Within a building, divisions are often designated by floor numbers, i.e., the seventh floor would be Division 7, Figure 1-9. The important thing to remember about ICS divisions is that they describe some geographical area related to incident operations. 
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Groups 
Groups are established to describe functional areas of operation. The kind of group to be established will be determined by the needs of an incident. For example, in an earthquake incident with widespread structural damage, search and rescue activity would be organized geographically, using divisions. 
A specialized resource team, using dogs or electronic equipment in an earthquake, or a salvage group in a maritime incident may be designated as functional groups. Groups will work wherever they are needed, and will not be assigned to any single division. 
Divisions and Groups can be used together on an incident. Divisions and Groups are at an equal level in the organization. One does not supervise the other. However, when a functional group is working within a division on a special assignment, division and group supervisors must closely coordinate their activities. Division and Group Supervisors always report to the Incident Commander unless the Operations Section Chief and/or Branch Director positions have been established. Deputies are not used at the Division and Group level. 
Branches 
On some incidents, it may be necessary to establish a level of organization within the Operations Section called Branches. Branches are between the Operations Section Chief and the Division/Group. 
Reasons to use Branches on an incident or an event. 
· Geographic Branches - If the number of Divisions and Groups exceeds the recommended Span of Control, another level of management based on Geographic factors is necessary. Geographic Branches are often established around natural terrain features, e.g. rivers, roads, etc. 
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· Functional Branches - Some kinds of incidents have multiple disciplines involved, e.g., police, fire, search and rescue, and medical, that may create the need to set up incident operations around a functional branch structure. 
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· Jurisdictional Branches - In some incidents it may be better to organize the incident around jurisdictional lines. In these situations, Branches may be set up to reflect differences in the agencies involved. For example, in flooding, earthquake, or wildfire incidents, federal, county, and city property all could be simultaneously affected. One way of organizing operations in these kinds of incidents is to designate a separate Branch for each of the agencies involved. 
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Each branch that is activated will have a Branch Director. 
Deputies may be used at the Branch level. 
There are two other parts of the Operations Section that you may need to understand. 
Air Operations: 
If established separately at an incident, Air Operations will be activated at the Branch level within the Operations Section. Usually this is done on incidents that may have complex needs for the use of aircraft in both tactical and logistical operations. 
Staging Areas: 
Staging Areas may be established wherever necessary to temporarily locate resources awaiting assignment. Staging Areas and the resources within them will always be under the control of the Operations Section Chief. Staging Areas will be discussed later under incident facilities. 
Summary: 
There is no one “best” way to organize an incident. The organization should develop to meet the functions required. The characteristics of the incident and the management needs of the Incident Commander will determine what organization elements should be established. The incident organization may change over time to reflect the various phases of the incident. 
2. Planning/Intelligence Section 


                        [image: image35.emf]
Briefly stated, the major activities of the Planning/Intelligence Section are to: 
· Collect, evaluate, and display information about the incident. 

· Develop Incident Action Plans for each operational period, conduct long-range planning, and develop plans for demobilization at the end of the incident. 

· Maintain resource status information on all equipment and personnel assigned to the incident. 

· Maintain incident documentation. 

Technical Specialists assigned to the incident should report to the Planning/Intelligence Section if established. Depending on their assignment, Technical Specialists may work within the Planning/Intelligence Section, or be reassigned to other incident areas. 
Several Planning/Intelligence Section Units may be established. Duties of each Unit are covered in other modules. Not all of the Units may be required, and they will be activated based upon need. Additional Planning Units may be added within span of control limitation. For example, some long-term incidents may want to establish an Advance Planning Unit to address longer range needs. Planning/Intelligence Section Units are shown in Figure 1-11. 
3. Logistics Section 
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The Logistics Section is responsible for all of the services and support needs of an incident, including obtaining and maintaining essential personnel, facilities, equipment, and supplies. 
The Incident Commander will determine the need to establish a Logistics Section on the incident. This is usually determined by the size of the incident, complexity of support, and how long the incident may last. Once the IC determines that there is a need to establish a separate logistics function, an individual will be assigned as the Logistics Section Chief. 
Six functional units can be established. Depending upon the incident, and the discipline involved, additional units may be necessary, for example, a personnel unit, or volunteer coordination unit. If necessary, a two-branch structure can be used to facilitate span of control. The titles of the units are self-descriptive. Detailed duties of each unit are covered in other modules. Not all of the units may be required, and they will be established based upon need. Branches and Units in the Logistics Section are shown in Figure 1-12. 
4.   Finance/Administration Section 

        [image: image37.emf]
The IC will determine if there is a need for a Finance/Administration Section, and designate an individual to perform that role. If the Finance/Administration Section is not established, the IC will perform all finance functions. 
The Finance/Administration Section is set up for any incident that may require on-site financial management. Larger incidents are using a Finance/Administration Section to monitor costs. 
Smaller incidents may also require certain Finance/Administration functions. For example, the Incident Commander may establish one or more units of the Finance/ Administration Section for such things as procuring special equipment, contracting with a vendor, or for making cost estimates of alternative strategies. The IC may for example, establish a Cost Analyst as a Technical Specialist, or may only establish a Cost Unit without necessity to activate a Finance/Administration Section. 
The Finance/Administration Section may establish four units as necessary. Duties of each unit are covered in other modules. Not all of the units may be required, and they will be established based upon need. 
Finance/Administration Section Units are shown in Figure 1-13. 
C.   Organization Terminology 
At each level in the ICS organization, individuals with primary responsibility positions have distinctive titles, as shown in Figure 1-14. 
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D. Incident Facilities 
Facilities will be established depending on the kind and complexity of the incident or event. It is important to know and understand the names and functions of the principal ICS facilities. Not all of those listed below will necessarily be used. 
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Each of the facilities is briefly described below: 
· Incident Command Post (ICP) - The location from which the Incident Commander oversees all incident operations. There is only one ICP for each incident or event. Every incident or event must have some form of an Incident Command Post. 

· Staging Areas - Locations at which resources are kept while awaiting incident assignment. Most large incidents will have a Staging Area, and some incidents may have several. Staging Areas will be managed by a Staging Area Manager who reports to the Operations Section Chief or to the Incident Commander if an Operations Section has not been established. 

· Base - The location at the incident at which primary service and support activities are performed. Not all incidents will have a Base. There will only be one Base for each incident. 

· Camps - Incident locations where resources may be kept to support incident operations. Camps differ from Staging Areas in that essential support operations are done at Camps, and resources at Camps are not always immediately available for use. Not all incidents will have camps. 

· Helibase - A location in and around an incident area at which helicopters may be parked, maintained, fueled, and equipped for incident operations. Very large incidents may require more than one Helibase. 

· Helispots - Helispots are temporary locations where helicopters can land and load and off-load personnel, equipment, and supplies. Large incidents may have several Helispots. 
Some incidents may require the designation of other special purpose facilities than those stated above. For example, a morgue facility might be required for a temporary period.
E.   Incident Action Plan
Every incident must have an oral or written incident action plan. The purpose of the plan is to provide all incident supervisory personnel with direction for future actions. Incident Action Plans that include the measurable tactical operations to be achieved are always prepared around a time frame called an Operational Period. 
Operational Periods can be of various lengths, but should be no longer than twenty-four hours. Twelve-hour Operational Periods are common on many large incidents. It is not unusual, however, to have much shorter Operational Periods covering, for example, two- or four-hour time periods. The length of an Operational Period will be based on the needs of the incident, and these can change over the course of the incident. 
The planning for an Operational Period must be done far enough in advance to ensure that requested resources are available when the Operational Period begins. 
Large incidents, which involve a partial or full activation of the ICS organization, should have a written Incident Action Plan. Incidents extending through an Operational Period should also have a written Incident Action Plan to ensure continuity due to personnel changes. The decision to have a written incident action plan will be made by the Incident Commander. 
Small multi-jurisdictional incidents may use the Incident Briefing Form (ICS 201) for the initial written Incident Action Plan. The Incident Briefing Form (ICS 201) provides for the documentation of current objectives, actions, organization and shows status of resources on-scene and ordered. 
Several forms have been developed to help in preparing the Incident Action Plan. These are shown in Figure 1-16. They will be discussed in other modules. 
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Essential elements in any written or oral Incident Action Plan are: 
· Statement of Objectives - Appropriate to the overall incident. 

· Organization - Describes what parts of the ICS organization will be in place for each Operational Period. 

· Assignments to Accomplish the Objectives - These are normally prepared for each Division or Group and include the strategy, tactics, and resources to be used. 

· Supporting Material - Examples can include a map of the incident, communications plan, medical plan, traffic plan, etc. 

The Incident Action Plan must be made known to all incident supervisory personnel. This can be done through briefings, by distributing a written plan prior to the start of the Operational Period, or by both methods.

F.   Span of Control 
Span of Control is a critical management concept in ICS. It refers to the maximum number of resources a person can effectively manage. Effective supervision can be provided in a ratio of one supervisor to 3 to 7 reporting units. However a ratio of 1 to 5 is recommended. If the number of reporting elements falls outside of those ranges, expansion or consolidation of the organization may be necessary. There will be exceptions, for example in some applications specially trained resources, (i.e.; hand crews, squads or teams) may utilize a larger Span of Control. 
[image: image41.emf]
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G.   Common Responsibilities 
There are certain common responsibilities or instructions associated with an incident assignment that everyone assigned to an incident should follow. Following these simple guidelines will make your job easier and result in a more effective operation. 
1. Receive your incident assignment from your organization. This should include, at a minimum, a reporting location and time, likely length of assignment, brief description of assignment, travel information, and communication methods. Each responding agency may have additional requirements. 
2. Bring any specialized supplies or equipment required for your job. Be sure you have adequate personal supplies to last you for the expected stay. 
3. Upon arrival, follow the Check-in procedure for the incident. Check-in locations may be found at: 
· Incident Command Post (at the Resources Unit) 

· Staging Areas 

· Base or Camps 

· Helibases 

· Division or Group Supervisors (for direct assignments). 

4. Radio communications on an incident should use clear text, that is, no radio codes. Refer to incident facilities by the incident name, for example, Rossmoor Incident Command Post, or 42nd Street Staging Area. Refer to personnel by ICS title not numeric code or name. 

5. Obtain a briefing from your immediate supervisor. Be sure you understand your assignment. 

6. Acquire necessary work materials, locate, and set up your workstation.
7. Organize and brief any subordinates assigned to you. 
8. Brief your relief at the end of each Operational Period and, as necessary, at the time you are demobilized from the incident. 
9. Complete required forms and reports and give them to your supervisor or to the Documentation Unit before you leave. 
10. Demobilize according to plan. 
III.   Conclusion 
The information you have learned through this short self-study module will provide you with sufficient general background to understand the principles and primary organizational elements of the ICS. 
You are encouraged to expand your understanding of ICS by taking other modules or courses. 
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I.   The Features of ICS 
The Incident Command System was developed by an inter-agency Task Force made up of local, state, and federal personnel directly involved in day-to-day incident management. Their design intent was to develop a system that could be used in a multi-agency, multi-jurisdictional environment, and importantly, could also serve as the basic incident management system for all responses. 
The design and configuration of ICS allows for and encourages the use of interagency; personnel, resources and coordination at all system levels. 
There are a number of features associated with ICS that make it an effective management system. ICS has the organizational flexibility to be used for managing small and large incidents and events. On smaller incidents, not all of the features may be necessary or applied. 
Twelve of the principal features of ICS are briefly described in this module. All of these will be covered in more detail in other modules. 
II.   Primary ICS Management Functions 
· Command 

· Operations 

· Planning/Intelligence 

· Logistics 

· Finance/Administration 

The individual designated as the Incident Commander (IC) has responsibility for all functions. That person may elect to perform all functions, or delegate authority to perform functions to other people in the organization. Delegation does not, however, relieve the Incident Commander from overall responsibility. 
The principal ICS management functions are: 
Command - The Incident Commander is responsible for all incident or event activity. Although other functions may be left unfilled, there will always be an Incident Commander. 
Operations - The Operations Section is responsible for directing the tactical actions to meet incident objectives. 
Planning/Intelligence - The Planning/Intelligence Section is responsible for the collection, evaluation, and display of incident information, maintaining status of resources, and preparing the Incident Action Plan and incident-related documentation. 
Logistics - The Logistics Section is responsible for providing adequate services and support to meet all incident or event needs. 
Finance/Administration - The Finance/Administration Section is responsible for keeping track of incident-related costs, personnel and equipment records, and administering procurement contracts associated with the incident or event. 
Each of these functional areas can be expanded as needed into additional organizational units with further delegation of authority. 
III.   Management by Objectives 
Management by Objectives covers four essential steps. These steps take place on every incident regardless of size or complexity. 
1. Know agency policy and direction. 

2. Establish Incident objectives. 

3. Select appropriate strategy(ies) to accomplish objectives. 

4. Perform tactical direction (applying tactics appropriate to the strategy, assigning the right resources, and monitoring performance). 

A detailed discussion of these steps is included in Module 7. 
IV.   Unity and Chain of Command 
In ICS, Unity of Command means that every individual has a designated supervisor. 
Chain of Command means that there is an orderly line of authority within the ranks of the organization with lower levels subordinate to, and connected to, higher levels. 
In the majority of incidents, the organizational structure for operations will consist of: 
· Command 

· Single Resources 

However, as incidents expand the Chain of Command is established through an organizational structure which can consist of several levels. 
· Command 

· Sections 

· Branches 

· Divisions/Groups 

· Units 

· Resources 

V.   Establishment and Transfer of Command 
Command at an incident is initially established by the highest ranking or senior authority at the scene that has jurisdiction for the incident. 
Transfer of Command at an incident may take place for the following reasons: 
1. A more qualified person assumes command. 

2. The incident situation changes over time to where a jurisdictional or agency change in command is legally required, or it makes good management sense to make a transfer of command. 

3. Normal turnover of personnel on long or extended incidents. 

VI.   Organizational Flexibility 
The ICS organization adheres to a "form follows function" philosophy. In other words, the organization at any given time should reflect only what is required to meet planned tactical objectives. 
The size of the current organization and the organization needed for the next operational period is determined through the incident action planning process. 
A number of organizational elements may be activated in the various sections without activating sectional chiefs. 
Each activated element must have a person in charge of it. In some cases a single supervisor may initially be in charge of more than one unit. 
Elements which have been activated and are clearly no longer needed should be deactivated to decrease organizational size. 
VII.   Unified Command 
Unified Command is an ICS management process that allows all agencies who have jurisdictional or functional responsibility for the incident to jointly develop a common set of incident objectives and strategies. This is accomplished without losing or giving up agency authority, responsibility, or accountability. 
Unified Command is an important feature of ICS. It allows agencies having a legitimate responsibility at an incident to be part of the Incident Command function. 
During Unified Command, the following applies: 
· The incident will function under a single, coordinated Incident Action Plan. 
· One Operations Section Chief will have responsibility for implementing the Incident Action Plan. 

· One Incident Command Post will be established. 

There are a number of other considerations involved in Unified Command, and these are covered in Module 13. 
IX.   Common Terminology 
In the ICS, common terminology is applied to: 
· Organizational elements 

· Position titles 

· Resources 

· Facilities 

Organizational Elements - There is a consistent pattern for designating each level of the organization (e.g., sections, branches, etc.). 
Position Titles - Those charged with management or leadership responsibility in ICS are referred to by position title such as Liaison Officer, Operations Section Chief, Service Branch Director, Group Supervisor, etc. This is done to provide a way to place the most qualified personnel in organizational positions on multi-agency incidents without confusion caused by various multi-agency rank designations. It also provides a standardized method for ordering personnel to fill positions. 
Resources - Common designations are assigned to various kinds of resources. 
Many kinds of resources may also be classified by type, which will indicate their capabilities (e.g., types of helicopters, patrol units, engines, etc.). 
For example, in ICS a vehicle that is used in fire suppression is called an engine. Recognizing that there is a variety of engines, a type classification is given based on tank capacity, pumping capability, staffing, and other factors. 
Facilities - Several primary facilities have been designated and described for widespread use in the ICS. The facilities that are discussed in the Field Response level of instruction are: 
· Incident Command Post (ICP) - Location where the primary command activities are conducted. 

· Staging Area - Locations attached to the incident where resources may be temporarily located while awaiting assignments. 

· Base - The location where primary logistics functions for an incident are coordinated and administered. 

· Camp - A location within the general incident area which is equipped and staffed to provide sleeping, food, water and sanitary services to incident personnel. 

· Helibase - The main location for parking, fueling, maintenance and loading of helicopters operating in support of an incident. 

· Helispot - Any designated location at an incident where a helicopter can safely land and take off. 

While these facilities will meet the requirements of most incidents, discipline specific applications may require the use of additional facility locations. For example, a temporary morgue facility may be set up for certain incidents. 
X.   Personnel Accountability 
Several procedures within ICS ensure personnel accountability. 
· Check-In - Mandatory for all personnel upon arrival at an incident. 

· Unity of Command - Ensures everybody has only one supervisor. 

· Resource Status Unit - Maintains status of all assigned resources. 

· Division/Group Assignment Lists - Identifies resources with active assignments in the Operations Section. 

· Unit Logs - A record of personnel assigned and major events in all ICS organizational elements. 

XI.   Integrated Communications 
The ability to communicate within ICS is absolutely essential. 
Communications can be looked at in at least three different ways. 
1. The "hardware" systems that transfer information. 

2. Planning for the use of all available communications frequencies and resources. 

3. The procedures and processes for transferring information. 

Just as every incident requires an Incident Action Plan, every incident also needs a Communications Plan. Like the Incident Action Plan, it can be very simple and stated orally, or it can be quite complex, and form a part of a written Incident Action Plan. 
Several communication networks may be established depending upon the size and complexity of the incident. These may include: 
· Command Net - Established to link supervisory personnel from Incident Commander down to and including division and group supervisors. 

· Tactical Nets - Established in a variety of ways, e.g., by agency, department, geographical area, or function. Tactical nets may be established for each branch, or for divisions and groups, depending upon hardware and frequency availability, and specific incident needs. 

· Support Nets - Established on larger incidents to handle logistics traffic and resource status changes. 

· Ground-to-Air - Established to coordinate ground-to-air traffic. 

· Air-to-Air - Assigned for coordination between aircraft assigned to an incident. 

An awareness of available communications systems and frequencies, combined with an understanding of incident requirements, will enable the Communications Unit Leader to develop an effective Communications Plan for each operational period. 
An essential part of an effective multi-agency incident management system is for all communications to be in clear text. That is, do not use radio codes. 
XII.   Resources Management 
Resources assigned to an incident are managed in one of the following ways: 
· Single Resources - Single Resources include both personnel and their required equipment.
· Task Forces - A Task Force is any combination of single resources within span of control guidelines. They are assembled for a particular tactical need, with common communications and a leader. Task Forces can be pre-determined or assembled at an incident from available single resources. 

Task Forces are defined according to the operational need. For example, a task force used by a jurisdiction in an urban civil disorder might include: 
One police patrol unit, three fire engines, and one basic life support unit. 
Another example of a Task Force might be: 
One bulldozer, and three dump trucks. 
· Strike Teams, Squads, Mobile Field Forces - These resources are a combination of a designated number of the same kind and type of resources with common communications and a leader. The number of resources to be used will be based on what is needed to perform the function. Span of control guidelines should apply. These resources can be pre-determined or assembled at an incident from available single resources. 

The use of Task Forces and other resources: 
· Maximizes effective use of resources 

· Reduces span of control 

· Reduces communications traffic. 

Tactical resources assigned to an incident will always be in one of three status conditions. 
Assigned - Resources performing an active assignment 
Available - Resources ready for deployment 
Out of Service - Resources not assigned or not available. 
XIII.   The Incident Action Plan 
Every incident needs an Incident Action Plan. 
· The purpose of the plan is to provide all incident supervisory personnel with appropriate direction for future actions. 

· The plan may be oral or written. 

Written plans should be used when it is essential that all levels of a growing organization have a clear understanding of the tactical actions associated with the next operational period. It is important to use written incident action plans whenever: 
· Two or more jurisdictions are involved 

· The incident will overlap a new operational period 
· Personnel changes (shift changes) 

· There is a partial or full activation of the ICS organization. 

In ICS, an Incident Briefing Form (ICS 201) is used on incidents to record initial actions and list assigned and available resources. As incidents grow in complexity and/or size ICS provides a format for a written incident action plan. 
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I.   Developing the Organization
 

ICS is based on a requirement that the system must be capable of handling both small and large incidents. 
In other words, ICS must be able to easily expand from very small, routine operations into a larger organization capable of handling a maximum size event. It must also be capable of selective and total demobilizing or downsizing in an efficient manner. 
There are no hard and fast rules for when or how to expand the ICS organization. Many incidents will never require the activation of Planning/Intelligence, Logistics, or Finance/Administration Sections, while others will require some or all of them to be established. 
The following are general guidelines that will be useful in developing the ICS organization: 
A.   Establishing an Incident Command Post 

Designate an Incident Command Post and make its location known to all incident resources. 
As an incident grows, the Incident Command Post may also expand in size. Therefore, the location selected should be capable of accommodating additional personnel. 
The Incident Command Post may be a vehicle, trailer, fixed facility or any location suitable to accommodate the function. Normally, the Incident Command Post will not be moved once established. 
B.   Developing the Initial Organization 

If the incident is growing in size or complexity, and/or reaching or exceeding span of control limits, it is important to rapidly establish the organizational framework necessary to manage it. This usually means filling essential General and Command staff positions first, although unit level positions may be filled whenever required. 
It is better to overestimate the need for a larger organization than to underestimate it, as it is always possible to downsize the organization. Initial organization development on an expanding incident should provide positions to cover at least the following activities: 

· Check-in 

· Resource tracking 

· Logistical support 

The experience of the Incident Commander is a key factor in successful incident management. The Incident Commander should be aware when a situation is growing or becoming more complex, and may require more resources. Arrival of the media and Agency Representatives is always a good indication of increasing complexity. 

C.   Considering Specialized Needs 
Dealing directly with the media or support agency representatives can seriously disrupt the Incident Commander's attention to other matters. Assigning a person or persons to fill the Command Staff positions can save the Incident Commander a tremendous amount of time and trouble. 
D.   Monitoring and Maintaining Good Span of Control 

Keep all elements of the organization within the span of control guidelines of between three and seven persons or elements reporting to a supervisor. A ratio of one to five is the model to follow whenever possible. Anticipate a growing incident and, as necessary, plan for span of control for a larger incident. 
E.   Demobilizing Organizational Elements When No Longer Necessary 

Avoid over-organization. If it is clear that a particular function is no longer required it is perfectly appropriate to demobilize the unit, and to reassign or release the personnel. 
This is one of the features of ICS that keeps the organization size proportionate to the need and also reduces cost. 
Anytime an ICS position is demobilized, the function it was performing goes to the next higher level in the chain of command. 
F.   Avoiding Combining ICS Organizational Positions 

One person may be assigned more than one function on the incident organization chart. 
However, functional positions should not be combined within the organization. This could create personnel reassignment problems and confusion later if units that were merged need to be separated. 
For example, do not combine Logistics and Planning/Intelligence activities in one box on the organizational chart. This can be confusing to both on- and off-incident personnel. Also, as the incident grows, it will be more difficult later to split the positions than it will be to assign a second person to manage one of the functions. 
II.   Transfer of Incident Command 

One of the main features of ICS is the ability to transfer command with minimum disruption. 
Transfer of incident command may take place when a senior person arrives at the scene and elects or has been designated by higher authority to assume the position of Incident Commander. This is often associated with a growing incident. 
Transfer of incident command can also take place in reverse, i.e., transferring command to a less senior or less qualified person in an incident which is under control or moving toward demobilization. 
Transfers may also be needed for personnel assigned to assume command for new operational periods. 
Transfer of incident command could also take place in certain situations when a lower ranking, but more qualified person, would be the best selection because of the unique circumstances associated with the incident. 
The decision to transfer command is based on complexity of the incident and qualifications, and experience of available personnel. 
Every agency should have a checklist to follow for transfer of command. All checklists should include at least the following: 
· Appropriate ICS terminology is being used at the incident. 

· An Incident Command Post has been established. 

· Transfer of command will take place face-to-face if possible. 

· Outgoing Incident Commander to prepare and give a briefing. 

· The new Incident Commander formally accepts command. 

· Appropriate notifications are made to incident personnel and appropriate non-incident locations. 

The transfer of incident command should include the following:
· Situation status 

· Objectives and priorities 

· Current organization 

· Resource assignments 

· Resources enroute and/or ordered 

· Facilities established 

· Communications Plan 

· Prognosis, concerns, related issues. 
III.   Incident Briefing Form (ICS 201) 

A good tool for collecting incident related information is the Incident Briefing Form (ICS 201). The Incident Briefing Form (ICS 201) is a four page form used by the initial Incident Commander. The form is divided into several sections: 
· Map (as needed) 

· Current objectives 

· Current actions 

· Current organization 

· Resources summary 

This form can capture basic information about the incident. It can be used as the initial incident action plan, and for transfer of command briefings. 

IV.   Operational Periods
The Operational Period is the length of time it should take to accomplish the tactical objectives. Incident action planning is based around the use of operational periods. 
When ICS was originally developed, the Operational Period was developed to get away from the use of day/night, or shift changes for defining when work should be accomplished on multi-agency incidents. Often agencies changed shifts at different times, so the use of the Operational Period as the time frame of reference keeps the focus on the incident. 
The Operational Period should not be confused with shift change or 12 hour increments. At the beginning of an incident the Operational Period may be only a few hours. As the incident expands and extends into days, the Operational Period may be 12 hours or more. Operational Periods should not be more than 24 hours. 
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I.  Introduction
This module will describe different kinds of facilities that can be established at an incident: 
· Incident Command Post 

· Staging Areas 

· Base 

· Camps 

· Helibase 

· Helispots 

Each facility has a unique purpose on an incident. These six facilities should be able to fulfill almost all incident facility requirements. Not all incidents, however, will use all facilities. Base, Camps, Helibase, and Helispots are primarily used on larger incidents. Moreover, specific applications may make use of other facilities, e.g., triage center, temporary morgue, etc. 
II.   Incident Command System Facilities 
What are some of the factors to take into consideration when establishing incident facilities? 
· First priority is the needs of the incident 

· Length of time the facility will be used 

· Cost to establish it 

· Environmental considerations. 

A.   Incident Command Post 
1.   Background 
The Incident Command Post (ICP) is the location at which the primary command functions are performed. The Incident Commander will be located at the ICP. 
All incidents must have a designated location for the Incident Command Post (ICP). There will only be one ICP for each incident. 
This also applies on multi-agency or multi-jurisdictional incidents operating under a single or a unified command. 
The ICP can be located with other incident facilities. 
Initial location for the ICP should consider the nature of the incident, whether it is growing or moving, and whether the ICP location will be suitable in size and safe for the expected duration of the incident. 
The ICP may be located in a vehicle, trailer, tent, or within a building, to name just a few examples. On long-term incidents, it is desirable to provide an ICP facility which will provide adequate lighting and/or protection from the weather. 
Larger and more complex incidents will often require larger ICP facilities. Examples of incidents that usually require an expanded ICP facility include: 
· Multi-agency incidents run under a Unified Command. 

· Long-term incidents. 

· Incidents requiring an on-scene communications center. 

· Incidents requiring a separate planning function. 

· Incidents requiring the use of Command Staff and Agency Representative positions. 

ICPs will be designated by the name of the incident, e.g., Woodstock ICP. 
Some incidents may be large enough to have an on-site communications center to dispatch assigned resources and communicate with other off incident sites, such as Department Operations Centers (DOCs) and Emergency Operations Centers (EOCs). The communications center is often associated with or adjacent to the ICP. Also, some incidents will require space at the ICP to allow for various Command Staff and Planning/Intelligence Section functions. 
2.   Characteristics of the ICP 
The following are some general characteristics of the ICP that should be known and understood: 
· There is only one ICP per incident, even if the incident is multi-jurisdictional. 

· The incident communications center, if established at an incident, is often located with or adjacent to the ICP. 

· The Incident Command function is carried out at the ICP. 

· The ICP may be located with other incident facilities such as the Incident Base. 

· The planning function is normally done at the ICP. 

· The ICP should be large enough to provide adequate working room for assigned personnel. 

· The ICP should contain situation and resource status displays necessary for the incident, and other information necessary for planning purposes. 

· Agency Representatives are normally located at the ICP. 

· Once established, the ICP will normally not be relocated. 

NOTE: On expanding incidents it may be appropriate to move the ICP if an improved location is required or would facilitate command operations. 
3.   Establishing the ICP 
The following are general guidelines to be used in establishing the ICP: 
· Position away from the general noise and confusion associated with the incident. 

· Position outside of the present and potential hazard zone. 

· Position within view of the incident (when appropriate). 

· Have the ability to expand as the incident grows. 

· Have the ability to provide security, and to control access to the ICP as necessary. 

· Identify location with distinctive banner or sign. 

· Announce ICP activation and location via radio or other communication so all appropriate personnel are notified. 

       B.   Staging Areas 
1.   Background 
A Staging Area is a temporary location at an incident where personnel and equipment are kept while awaiting tactical assignments. 
Whenever possible Staging Areas should be located within five minutes travel time to the area of expected need. 
An incident may have more than one Staging Area. 
Staging Areas can be set up to meet specific functional needs. For example: for ambulances, fire equipment, police cars, public works equipment, etc. 
In locations where major incidents are known to occur frequently, it is advisable to designate possible Staging Area locations, and to plan their layouts in advance. 
Resources in a Staging Area are always in or on an available status, which means they are ready for assignment within three minutes. 
This is an important consideration for resource use planning and should be closely adhered to. 
Staging Areas may include temporary fueling and sanitation facilities. 
All Staging Areas will have a Staging Area Manager. 
Staging Areas will be given a name which describes their general location, e.g., Webster Park Staging Area. 
The Staging Area Manager reports to the Operations Section Chief, or to the Incident Commander if an Operations Section has not been established. 
A Functional or Geographic Branch may have its own staging area, for example; Utility Branch. The Branch Director would have control of utility resources in the staging area. Establishment and use of staging areas at the Branch level must be coordinated with the Operations Section Chief or Incident Commander. 
In some disciplines the staging function is located in the Logistics Section, resulting in the Staging Area Manager reporting to the Logistics Section Chief. 
A Staging Area may be in the same general area or adjacent to other incident facilities; however, it should have its own separate location and name. 
Some incidents may use the Staging Area(s) for only certain kinds of resources. For example, all police vehicles or all ambulances may be located in one Staging Area. A Staging Area could be established in a harbor location for boats used in water incidents such as oil spills and vessel salvage operations. 
2.   General Characteristics of Staging Areas 
Staging Areas should: 
· Be close to the location of tactical assignments (within five minutes). 

· Be located out of any possible line of direct hazard effects to minimize risk. 

· Be relocated if necessary. 

· Have different access routes for incoming and outgoing resources. 

· Be large enough to accommodate available resources and have room for growth. 

· Be clearly marked. 

· Be located to minimize environmental damage. 

· Have necessary security controls. 

3.   Benefits of Using Staging Areas
Listed below are several benefits from the use of Staging Areas at an incident. Participants may be able to add additional benefits. 
Staging Areas: 
· Provide locations for immediately available resources to await active assignments. 

· Provide locations to allow resources to be formed into operational units such as task forces and strike teams. 

· Provide for greater accountability by having available personnel and resources together in one location. 

· Provide safe locations for personnel and equipment to await assignments. 

· Prevent resources from freelancing or "doing their own thing." 

· Minimize excessive communications of resources calling for assignments. 

· Control and assist the check-in of personnel who arrive at the incident via privately owned vehicles or other private means. 

· Allow the Operations Section Chief or Incident Commander to properly plan for resource use, and to provide for contingencies. 

C.   Incident Base 
An Incident Base will be established on some incidents. 
All primary services and support activity for the incident are usually located and performed at the Base. 
The Logistics Section will be located at the Base. 
Normally, the Incident Base is the location where all uncommitted (out-of-service) equipment and personnel support operations are located. Tactical resources assigned to the Incident Base will normally be out-of-service. 
There should be only one Base established for each incident, and normally the Base will not be relocated. 
The Base will be designated by incident name, e.g., Midway Base. 
In locations where major incidents are known to occur frequently, it is advisable to pre-designate possible Base locations, and to plan their layouts in advance. 
The management of the Base comes under the Logistics Section. If an Incident Base is established, a Base Manager will be designated. The Base Manager in a fully activated ICS organization will be in the Facilities Unit of the Logistics Section. 
D.   Camps 
Camps are temporary locations within the general incident area which are equipped and staffed to provide sleeping, food, water, and sanitary services to incident personnel. 
Camps are separate facilities, and are not located at the Incident Base. 
Camps may be in place for several days, and they may be moved depending upon incident needs. 
Very large incidents may have one or more Camps located in strategic areas. For example, in a major oil spill incident along the coastline or water way there may be several camps designated where crews and equipment are temporarily located. 
All ICS functional unit activities performed at the Base may also be performed at Camps. 
Each Camp will have a Camp Manager assigned. 
Camp Managers are responsible for managing the camp, and for providing non-technical coordination of all organizational units operating within the Camp. 
Camp Managers will report to the Facilities Unit Leader in the Logistics Section. If that position has not been activated, the Camp Manager would report to the Logistics Section Chief. 
Initially, personnel requirements for Logistics Section units located at Camps will be determined by the Incident General Staff, based on the kind and size of the incident and expected duration of Camp operations. 
After a camp is established, additional personnel and support needs would normally be determined and ordered by the Camp Manager. 
If logistics units are established at Camps, they would be managed by assistants. 
Camps are designated by a geographic name or by a number. For example, the 44th St. Camp, Presidio Camp, or Camp #3. 
E.   Helibase 
Helibases and Helispots serve somewhat different purposes at an incident. 
A Helibase is the main location within the general incident area for parking, fueling, maintenance, and loading of helicopters. 
The Helibase is often located at or near the incident base. However, an incident Helibase can also be located at a nearby airport, or at another off-incident location. 
A Helibase will be used to load helicopters with personnel, equipment, and supplies necessary for incident operations. 
The incident Helibase will be designated by the name of the incident, e.g., Presidio Helibase. 
Large incidents could have more than one Helibase. For example, a second Helibase would be called Presidio Helibase #2. Helibases will normally not be moved. 
The Helibase will be managed by a Helibase Manager. The Helibase Manager will report to the Air Support Group Supervisor in the Air Operations organization if that position has been activated. 
If not, the Helibase Manager reports to either the Air Operations Branch Director (if activated) or to the Operations Section Chief. 
F.   Helispots 
Helispots are temporary locations in the incident area where helicopters can safely land and take off. 
Helispots can be used to load or off-load personnel, equipment, supplies, water, etc. 
Helispots will be managed by Helispot Managers who will function on the ground at the Helispot. The Helispot Manager will report to the Helibase Manager. 
If an incident has no established air operations organization but does have one or more Helispots designated, the Helispot Managers will report to the Operations Section Chief or Incident Commander. 
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I.   Importance of Resource Status Keeping
On any incident, the effective management of tactical resources is a vital consideration. The ability to select the right resource for the task to be done is essential to properly accomplish the job, ensure resource safety, and be cost effective. 
Maintaining status of all resources assigned to the incident is an important aspect of resource management. A tactical resource, e.g., a helicopter, will have a wide variety of capabilities and uses. It is obviously not enough to just order a helicopter. For this reason, it is strongly recommended that the various kinds of resources used within ICS be typed whenever possible. 
In addition, not all tactical resources at an incident may be usable at any given time. For a variety of reasons, some resources may be temporarily out-of-service or placed into an available (ready) but not assigned status. This module will describe tactical resource use on an incident. Later, in Module 9, resource management will be covered in more detail. 
II.   Definition of Resources 
In ICS applications, tactical resources consist of all personnel and major items of equipment available or potentially available for assignment to incidents. Equipment resources will include the personnel required to operate/staff them. 
Resources can be described both by kind and by type. 
A.   Resource Kinds 
The kind of resource describes what the resource is, e.g., patrol vehicle, helicopter, fire engine, oil skimmer vessel, bulldozer, plow, etc. The kinds of resources can be as broad as necessary to suit the incident application. 
Some of the same kind of tactical resources may be used by different agencies on a variety of incidents. For example, both police and fire departments will often use helicopters, fuel tenders, and crew transports. 
Other kinds of resources, e.g., patrol cars, search dogs, or fire engines, are specific to the user agency and to the application area. 
B.    Resource Types 
The type of resource describes a performance capability for that kind of resource. For example, in the California Fire Service Field Operations Guide, a Type 1 helicopter will carry up to 16 persons. A Type 3 helicopter will carry up to five persons. 
Resources are usually typed by a number, with 1 being the highest capability or capacity; 2, the next highest, etc. However, a higher capacity does not necessarily mean that it is the right resource for the job to be done. 
For example, a Type 1 fire engine which has the greatest pumping capacity may not, because of terrain considerations, be able to access the area where the resource is needed. 
The specific capability of the resource must always be clearly spelled out in the type descriptions. 
There are three distinct advantages to typing resources: 
1.   In Planning
Knowing the specific capabilities of the various kinds of resources helps planners decide the type and quantity of resource best suited to perform activities required by the Incident Action Plan. 
2.   In Ordering 
Ordering resources by type saves time, minimizes error, gives a clear indication of exactly what is needed, and reduces nonessential communications between the incident and the off-site order point. 
3.   In Monitoring Resource Use 
An awareness of the type of tactical resource assigned enables the manager to monitor for under-or-over-capability, and make changes accordingly. Careful monitoring of resource performance can lead to the use of smaller or less costly resources, which can result in increased work performance and reduced cost. 
While resource typing is a good idea, there are only a few typing standards currently available nationally, and these are primarily in the wildland fire services. 
C.   Typing For Other Disciplines 
Typing is recommended as a goal for the future for Law Enforcement, Public Works, Water Utilities and other agencies who consistently deploy specific kinds of resources, e.g., patrol vehicles, earth moving equipment, waterlines, pipelines, etc. At a minimum there should be a standard typing system on a statewide basis, to facilitate ordering of mutual aid resources. 
III.   Options for Using Resources on an Incident 
There are three ways of using resources at an incident: 
· As Single Resources 

· As Task Forces 

· As Strike Teams, Squads, Mobile Field Forces. 

Each of these has certain features: 
A.   Single Resources 
Single Resources are individual pieces of equipment, or a crew of individuals, with an identified work supervisor that can be used in a tactical application on an incident. 
A Single Resource is often the most common way of initially using resources on an incident. 
Single Resources can be typed to reflect capability. Unless a Single Resource is typed, its specific resource capabilities may not be clear to everyone. 
Examples of Single Resources: 
KIND 



TYPE 
Police Motorcycle Unit 

* 

Fire Engine Company 

1 

Medical team 


* 

Helicopter 



2 

Search Dogs 


2 

* Typing of resources other than fire has not been done on a broad scale. 

B.   Task Forces 
Task Forces are any combination and number of single resources (within span of control limits) assembled for a particular tactical need. Task forces may be a mix of all different kinds of resources, be of the same kind but different types, or be several resources of one kind mixed with other resources. We will look at some examples in a moment. 
Requirements of a Task Force: 
· Must have a leader. 

· Must have communication between resources and the leader, and from the leader to the next level supervisor. 

· Must have transportation as required. 

· Must be within span of control limits. 

Task Forces are very flexible in their makeup with no limitations other than span of control. 
Listed are some examples of how agencies may use Task Forces. 
Examples of Task Forces: 
· Public Works Task Force: 
Two Bulldozers 

Two Dump Trucks 
· Fire Task Force: 

Two Engines 

One Bulldozer 

Two Hand Crews 

· Search and Rescue Task Force: 

One Helicopter 

One Alpine Search and Rescue Team 

One Medical Technician 

· Oil Spill Task Force: 

Five Berthing/food ships 

Ten Work Boats 

One Tank Barge 

Four Skimmer Vessels 

· Law Enforcement Task Force: 

One Swat Team 

One K-9 Team 

One Fire Engine 

One Ambulance 

· Multi-agency Task Force: 

Two Patrol Vehicles 

Five Engines 

Three Medical Units 

C.   Strike Teams, Squads, Mobile Field Forces 
Requirements of Strike Teams, Squads, Mobile Field Forces: 
· All resources must be of the same kind and type. 

· Must have a leader. 

· Must have communications between resources and the leader. 

· Must have transportation (as required). 

· Must operate within span of control limits. 

Example of a nationally recognized Strike Team: 
· Fire: 
Five Type 1 Engines or 

Three Type 2 Bulldozers 

Strike Teams have proven to be very valuable for use in large wildland fire incidents. In those kinds of incidents Strike Teams are regularly used for managing engines, hand crews, and bulldozers. The use of Strike Teams in other application areas is more limited. 
D.   Management of Task Forces and Strike Teams 
A requirement for all Task Forces and Strike Teams is that they must have a leader and common communications. 
Depending upon the level of organization established for the incident, Task Force and Strike Team Leaders will report to the Incident Commander, the Operations Section Chief, or to a Division or Group Supervisor. 
E.   Advantages of Task Forces and Strike Teams 
There are at least five advantages of using Task Forces and Strike Teams: 
1. Enables more effective resource use planning. 

2. Provides an effective way of quickly ordering just what is necessary. 

3. Reduces radio traffic by communications going to a task force or strike team leader, rather than to each single resource. 

4. Increases the ability to expand the organization for large incident operations while maintaining good span of control. 

5. Provides close resource control and accountability. 

IV.   Resource Status 
All tactical resources at an incident will be in one of three status conditions. 
A.   Assigned 
Resources working on a tactical assignment under the direction of a supervisor. 
B.   Available 
Resources ready for deployment. 
C.   Out-of-Service 
Resources that are not ready for available or assigned status. Reasons for resources being out-of-service can include: 
· Mechanical (vehicle or equipment services required) 

· Rest (personnel) 

· Staffing (insufficient personnel to operate the equipment) 

In addition, in some situations resources could also be out-of-service for: 
· Environmental reasons (darkness or weather) 
· Financial (exceeded allowed overtime costs). 

Resources can go out-of-service during an active assignment for mechanical or staffing reasons. Usually resources out-of-service for other reasons will be located at the incident base or at camps if these facilities have been established. 
V.   Changing Resource Status 
Resource status on an incident is maintained and changed by the supervisor who has the resources under assignment. On larger incidents a Resources Unit, if established, will also maintain status on all resources assigned to the incident. The Resources Unit will not on its own authority change the status of resources. 
All changes in status that last for more than a few minutes must be communicated to the appropriate organizational element. 
The individual who makes the status change is responsible for making sure the change is communicated to the person or unit responsible for maintaining overall resource status at the incident. 
Depending on the levels of activation within the incident organization, changes in resource status may be made by the Incident Commander, Operations Section Chief, Division or Group Supervisor. 
Information about the status change will be passed to the Resources Unit of the Planning/ Intelligence Section. 
Normally, the persons who can change status of resources on an incident could include: 
· The person in charge of the single resource. 

· A Task Force or Strike Team Leader. 
· A Division or Group Supervisor. 

· The Operations Section Chief or Incident Commander. 

VI.   Resource Status Keeping Systems 
There are several status keeping methods or systems which can be used to keep track of resources at incidents. Several of them will be briefly mentioned, however no single system is recommended. 
A.   Manual Record Keeping on Forms 
The resources summary of the Incident Briefing Form (ICS 201), the Check-In List (ICS 211), and the Division Assignment List (ICS 204) provide formats for recording information about resources and their assignments. 
B.   Card Systems 
Several versions are available which allow for maintaining status of resources on cards. One of these systems has different colored T-shaped cards for each kind of resource. The cards are formatted to record various kinds of information about the resource. The cards are filed in racks by current location. 
C.   Magnetic Symbols on Maps or Status Boards 
Magnetic symbols or icons are sometimes used. These can be prepared in different shapes, sizes, and colors with space to pencil in the resource designator. The symbols are placed on maps or on boards which have locations designated to match the incident. 
D.   Computer Systems 
A laptop computer can be used with a simple file management or spreadsheet program to maintain information on resources. These systems can be used to compile check-in information and then be maintained to reflect current resource status. 
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I.   General Guidelines 
Most incidents will be of short duration, and will not require traveling out of jurisdiction. 

The following are general guidelines covering your actions for those situations which will require an extended stay or out-of-jurisdiction travel: 
· Assemble or update a travel kit containing any special technical information, e.g., maps, manuals, contact lists, and other reference materials. 

· Prepare personal items that you will need for your estimated length of stay. 

· Review your emergency assignment. Know to whom you will report and what your responsibility will be. 

· Have a clear understanding of the decision-making authority you hold for your agency while at the incident. Determine this as soon as you realize you may be assigned to an incident. 

· Determine what communications procedures should be followed so you can contact your headquarters or home office if necessary. 

· Ensure that family members know your destination and how to contact you in the event of a family emergency. 

· Familiarize yourself with travel and pick-up arrangements that have been established for you. 

· Determine what your return mode of transportation will be if possible. 

II.   Actions Prior to Departure 
Personnel will be notified of an incident assignment by established agency procedures. Information that should be known includes, but is not limited to the following: 
· Incident type and name or designation 

· Incident check-in location 

· Reporting time 

· Travel instructions 

· Communication instructions 

· Resource order number or request number (if applicable) 

· Your unit's radio designation. 

III.   Check-in at the Incident 
Check-in officially logs you in at the incident and provides important basic information which will be used for status keeping and for release and demobilization. 
Check-in information is used in several ways at the incident. The check-in process and information supports the following activities: 
· Personnel accountability 
· Resources Unit status keeping 
· Preparation of assignments and reassignments 
· Locating personnel for emergency notifications 
· Establishing personnel time records 
· Release planning 
· Demobilization. 

Check-in only once. In ICS, check-in information is usually recorded on the Check-In Form (ICS 211). 
Check-in Recorders may be found at several incident locations. (These locations may not all be activated at every incident.) 
· Incident Command Post (Resources Unit) 
· Base or Camp(s) 
· Staging Areas 
· Helibase 

In addition you may report directly to Division/Group Supervisors. 
If instructed to report directly to a tactical assignment, you should report in to the designated Division or Group Supervisor or to the Operations Section Chief or Incident Commander depending upon the level of ICS activation. 
After release from tactical assignment you will formally check-in at one of the above locations. 
Agencies will often have different procedures associated with incident responsibilities. The checklists provided in this module will cover most of the major requirements. However, some agencies may need to augment the checklists. 
IV.  Common Responsibilities at the Incident 
After check-in, locate your incident point of contact, and obtain your initial briefing. The information you receive in your briefing will be important for your own planning and for passing on accurate and up-to-date information to your subordinates. 
Briefings received and given should include: 
· Current situation assessment. 

· Identification of specific job responsibilities expected of you. 

· Identification of coworkers within your job function and/or geographical assignment. 

· Location of work area. 

· Identification of eating and sleeping arrangements as appropriate. 

· Procedural instructions for obtaining additional supplies, services, and personnel. 

· Identification of operational period work shifts. 

After receiving your briefing and activating your assignment, give a similar briefing to any personnel assigned to you. 
Supervisors must maintain a Unit Log (ICS 214) indicating names of personnel assigned and a listing of major activities during an Operational Period. 
V.   Incident Records Keeping 
All incidents require some form of records keeping. Requirements will vary depending upon the agencies involved, and the kind and size of incident. 
Detailed information on how to use several of the ICS forms will be covered in other modules, or may be found in the Forms Manual. 
Five general considerations relative to incident records keeping are as follows: 
· Print or type all entries. 

· Enter dates by month/day/year format. 

· Enter date and time on all forms and records. 

· Fill in all blanks, use N/A as appropriate. 

· Use military 24-hour clock time. 

Fill in all blanks on forms. If information is not available or not applicable enter N/A to let the recipient know that the information was not overlooked. 
VI.   Communications Discipline 
Important considerations related to communications include the following: 
· All incident personnel must observe strict radio/telephone procedures. 

· Use clear text or plain English. Codes should not be used in radio transmissions. 

· Limit radio and telephone traffic to essential information only. Plan what you are going to say. 

VII.   Incident Demobilization 
Agency requirements for demobilization at an incident will vary considerably. 
Large incidents may require the establishment of a Demobilization Unit within the Planning/ Intelligence Section. 
General demobilization considerations for all personnel are to: 
· Complete all work assignments. 
· Brief subordinates regarding demobilization. 
· Complete and file required forms and reports. 
· Follow incident and agency check-out procedures. 
· Evaluate performance of subordinates prior to release from the incident. 
· Return any incident-issued communications equipment or other non-expendable supplies. 
· Report to assigned departure points on time or slightly ahead of schedule. 
· As appropriate, stay with your group until you arrive at your final destination. 

VIII.   Other Considerations Related to Incident Operations 
Sexual harassment, discrimination (age, racial, sexual, etc.), the use of illegal drugs or alcohol are all prohibited and illegal activities. Correct and/or report all such activities to your supervisor. 
Represent your agency in a professional and friendly manner at all times. 
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Standardized Emergency Management System (SEMS)
Action Plan: The plan prepared in the EOC containing the emergency response objectives of that SEMS level reflecting overall priorities and supporting activities for a designated period. The plan is shared with supporting agencies. See also Incident Action Plan.

Activate: At a minimum, a designated official of the emergency response agency that implements SEMS as appropriate to the scope of the emergency and the agency's role in response to the emergency.

After action report: A report covering response actions, application of SEMS, modifications to plans and procedures, training needs, and recovery activities. After action reports are required under SEMS after any emergency which requires a declaration of an emergency. Reports are required within 90 days.

Agency: An agency is a division of government with a specific function, or a non-governmental organization (e.g., private contractor, business, etc.) that offers a particular kind of assistance. In ICS, agencies are defined as jurisdictional (having statutory responsibility for incident mitigation), or assisting and/or cooperating (providing resources and/or assistance). (See Assisting Agency, Cooperating Agency and Multi-agency.)

Agency Dispatch: The agency or jurisdictional facility from which resources are allocated to incidents.

Agency Executive or Administrator: Chief executive officer (or designee) of the agency or jurisdiction that has responsibility for the incident.

Agency Representative: An individual assigned to an incident or to an EOC from an assisting or cooperating agency who has been delegated authority to make decisions on matters affecting that agency's participation at the incident or at the EOC. Agency Representatives report to the Liaison Officer at the incident, or to the Liaison Coordinator at SEMS EOC levels.

Air Operations Branch Director: The person primarily responsible for preparing and implementing the air operations portion of the Incident Action Plan. Also responsible for providing logistical support to helicopters operating on the incident.

Allocated Resources: Resources dispatched to an incident.

Area Command: An organization established to: 1) oversee the management of multiple incidents that are each being handled by an Incident Command System organization; or 2) to oversee the management of a very large incident that has multiple Incident Management Teams assigned to it. Area Command has the responsibility to set overall strategy and priorities, allocate critical resources based on priorities, ensure that incidents are properly managed, and ensure that objectives are met and strategies followed.

Assigned Resources: Resources checked in and assigned work tasks on an incident.

Assignments: Tasks given to resources to perform within a given operational period, based upon tactical objectives in the Incident or EOC Action Plan.

Assistant: Title for subordinates of the Command Staff positions at the Field SEMS level. The title indicates a level of technical capability, qualifications, and responsibility subordinate to the primary positions. Assistants may also be used to supervise unit activities at camps.

Assisting Agency: An agency directly contributing tactical or service resources to another agency.

Available Resources: Incident-based resources which are available for immediate assignment.

Base: The location at an incident at which primary logistics functions for an incident are coordinated and administered. There is only one Base per incident. (Incident name or other designator will be added to the term "Base.") The Incident Command Post may be collocated with the Base.

Branch: The organizational level at the SEMS Field Level having functional or geographic responsibility for major parts of incident operations. The Branch level is organizationally between Section and Division/Group in the Operations Section, and between Section and Units in the Logistics Section. Branches are identified by the use of Roman Numerals or by functional name (e.g., medical, security, etc.). Branches are also used in the same sequence at the SEMS EOC Levels.

Branch Director: The ICS title for individuals responsible for supervision of a Branch at the Field Level. At SEMS EOC levels, the title Branch Coordinator is preferred.

Cache: A pre-determined complement of tools, equipment and/or supplies stored in a designated location, available for incident use.

Camp: A geographical site, within the general incident area, separate from the Incident Base, equipped and staffed to provide sleeping, food, water, and sanitary services to incident personnel.

Chain of Command: A series of management positions in order of authority.

Check-in: The process whereby resources first report to an incident or into an EOC.  Check-in locations at the SEMS Field level include: Incident Command Post (Resources Unit), Incident Base, Camps, Staging Areas, Helibases, Helispots, and Division Supervisors (for direct line assignments).

Clear Text: The use of plain English in radio communications transmissions. No Ten Codes or agency specific codes are used when utilizing Clear Text.

Command: The act of directing, and/or controlling resources at an incident by virtue of explicit legal, agency, or delegated authority. May also refer to the Incident Commander.

Command Post: (See Incident Command Post)

Command Staff: The Command Staff at the SEMS Field level consists of the Information Officer, Safety Officer, and Liaison Officer. They report directly to the Incident Commander. They may have an assistant or assistants, as needed. These functions may also be found at the EOC levels in SEMS. At the EOC, they would report to the EOC Director but may be designated as Coordinators. At EOCs, the functions may also be established as Sections, or Branches to accommodate subsequent expansion.

Communications Unit: An organizational unit in the Logistics Section responsible for providing communication services at an incident or an EOC. A Communications Unit may also be a facility (e.g., a trailer or mobile van) used to provide the major part of an Incident Communications Center.

Compacts: Formal working agreements among agencies to obtain mutual aid.

Compensation Unit/Claims Unit: Functional unit within the Finance/Administration Section responsible for financial concerns resulting from property damage, injuries or fatalities at the incident or within an EOC.

Complex: Two or more individual incidents located in the same general area which are assigned to a single Incident Commander or to a Unified Command. Cooperating Agency: An agency supplying assistance other than direct tactical or support functions or resources to the incident control effort (e.g., American Red Cross, telephone company, etc.).

Coordination: The process of systematically analyzing a situation, developing relevant information, and informing appropriate command authority of viable alternatives for selection of the most effective combination of available resources to meet specific objectives. The coordination process (which can be either intra- or inter-agency) does not involve dispatch actions. However, personnel responsible for coordination may perform command or dispatch functions within the limits established by specific agency delegations, procedures, legal authority, etc. Multi-agency or Inter-agency coordination is found at all SEMS levels.

Coordination Center: Term used to describe any facility that is used for the coordination of agency or jurisdictional resources in support of one or more incidents.

Cost Sharing Agreements: Agreements between agencies or jurisdictions to share designated costs related to incidents. Cost sharing agreements are normally written but may also be verbal between an authorized agency and jurisdictional representatives at the incident.

Cost Unit: Functional unit within the Finance/Administration Section responsible for tracking costs, analyzing cost data, making cost estimates, and recommending cost-saving measures.

Delegation of Authority: A statement provided to the Incident Commander by the Agency Executive delegating authority and assigning responsibility. The Delegation of Authority can include objectives, priorities, expectations, constraints and other considerations or guidelines as needed. Many agencies require written Delegation of Authority to be given to Incident Commanders prior to their assuming command on larger incidents.

Demobilization Unit: Functional unit within the Planning Section responsible for assuring orderly, safe and efficient demobilization of incident or EOC assigned resources.

Department Operations Center: A facility used by a distinct discipline, such as flood operations, fire, medical, hazardous material, or a unit, such as Department of Public Works, or Department of Health. Department Operations enters may be used at all SEMS levels above the field response level depending upon the needs of the emergency.

Deputy Incident Commander (Section Chief or Branch Director): A fully qualified individual who, in the absence of a superior, could be delegated the authority to manage a functional operation or perform a specific task. In some cases, a Deputy could act as relief for a superior and therefore must be fully qualified in the position.  Deputies may also be found as necessary at all SEMS EOC levels.

Disaster: A sudden calamitous emergency event bringing great damage loss or destruction.

Dispatch: The implementation of a command decision to move a resource or resources from one place to another.

Dispatch Center: A facility from which resources are assigned to an incident.

Division: Divisions are used to divide an incident into geographical areas of operation. Divisions are identified by alphabetic characters for horizontal applications and, often, by numbers when used in buildings. Divisions are also used at SEMS EOC levels and are found organizationally between Branches and Units.

Division or Group Supervisor: The position title for individuals responsible for command of a Division or Group at an Incident. At the EOC level, the title is Division Coordinator.

Documentation Unit: Functional unit within the Planning Section responsible for collecting, recording and safeguarding all documents relevant to an incident or within an EOC.

Emergency: A condition of disaster or of extreme peril to the safety of persons and property caused by such conditions as air pollution, fire, flood, hazardous material incident, storm, epidemic, riot, drought, sudden and severe energy shortage, plant or animal infestations or disease, the Governor's warning of an earthquake or volcanic prediction, or an earthquake or other conditions, other than conditions resulting from a labor controversy.

Emergency Management Coordinator: The individual within each jurisdiction that is delegated the day to day responsibility for the development and maintenance of all emergency management coordination efforts.

Emergency Management Director (Emergency Services Director): The individual within each political subdivision that has overall responsibility for jurisdiction emergency management. For cities and counties, this responsibility is commonly assigned by local ordinance.

Emergency Medical Technician (EMT): A health-care specialist with particular skills and knowledge in pre-hospital emergency medicine.

Emergency Operations Center (EOC): A location from which centralized emergency management can be performed. EOC facilities are established by an agency or jurisdiction to coordinate the overall agency or jurisdictional response and support to an emergency.

Emergency Operations Plan: The plan that each jurisdiction has and maintains for responding to appropriate hazards.

Emergency Response Agency: Any organization responding to an emergency, or providing mutual aid support to such an organization, whether in the field, at the scene of an incident, or to an operations center.

Emergency Response Personnel: Personnel involved with an agency's response to an emergency.

EOC Action Plan: The plan developed at SEMS EOC levels which contains objectives, actions to be taken, assignments and supporting information for the next operational period.

Event: A planned, non-emergency activity. ICS can be used as the management system for a wide range of events, e.g., parades, concerts or sporting events.

Facilities Unit: Functional unit within the Support Branch of the Logistics Section at the SEMS Field Response Level that provides fixed facilities for the incident. These facilities may include the Incident Base, feeding areas, sleeping areas, sanitary facilities, etc.

Field Operations Guide: A pocket-size manual of instructions on the application of the Incident Command System.

Finance/Administration Section: One of the five primary functions found at all SEMS levels which is responsible for all costs and financial considerations. At the incident the Section can include the Time Unit, Procurement Unit, Compensation/Claims Unit and Cost Unit.

Food Unit: Functional unit within the Service Branch of the Logistics Section responsible for providing meals for incident and or EOC personnel.

Function: In ICS, function refers to the five major activities in the ICS, i.e., Command, Operations, Planning, Logistics and Finance/Administration. The same five functions also are found at all SEMS EOC levels. At the EOC, the term Management replaces Command. The term function is also used when describing the activity involved, e.g., "the planning function."

Functional Element: Refers to a part of the incident, EOC or DOC organization such as section, branch, group or unit.

General Staff: The group of management personnel reporting to the Incident Commander or to the EOC Director. They may each have a deputy, as needed. At the Field SEMS level, the General Staff consists of: 

Operations Section Chief 

Planning/Intelligence Section Chief

Logistics Section Chief

Finance/Administration Section Chief

At some SEMS EOC levels, the position titles are Section Coordinators.

Generic ICS: Refers to the description of ICS that is generally applicable to any kind of incident or event.

Ground Support Unit: Functional unit within the Support Branch of the Logistics Section at the SEMS Field Response level that is responsible for the fueling, maintaining and repairing of vehicles, and the transportation of personnel and supplies.

Group: Groups are established to divide the incident into functional areas of operation. Groups are composed of resources assembled to perform a special function not necessarily within a single geographic division. (See Division.) Groups are located between Branches (when activated) and Resources in the Operations Section.

Helibase: The main location for parking, fueling, maintenance, and loading of helicopters operating in support of an incident. It is usually located at or near the incident base.

Helispot: Any designated location where a helicopter can safely take off and land. Some helispots may be used for loading of supplies, equipment, or personnel.
Hierarchy of Command: (See Chain of Command.)

Incident: An occurrence or event, either human-caused or by natural phenomena, that requires action by emergency response personnel to prevent or minimize loss of life or damage to property and/or natural resources.

Incident Action Plan: The plan developed at the field response level which contains objectives reflecting the overall incident strategy and specific tactical actions and supporting information for the next operational period. The plan may be oral or written.

Incident Base: Location at the incident where the primary logistics functions are coordinated and administered. (Incident name or other designator will be added to the term "Base.") The Incident Command Post may be collocated with the Base. There is only one Base per incident.

Incident Commander: The individual responsible for the command of all functions at the field response level.

Incident Command Post (ICP): The location at which the primary command functions are executed. The ICP may be collocated with the incident base or other incident facilities.

Incident Command System (ICS): The nationally used standardized on-scene emergency management concept specifically designed to allow its user(s) to adopt an integrated organizational structure equal to the complexity and demands of single or multiple incidents without being hindered by jurisdictional boundaries. ICS is the combination of facilities, equipment, personnel, procedures, and communications operating within a common organizational structure, with responsibility for the management of resources to effectively accomplish stated objectives pertinent to an incident.

Incident Communications Center: The location of the Communications Unit and the Message Center.

Incident Management Team: The Incident Commander and appropriate General and Command Staff personnel assigned to an incident.

Incident Objectives: Statements of guidance and direction necessary for the selection of appropriate strategy(s), and the tactical direction of resources. Incident objectives are based on realistic expectations of what can be accomplished when all allocated resources have been effectively deployed. Incident objectives must be achievable and measurable, yet flexible enough to allow for strategic and tactical alternatives.

Information Officer: A member of the Command Staff responsible for interfacing with the public and media or with other agencies requiring information directly from the incident. There is only one Information Officer per incident. The Information Officer may have assistants. This position is also referred to as Public Affairs or Public Information Officer in some disciplines. At SEMS EOC levels, the information function may be established as a Coordinator or as a section or branch reporting directly to the EOC Director.

Initial Action: The actions taken by resources which are the first to arrive at an incident. Initial Response: Resources initially committed to an incident.

Jurisdiction: The range or sphere of authority. Public agencies have jurisdiction at an incident related to their legal responsibilities and authority for incident mitigation.  Jurisdictional authority at an incident can be political/geographical (e.g., special district city, county, state or federal boundary lines), or functional (e.g., police department, health department, etc.). (See Multi-jurisdiction.)

Jurisdictional Agency: The agency having jurisdiction and responsibility for a specific geographical area, or a mandated function.

Landing Zone: (See Helispot.)

Leader: The ICS title for an individual responsible for a functional unit, task forces, or teams.

Liaison Officer: A member of the Command Staff at the Field SEMS level responsible for coordinating with representatives from cooperating and assisting agencies. At SEMS EOC levels, the function may be done by a Coordinator and/or within a Section or Branch reporting directly to the EOC Director.

Life-Safety: Refers to the joint consideration of both the life and physical well-being of individuals.

Local Government: Means local agencies per Article 3 of the SEMS regulations. The Government Code 8680.2 defines local agencies as any city, city and county, county, school district or special district.

Local Government Advisory Committee (LGAC): Committees established by the Director of OES to provide a forum for the exchange of information among the cities and counties of a Mutual Aid Region. The LGAC may develop a consensus of action and policy among local emergency managers on issues, policies, and programs of concern to local governments, and if necessary bring such concerns to the attention of OES Executive Management.

Logistics Section: One of the five primary functions found at all SEMS levels. The Section responsible for providing facilities, services and materials for the incident or at an EOC.

Management by Objectives: In SEMS field and EOC levels, this is a top-down management activity which involves a three-step process to achieve the desired goal. The steps are: establishing the objectives, selection of appropriate strategy(s) to achieve the objectives; and the direction or assignments associated with the selected strategy.

Master Mutual Aid Agreement: An agreement entered into by and between the State of California, its various departments and agencies, and the various political subdivision, municipal corporations, and other public agencies of the State of California to assist each other by providing resource during an emergency Mutual aid occurs when two or more parties agree to furnish resources and facilities and to render services to each other to prevent and combat any type of disaster or emergency.

Marshaling Area: An area used for the completed mobilization and assemblage of personnel and resources prior to their being sent directly to the disaster affected area. Marshaling Areas are utilized particularly for disasters outside of the continental United States.

Medical Unit: Functional unit within the Service Branch of the Logistics Section at SEMS Field levels responsible for the development of the Medical Emergency Plan, and for providing emergency medical treatment of incident personnel.

Message Center: The Message Center is part of the Incident or EOC Communications Center and is collocated or placed adjacent to it. It receives, records, and routes information to appropriate locations at an incident or within an EOC.

Mobilization: The process and procedures used by all organizations federal, state and local for activating, assembling, and transporting all resources that have been requested to respond to or support an incident.

Mobilization Center: An off-incident location at which emergency service personnel and equipment are temporarily located pending assignment to incidents, release, or reassignment.

Multi-Agency or Inter-Agency Coordination: The participation of agencies and disciplines involved at any level of the SEMS organization working together in a coordinated effort to facilitate decisions for overall emergency response activities, including the sharing of critical resources and the prioritization of incidents.

Multi-Agency Coordination System (MACS): The combination of personnel, facilities, equipment, procedures and communications integrated into a common system. When activated, MACS has the responsibility for coordination of assisting agency resources and support in a multi-agency or multi-jurisdictional environment. A MAC Group functions within the MACS. MACS organizations are used within the California Fire Services.

Multi-Agency Incident: An incident where one or more agencies assist a jurisdictional agency or agencies. The incident may be managed under single or unified command.

Multi-jurisdiction Incident: An incident requiring action from multiple agencies that have a statutory responsibility for incident mitigation. In ICS these incidents will be managed under Unified Command.

Mutual Aid Agreement: Written agreement between agencies and/or jurisdictions in which they agree to assist one another upon request, by furnishing personnel and equipment.

Mutual Aid Coordinator: An individual at local government, operational area, region or state level that is responsible to coordinate the process of requesting, obtaining, processing and using mutual aid resources. Mutual Aid Coordinator duties will vary depending upon the mutual aid system.

Mutual Aid Region: A mutual aid region is a subdivision of state OES established to assist in the coordination of mutual aid and other emergency operations within a geographical area of the state, consisting of two or more county (operational) areas.

Office of Emergency Services: The Governor's Office of Emergency Services.

Operational Area: An intermediate level of the state emergency organization, consisting of a county and all political subdivisions within the county area. 

Operational Period: The period of time scheduled for execution of a given set of operation actions as specified in the Incident or EOC Action Plan. Operational Periods can be of various lengths, although usually not over 24 hours.

Operations Section: One of the five primary functions found at all SEMS levels. The Section responsible for all tactical operations at the incident, or for the coordination of operational activities at an EOC. The Operations Section at the SEMS Field Response Level can include Branches, Divisions and/or Groups, Task Forces, Teams, Single Resources and Staging Areas. At the EOC levels, the Operations Section would contain Branches or Divisions as necessary because of span of control considerations.

Out-of-Service Resources: Resources assigned to an incident but unable to respond for mechanical, rest, or personnel reasons.

Planning Meeting: A meeting held as needed throughout the duration of an incident to select specific strategies and tactics for incident control operations and for service and support planning. On larger incidents, the planning meeting is a major element in the development of the Incident Action Plan. Planning meetings are also an essential activity at all SEMS EOC levels.

Planning Section: (Also referred to as Planning/Intelligence) One of the five primary functions found at all SEMS levels. Responsible for the collection, evaluation, and dissemination of information related to the incident or an emergency, and for the preparation and documentation of Incident or EOC Action Plans. The section also maintains information on the current and forecasted situation, and on the status of resources assigned to the incident. At the SEMS Field Response level, the Section will include the Situation, Resource, Documentation, and Demobilization Units, as well as Technical Specialists. Other units may be added at the EOC level.

Procurement Unit: Functional unit within the Finance/Administration Section responsible for financial matters involving vendor contracts.

Public Information Officer: The individual at field or EOC level that has been delegated the authority to prepare public information releases and to interact with the media. Duties will vary depending upon the agency and SEMS level.

Recorders: Individuals within ICS or EOC organizational units who are responsible for recording information. Recorders may be found in Planning, Logistics and Finance/Administration Units.

Region Emergency Operations Center (REOC): Facilities found at State OES Administrative Regions. REOCS are used to coordinate information and resources among operational areas and between the operational areas and the state level.

Reporting Locations: Specific locations or facilities where incoming resources can check-in at the incident. (See Check-in.)

Resources: Personnel and equipment available, or potentially available, for assignment to incidents or to EOCs. Resources are described by kind and type, and may be used in tactical support or supervisory capacities at an incident or at EOCs.

Resources Unit: Functional unit within the Planning Section at the SEMS Field Response level responsible for recording the status of resources committed to the incident. The Unit also evaluates resources currently committed to the incident, the impact that additional responding resources will have on the incident, and anticipated resource needs.

Safety Officer: A member of the Command Staff at the incident or within an EOC responsible for monitoring and assessing safety hazards or unsafe situations, and for developing measures for ensuring personnel safety. The Safety Officer may have assistants.

Section: That organization level with responsibility for a major functional area of the incident or at an EOC, e.g., Operations, Planning, Logistics, Administration/Finance. 

Section Chief: The ICS title for individuals responsible for command of functional sections: Operations, Planning/Intelligence, Logistics and Administration/Finance. At the EOC level, the position title will be Section Coordinator.

Service Branch: A Branch within the Logistics Section responsible for service activities at the incident. Includes the Communications, Medical and Food Units.

Single Resource: An individual, a piece of equipment and its personnel complement, or a crew or team of individuals with an identified work supervisor that can be used on an incident.

Situation Unit: Functional unit within the Planning Section responsible for the collection, organization and analysis of incident status information, and for analysis of the situation as it progresses. Reports to the Planning Section Chief.

Span of control: The supervisory ratio maintained within an ICS or EOC organization. A span of control of five-positions reporting to one supervisor is considered optimum.

Special District: A unit of local government (other than a city, county, or city and county) with authority or responsibility to own, operate or maintain a project (as defined in California Code of Regulations 2900(s) for purposes of natural disaster assistance. This may include joint powers authority established under section 6500 et seq. of the Code.

Staging Area: Staging Areas are locations set up at an incident where resources can be placed while awaiting a tactical assignment. Staging Areas are managed by the Operations Section.

Staging Area Managers: Individuals within ICS organizational units that are assigned specific managerial responsibilities at Staging Areas. (Also Camp Manager.)

Standardized Emergency Management System (SEMS): A system required by California Government Code for managing response to multi-agency and multi-jurisdictional emergencies in California. SEMS consists of five organizational levels which are activated as necessary: Field Response, Local Government, Operational Area, Region, State.

State Operations Center (SOC): An EOC facility operated by the Governor's Office of Emergency Services at the state level in SEMS.

Strategy: The general plan or direction selected to accomplish incident or EOC objectives.

Supply Unit: Functional unit within the Support Branch of the Logistics Section responsible for ordering equipment and supplies required for incident operations.

Support Branch: A Branch within the Logistics Section responsible for providing personnel, equipment and supplies to support incident operations. Includes the Supply, Facilities and Ground Support Units.

Support Resources: Non-tactical resources under the supervision of the Logistics, Planning, Finance/Administration Sections or the Command Staff.

Supporting Materials: Refers to the several attachments that may be included with an Incident Action Plan, e.g., communications plan, map, safety plan, traffic plan, and medical plan.

Tactical Direction: Direction given by the Operations Section Chief at the SEMS Field level which includes the tactics appropriate for the selected strategy, the selection and assignment of resources, tactics implementation, and performance monitoring for each operational period.

Task Force: A combination of single resources assembled for a particular tactical need, with common communications and a leader.

Team: (See Single Resource.)

Technical Specialists: Personnel with special skills that can be used anywhere within the ICS or EOC organization.

Time Unit: Functional unit within the Finance/Administration Section responsible for recording time for incident or EOC personnel and hired equipment.

Type: Refers to resource capability. A Type 1 resource provides a greater overall capability due to power, size, capacity, etc., than would be found in a Type 2 resource.  Resource typing provides managers with additional information in selecting the best resource for the task.

Unified Area Command: A Unified Area Command is established when incidents under an Area Command are multi-jurisdictional. (See Area Command and Unified Command.)

Unified Command: In ICS, Unified Command is a unified team effort which allows all agencies with responsibility for the incident, either geographical or functional, to manage an incident by establishing a common set of incident objectives and strategies. This is accomplished without losing or abdicating agency authority, responsibility or accountability.

Unit: An organizational element having functional responsibility. Units are commonly used in incident Planning, Logistics, or Finance/administration sections and can be used in operations for some applications. Units are also found in EOC organizations.

Unity of Command: The concept by which each person within an organization reports to one and only one designated person.

National Incident Management System (NIMS)

For the purposes of the NIMS, the following terms and definitions apply:

Agency: A division of government with a specific function offering a particular kind of assistance. In ICS, agencies are defined either as jurisdictional (having statutory responsibility for incident management) or as assisting or cooperating (providing resources or other assistance).

Agency Representative: A person assigned by a primary, assisting, or cooperating Federal, State, local, or tribal government agency or private entity that has been delegated authority to make decisions affecting that agency’s or organization’s participation in incident management activities following appropriate consultation with the leadership of that agency.

Area Command (Unified Area Command): An organization established (1) to oversee the management of multiple incidents that are each being handled by an ICS organization or (2) to oversee the management of large or multiple incidents to which several Incident Management Teams have been assigned. Area Command has the responsibility to set overall strategy and priorities, allocate critical resources according to priorities, ensure that incidents are properly managed, and ensure that objectives are met and strategies followed. Area Command becomes Unified Area Command when incidents are multi-jurisdictional. Area Command may be established at an emergency operations center facility or at some location other than an incident command post.

Assessment: The evaluation and interpretation of measurements and other information to provide a basis for decision-making.

Assignments: Tasks given to resources to perform within a given operational period that are based on operational objectives defined in the IAP.

Assistant: Title for subordinates of principal Command Staff positions. The title indicates a level of technical capability, qualifications, and responsibility subordinate to the primary positions. Assistants may also be assigned to unit leaders.

Assisting Agency: An agency or organization providing personnel, services, or other resources to the agency with direct responsibility for incident management. See also Supporting Agency.

Available Resources: Resources assigned to an incident, checked in, and available for a mission assignment, normally located in a Staging Area.

Branch: The organizational level having functional or geographical responsibility for major aspects of incident operations. A branch is organizationally situated between the section and the division or group in the Operations Section, and between the section and units in the Logistics Section. Branches are identified by the use of Roman numerals or by functional area.

Chain of Command: A series of command, control, executive, or management positions in hierarchical order of authority.

Check-In: The process through which resources first report to an incident. Check-in locations include the incident command post, Resources Unit, incident base, camps, staging areas, or directly on the site.

Chief: The ICS title for individuals responsible for management of functional sections: Operations, Planning, Logistics, Finance/Administration, and Intelligence (if established as a separate section).

Command: The act of directing, ordering, or controlling by virtue of explicit statutory, regulatory, or delegated authority.

Command Staff: In an incident management organization, the Command Staff consists of the Incident Command and the special staff positions of Public Information Officer, Safety Officer, Liaison Officer, and other positions as required, who report directly to the Incident Commander. They may have an assistant or assistants, as needed.

Common Operating Picture: A broad view of the overall situation as reflected by situation reports, aerial photography, and other information or intelligence. 

Communications Unit: An organizational unit in the Logistics Section responsible for providing communication services at an incident or an EOC. A Communications Unit may also be a facility (e.g., a trailer or mobile van) used to support an Incident Communications Center.

Cooperating Agency: An agency supplying assistance other than direct operational or support functions or resources to the incident management effort.

Coordinate: To advance systematically an analysis and exchange of information among principals who have or may have a need to know certain information to carry out specific incident management responsibilities.

Deputy: A fully qualified individual who, in the absence of a superior, can be delegated the authority to manage a functional operation or perform a specific task. In some cases, a deputy can act as relief for a superior and, therefore, must be fully qualified in the position. Deputies can be assigned to the Incident Commander, General Staff, and Branch Directors.

Dispatch: The ordered movement of a resource or resources to an assigned operational mission or an administrative move from one location to another.

Division: The partition of an incident into geographical areas of operation. Divisions are established when the number of resources exceeds the manageable span of control of the Operations Chief. A division is located within the ICS organization between the branch and resources in the Operations Section.

Emergency: Absent a Presidentially declared emergency, any incident(s), human-caused or natural, that requires responsive action to protect life or property. Under the Robert T. Stafford Disaster Relief and Emergency Assistance Act, an emergency means any occasion or instance for which, in the determination of the President, Federal assistance is needed to supplement State and local efforts and capabilities to save lives and to protect property and public health and safety, or to lessen or avert the threat of a catastrophe in any part of the United States.

Emergency Operations Centers (EOCs): The physical location at which the coordination of information and resources to support domestic incident management activities normally takes place. An EOC may be a temporary facility or may be located in a more central or permanently established facility, perhaps at a higher level of organization within a jurisdiction. EOCs may be organized by major functional disciplines (e.g., fire, law enforcement, and medical services), by jurisdiction (e.g., Federal, State, regional, county, city, tribal), or some combination thereof.

Emergency Operations Plan: The “steady-state” plan maintained by various jurisdictional levels for responding to a wide variety of potential hazards. 

Emergency Public Information: Information that is disseminated primarily in anticipation of an emergency or during an emergency. In addition to providing situational information to the public, it also frequently provides directive actions required to be taken by the general public.

Emergency Response Provider: Includes Federal, State, local, and tribal emergency public safety, law enforcement, emergency response, emergency medical (including hospital emergency facilities), and related personnel, agencies, and authorities. See Section 2 (6), Homeland Security Act of 2002, Pub. L. 107-296, 116 Stat. 2135 (2002). Also known as Emergency Responder.

Evacuation: Organized, phased, and supervised withdrawal, dispersal, or removal of civilians from dangerous or potentially dangerous areas, and their reception and care in safe areas.

Event: A planned, non-emergency activity. ICS can be used as the management system for a wide range of events, e.g., parades, concerts, or sporting events.

Federal: Of or pertaining to the Federal Government of the United States of America. 

Function: Function refers to the five major activities in ICS: Command, Operations, Planning, Logistics, and Finance/Administration. The term function is also used when describing the activity involved, e.g., the planning function. A sixth function, Intelligence, may be established, if required, to meet incident management needs. 

General Staff: A group of incident management personnel organized according to function and reporting to the Incident Commander. The General Staff normally consists of the Operations Section Chief, Planning Section Chief, Logistics Section Chief, and Finance/Administration Section Chief.

Group: Established to divide the incident management structure into functional areas of operation. Groups are composed of resources assembled to perform a special function not necessarily within a single geographic division. Groups, when activated, are located between branches and resources in the Operations Section. (See Division.)

Hazard: Something that is potentially dangerous or harmful, often the root cause of an unwanted outcome.

Incident: An occurrence or event, natural or human-caused that requires an emergency response to protect life or property. Incidents can, for example, include major disasters, emergencies, terrorist attacks, terrorist threats, wildland and urban fires, floods, hazardous materials spills, nuclear accidents, aircraft accidents, earthquakes, hurricanes, tornadoes, tropical storms, war-related disasters, public health and medical emergencies, and other occurrences requiring an emergency response.

Incident Action Plan: An oral or written plan containing general objectives reflecting the overall strategy for managing an incident. It may include the identification of operational resources and assignments. It may also include attachments that provide direction and important information for management of the incident during one or more operational periods.

Incident Command Post (ICP): The field location at which the primary tactical-level, on-scene incident command functions are performed. The ICP may be collocated with the incident base or other incident facilities and is normally identified by a green rotating or flashing light.

Incident Command System (ICS): A standardized on-scene emergency management construct specifically designed to provide for the adoption of an integrated organizational structure that reflects the complexity and demands of single or multiple incidents, without being hindered by jurisdictional boundaries. ICS is the combination of facilities, equipment, personnel, procedures, and communications operating within a common organizational structure, designed to aid in the management of resources during incidents. It is used for all kinds of emergencies and is applicable to small as well as large and complex incidents. ICS is used by various jurisdictions and functional agencies, both public and private, to organize field-level incident management operations.

Incident Commander (IC): The individual responsible for all incident activities, including the development of strategies and tactics and the ordering and the release of resources. The IC has overall authority and responsibility for conducting incident operations and is responsible for the management of all incident operations at the incident site.

Incident Management Team (IMT): The IC and appropriate Command and General Staff personnel assigned to an incident.

Incident Objectives: Statements of guidance and direction necessary for selecting appropriate strategy(s) and the tactical direction of resources. Incident objectives are based on realistic expectations of what can be accomplished have been effectively deployed. Incident objectives must be achievable and measurable, yet flexible enough to allow strategic and tactical alternatives.

Initial Action: The actions taken by those responders first to arrive at an incident site.

Initial Response: Resources initially committed to an incident.

Intelligence Officer: The intelligence officer is responsible for managing internal information, intelligence, and operational security requirements supporting incident management activities. These may include information security and operational security activities, as well as the complex task of ensuring that sensitive information of all types (e.g., classified information, law enforcement sensitive information, proprietary information, or export-controlled information) is handled in a way that not only safeguards the information, but also ensures that it gets to those who need access to it to perform their missions effectively and safely.

Joint Information Center (JIC): A facility established to coordinate all incident-related public information activities. It is the central point of contact for all news media at the scene of the incident. Public information officials from all participating agencies should collocate at the JIC.

Joint Information System (JIS): Integrates incident information and public affairs into a cohesive organization designed to provide consistent, coordinated, timely information during crisis or incident operations. The mission of the JIS is to provide a structure and system for developing and delivering coordinated interagency messages; developing, recommending, and executing public information plans and strategies on behalf of the IC; advising the IC concerning public affairs issues that could affect a response effort; and controlling rumors and inaccurate information that could undermine public confidence in the emergency response effort.

Jurisdiction: A range or sphere of authority. Public agencies have jurisdiction at an incident related to their legal responsibilities and authority. Jurisdictional authority at an incident can be political or geographical (e.g., city, county, tribal, State, or Federal boundary lines) or functional (e.g., law enforcement, public health).

Liaison: A form of communication for establishing and maintaining mutual understanding and cooperation.

Liaison Officer: A member of the Command Staff responsible for coordinating with representatives from cooperating and assisting agencies.

Local Government: A county, municipality, city, town, township, local public authority, school district, special district, intrastate district, council of governments (regardless of whether the council of governments is incorporated as a nonprofit corporation under State law), regional or interstate government entity, or agency or instrumentality of a local government; an Indian tribe or authorized tribal organization, or in Alaska a Native village or Alaska Regional Native Corporation; a rural community, unincorporated town or village, or other public entity. See Section 2 (10), Homeland Security Act of 2002, Pub. L. 107-296, 116 Stat. 2135 (2002).

Logistics: Providing resources and other services to support incident management. Logistics Section: The section responsible for providing facilities, services, and material support for the incident.

Major Disaster: As defined under the Robert T. Stafford Disaster Relief and Emergency Assistance Act (42 U.S.C. 5122), a major disaster is any natural catastrophe (including any hurricane, tornado, storm, high water, wind-driven water, tidal wave, tsunami, earthquake, volcanic eruption, landslide, mudslide, snowstorm, or drought), or, regardless of cause, any fire, flood, or explosion, in any part of the United States, which in the determination of the President causes damage of sufficient severity and magnitude to warrant major disaster assistance under this Act to supplement the efforts and available resources of States, tribes, local governments, and disaster relief organizations in alleviating the damage, loss, hardship, or suffering caused thereby.

Management by Objective: A management approach that involves a four-step process for achieving the incident goal. The Management by Objectives approach includes the following: establishing overarching objectives; developing and issuing assignments, plans, procedures, and protocols; establishing specific, measurable objectives for various incident management functional activities and directing efforts to fulfill them, in support of defined strategic objectives; and documenting results to measure performance and facilitate corrective action.

Mitigation: The activities designed to reduce or eliminate risks to persons or property or to lessen the actual or potential effects or consequences of an incident. Mitigation measures may be implemented prior to, during, or after an incident. Mitigation measures are often informed by lessons learned from prior incidents. Mitigation involves ongoing actions to reduce exposure to, probability of, or potential loss from hazards. Measures may include zoning and building codes, floodplain buyouts, and analysis of hazard- related data to determine where it is safe to build or locate temporary facilities. Mitigation can include efforts to educate governments, businesses, and the public on measures they can take to reduce loss and injury.

Mobilization: The process and procedures used by all organizations—Federal, State, local, and tribal—for activating, assembling, and transporting all resources that have been requested to respond to or support an incident.

Multiagency Coordination Entity: A multiagency coordination entity functions within a broader multiagency coordination system. It may establish the priorities among incidents and associated resource allocations, separate conflicting agency policies, and provide strategic guidance and direction to support incident management activities.

Multiagency Coordination Systems: Multiagency coordination systems provide the architecture to support coordination for incident prioritization, critical resource allocation, communications systems integration, and information coordination. The components of multiagency coordination systems include facilities, equipment, emergency operation centers (EOCs), specific multiagency coordination entities, personnel, procedures, and communications. These systems assist agencies and organizations to fully integrate the subsystems of the NIMS.

Multi-jurisdictional Incident: An incident requiring action from multiple agencies that each have jurisdiction to manage certain aspects of an incident. In ICS, these incidents will be managed under Unified Command.

Mutual-Aid Agreement: Written agreement between agencies and/or jurisdictions that they will assist one another on request, by furnishing personnel, equipment, and/or expertise in a specified manner.

National: Of a nationwide character, including the Federal, State, local, and tribal aspects of governance and polity.

National Disaster Medical System: A cooperative, asset-sharing partnership between the Department of Health and Human Services, the Department of Veterans Affairs, the Department of Homeland Security, and the Department of Defense. NDMS provides resources for meeting the continuity of care and mental health services requirements of the Emergency Support Function 8 in the Federal Response Plan.

National Incident Management System: A system mandated by HSPD-5 that provides a consistent nationwide approach for Federal, State, local, and tribal governments; the private-sector, and nongovernmental organizations to work effectively and efficiently together to prepare for, respond to, and recover from domestic incidents, regardless of cause, size, or complexity. To provide for interoperability and compatibility among Federal, State, local, and tribal capabilities, the NIMS includes a core set of concepts, principles, and terminology. HSPD-5 identifies these as the ICS; multiagency coordination systems; training; identification and management of resources (including systems for classifying types of resources); qualification and certification; and the collection, tracking, and reporting of incident information and incident resources. 

National Response Plan: A plan mandated by HSPD-5 that integrates Federal domestic prevention, preparedness, response, and recovery plans into one all-discipline, all-hazards plan.

Nongovernmental Organization: An entity with an association that is based on interests of its members, individuals, or institutions and that is not created by a government, but may work cooperatively with government. Such organizations serve a public purpose, not a private benefit. Examples of NGOs include faith-based charity organizations and the American Red Cross.

Operational Period: The time scheduled for executing a given set of operation actions, as specified in the Incident Action Plan. Operational periods can be of various lengths, although usually not over 24 hours.

Operations Section: The section responsible for all tactical incident operations. In ICS, it normally includes subordinate branches, divisions, and/or groups.

Personnel Accountability: The ability to account for the location and welfare of incident personnel. It is accomplished when supervisors ensure that ICS principles and processes are functional and that personnel are working within established incident management guidelines.

Planning Meeting: A meeting held as needed prior to and throughout the duration of an incident to select specific strategies and tactics for incident control operations and for service and support planning. For larger incidents, the planning meeting is a major element in the development of the Incident Action Plan (IAP).

Planning Section: Responsible for the collection, evaluation, and dissemination of operational information related to the incident, and for the preparation and documentation of the IAP. This section also maintains information on the current and forecasted situation and on the status of resources assigned to the incident.

Preparedness: The range of deliberate, critical tasks and activities necessary to build, sustain, and improve the operational capability to prevent, protect against, respond to, and recover from domestic incidents. Preparedness is a continuous process. Preparedness involves efforts at all levels of government and between government and private-sector and nongovernmental organizations to identify threats, determine vulnerabilities, and identify required resources. Within the NIMS, preparedness is operationally focused on establishing guidelines, protocols, and standards for planning, training and exercises, personnel qualification and certification, equipment certification, and publication management.

Preparedness Organizations: The groups that provide interagency coordination for domestic incident management activities in a non-emergency context. Preparedness organizations can include all agencies with a role in incident management, for prevention, preparedness, response, or recovery activities. They represent a wide variety of committees, planning groups, and other organizations that meet and coordinate to ensure the proper level of planning, training, equipping, and other preparedness requirements within a jurisdiction or area.

Prevention: Actions to avoid an incident or to intervene to stop an incident from occurring. Prevention involves actions to protect lives and property. It involves applying intelligence and other information to a range of activities that may include such countermeasures as deterrence operations; heightened inspections; improved surveillance and security operations; investigations to determine the full nature and source of the threat; public health and agricultural surveillance and testing processes; immunizations, isolation, or quarantine; and, as appropriate, specific law enforcement operations aimed at deterring, preempting, interdicting, or disrupting illegal activity and apprehending potential perpetrators and bringing them to justice.

Private Sector: Organizations and entities that are not part of any governmental structure. It includes for-profit and not-for-profit organizations, formal and informal structures, commerce and industry, and private voluntary organizations (PVO). 

Processes: Systems of operations that incorporate standardized procedures, methodologies, and functions necessary to provide resources effectively and efficiently. These include resource typing, resource ordering and tracking, and coordination.

Public Information Officer: A member of the Command Staff responsible for interfacing with the public and media or with other agencies with incident-related information requirements.

Publications Management: The publications management subsystem includes materials development, publication control, publication supply, and distribution. The development and distribution of NIMS materials is managed through this subsystem. Consistent documentation is critical to success, because it ensures that all responders are familiar with the documentation used in a particular incident regardless of the location or the responding agencies involved.

Qualification and Certification: This subsystem provides recommended qualification and certification standards for emergency responder and incident management personnel. It also allows the development of minimum standards for resources expected to have an interstate application. Standards typically include training, currency, experience, and physical and medical fitness.

Reception Area: This refers to a location separate from staging areas, where resources report in for processing and out-processing. Reception Areas provide accountability, security, situational awareness briefings, safety awareness, distribution of IAPs, supplies and equipment, feeding, and bed down.

Recovery: The development, coordination, and execution of service- and site- restoration plans; the reconstitution of government operations and services; individual, private- sector, nongovernmental, and public-assistance programs to provide housing and to promote restoration; long-term care and treatment of affected persons; additional measures for social, political, environmental, and economic restoration; evaluation of the incident to identify lessons learned; post-incident reporting; and development of initiatives to mitigate the effects of future incidents.

Recovery Plan: A plan developed by a State, local, or tribal jurisdiction with assistance from responding Federal agencies to restore the affected area.

Resources: Personnel and major items of equipment, supplies, and facilities available or potentially available for assignment to incident operations and for which status is maintained. Resources are described by kind and type and may be used in operational support or supervisory capacities at an incident or at an EOC.

Resource Management: Efficient incident management requires a system for identifying available resources at all jurisdictional levels to enable timely and unimpeded access to resources needed to prepare for, respond to, or recover from an incident. Resource management under the NIMS includes mutual-aid agreements; the use of special Federal, State, local, and tribal teams; and resource mobilization protocols.

Resources Unit: Functional unit within the Planning Section responsible for recording the status of resources committed to the incident. This unit also evaluates resources currently committed to the incident, the effects additional responding resources will have on the incident, and anticipated resource needs.

Response: Activities that address the short-term, direct effects of an incident. Response includes immediate actions to save lives, protect property, and meet basic human needs. Response also includes the execution of emergency operations plans and of mitigation activities designed to limit the loss of life, personal injury, property damage, and other unfavorable outcomes. As indicated by the situation, response activities include applying intelligence and other information to lessen the effects or consequences of an incident; increased security operations; continuing investigations into nature and source of the threat; ongoing public health and agricultural surveillance and testing processes; immunizations, isolation, or quarantine; and specific law enforcement operations aimed at preempting, interdicting, or disrupting illegal activity, and apprehending actual perpetrators and bringing them to justice.

Safety Officer: A member of the Command Staff responsible for monitoring and assessing safety hazards or unsafe situations and for developing measures for ensuring personnel safety.

Section: The organizational level having responsibility for a major functional area of incident management, e.g., Operations, Planning, Logistics, Finance/Administration, and Intelligence (if established). The section is organizationally situated between the branch and the Incident Command.

Span of Control: The number of individuals a supervisor is responsible for, usually expressed as the ratio of supervisors to individuals. (Under the NIMS, an appropriate span of control is between 1:3 and 1:7.)

Staging Area: Location established where resources can be placed while awaiting a tactical assignment. The Operations Section manages Staging Areas.

State: When capitalized, refers to any State of the United States, the District of Columbia, the Commonwealth of Puerto Rico, the Virgin Islands, Guam, American Samoa, the Commonwealth of the Northern Mariana Islands, and any possession of the United States. See Section 2 (14), Homeland Security Act of 2002, Pub. L. 107-296, 116 Stat. 2135 (2002).

Strategic: Strategic elements of incident management are characterized by continuous long-term, high-level planning by organizations headed by elected or other senior officials. These elements involve the adoption of long-range goals and objectives, the setting of priorities; the establishment of budgets and other fiscal decisions, policy development, and the application of measures of performance or effectiveness. 

Strike Team: A set number of resources of the same kind and type that have an established minimum number of personnel.

Strategy: The general direction selected to accomplish incident objectives set by the IC. 

Supporting Technologies: Any technology that may be used to support the NIMS is included in this subsystem. These technologies include orthophoto mapping, remote automatic weather stations, infrared technology, and communications, among various others.

Task Force: Any combination of resources assembled to support a specific mission or operational need. All resource elements within a Task Force must have common communications and a designated leader.

Technical Assistance: Support provided to State, local, and tribal jurisdictions when they have the resources but lack the complete knowledge and skills needed to perform a required activity (such as mobile-home park design and hazardous material assessments).

Terrorism: Under the Homeland Security Act of 2002, terrorism is defined as activity that involves an act dangerous to human life or potentially destructive of critical infrastructure or key resources and is a violation of the criminal laws of the United States or of any State or other subdivision of the United States in which it occurs and is intended to intimidate or coerce the civilian population or influence a government or affect the conduct of a government by mass destruction, assassination, or kidnapping. See Section 2 (15), Homeland Security Act of 2002, Pub. L. 107-296, 116 Stat. 2135 (2002).

Threat: An indication of possible violence, harm, or danger.

Tools: Those instruments and capabilities that allow for the professional performance of tasks, such as information systems, agreements, doctrine, capabilities, and legislative authorities.

Tribal: Any Indian tribe, band, nation, or other organized group or community, including any Alaskan Native Village as defined in or established pursuant to the Alaskan Native Claims Settlement Act (85 stat. 688) [43 U.S.C.A. and 1601 et seq.], that is recognized as eligible for the special programs and services provided by the United States to Indians because of their status as Indians.

Type: A classification of resources in the ICS that refers to capability. Type 1 is generally considered to be more capable than Types 2, 3, or 4, respectively, because of size; power; capacity; or, in the case of incident management teams, experience and qualifications.

Unified Area Command: A Unified Area Command is established when incidents under an Area Command are multi-jurisdictional. (See Area Command.)

Unified Command: An application of ICS used when there is more than one agency with incident jurisdiction or when incidents cross political jurisdictions. Agencies work together through the designated members of the UC, often the senior person from agencies and/or disciplines participating in the UC, to establish a common set of objectives and strategies and a single IAP.

Unit: The organizational element having functional responsibility for a specific incident planning, logistics, or finance/administration activity.

Unity of Command: The concept by which each person within an organization reports to one and only one designated person. The purpose of unity of command is to ensure unity of effort under one responsible commander for every objective.

Volunteer: For purposes of the NIMS, a volunteer is any individual accepted to perform services by the lead agency, which has authority to accept volunteer services, when the individual performs services without promise, expectation, or receipt of compensation for services performed. See, e.g., 16 U.S.C. 742f(c) and 29 CFR 553.101.
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DISASTER SERVICE WORKER STATUS

California Government Code Section 3100-3109 states in part:

It is hereby declared that the protection of the health and safety and preservation of the lives and property of the people of the state from the effects of natural, manmade, or war-caused emergencies which result in conditions of disaster or extreme peril to life, property, and resources is of paramount state importance…in protection of its citizens and resources, all public employees are hereby declared to be disaster service workers…

All disaster service workers shall, before they enter upon the duties of their employment, take and subscribe to the oath or affirmation…

Do you know your role? Here are some frequently asked questions:

What does ‘disaster service’ mean?

Disaster service means all activities authorized by and carried out pursuant to the California Emergency Services Act*.

Who is included in the disaster service worker status?

All public employees are included in disaster service worker status which are all persons employed by any county, city, state agency or public district.

What is the scope of duties of the disaster service worker?

Any disaster service worker shall be considered to be acting within the scope of disaster service duties while assisting any unit of the organization or performing any act contributing to the protection of life or property or mitigating the affects of an emergency.

How are disaster service worker activities assigned?

Disaster service worker activities are assigned to employees by their superiors or by law to assist the agency in carrying out its responsibilities during times of disaster.  

What is the oath or affirmation that is referred to in the government code?
Before they enter upon the duties of their employment, all disaster service workers take and subscribe to the oath or affirmation set forth in the California Constitution.

When do public employees take and subscribe to the oath or affirmation?

Most public employees sign the oath or affirmation during the hiring process and it is kept with the employer.

Do disaster service workers get paid?

Disaster service workers get paid only if they have taken and subscribed to the oath or affirmation.

Can a disaster service worker be sued for actions that occur while they are performing disaster services?
Disaster service workers for non-profit organizations and government cannot be held liable for their actions during a disaster while acting within the scope of their responsibilities.  

What if a disaster service worker is injured while performing the functions of their assigned duties?

Claims sustained by disaster service workers while performing disaster services shall be filed as workers compensation claims under the same authorities and guidelines as all employees within their agency.

For more information, please visit the following websites: 

*California Emergency Services Act

http://www.leginfo.ca.gov/cgi-bin/displaycode?section=gov&group=08001-09000&file=8550-8551

California Government Code 3100-3109

http://www.leginfo.ca.gov/cgi-bin/displaycode?section=gov&group=03001-04000&file=3100-3109
The California Constitution oath or affirmation

http://www.leginfo.ca.gov/.const/.article_20
Governors Office of Emergency Services

http://www.oes.ca.gov/Operational/OESHome.nsf/PDF/Laws&RegsCalCodePDFs/$file/Ch2.3_%20DSW.pdf

TITLE 19. PUBLIC SAFETY

DIVISION 2. OFFICE OF EMERGENCY SERVICES

CHAPTER 2. EMERGENCIES AND MAJOR DISASTERS

SUBCHAPTER 3. DISASTER SERVICE WORKER VOLUNTEER PROGRAM

§ 2570. Short Title.

This subchapter shall be known and may be cited as the Disaster Service Worker Volunteer Program (DSWVP) Regulations.

§ 2570.1. Purpose.

The Legislature has long provided a state-funded program of workers’ compensation benefits for disaster service worker volunteers who contribute their services to protect the health and safety and preserve the lives and property of the people of the state. This program was established to protect such volunteers from financial loss as a result of injuries sustained while engaged in disaster service activities and to provide immunity from liability for such disaster service worker volunteers while providing disaster service.

NOTE

Authority cited: Sections 8587 and 8580, Government Code. Reference: Section 8657, Government code, Sections 3211.9 through 3211.93a, Labor Code.
§ 2570.2. Definitions.

(a) Disaster Service Worker.

(1) A disaster service worker is any person registered with a disaster council or the Governor’s Office of Emergency Services, or a state agency granted authority to register disaster service workers, for the purpose of engaging in disaster service pursuant to the California Emergency Services Act without pay or other consideration.

(2) Disaster service worker includes public employees, and also includes any unregistered person impressed into service during a state of war emergency, a state of emergency, or a local emergency by a person having authority to command the aid of citizens in the execution of his or her duties.

(3) Exclusion: Disaster service worker does not include any member registered as an active fire fighting member of any regularly organized volunteer fire department, having official recognition, and full or partial support of the county, city, town or district in which such fire department is located.

(b) Disaster Service.

(1) Disaster service means all activities authorized by and carried on pursuant to the California Emergency Services Act, including approved and documented training necessary or proper to engage in such activities.

(2) Exclusion. Disaster service does not include any activities or functions performed by a person if the disaster council with which the person is registered receives a fee or other compensation for the performance of that person’s activities or functions.

(c) Training. For purposes of these regulations, training is a planned activity sponsored by a disaster council (or designated agency or authority) and may include classroom instruction, disaster drills or exercises, or related activities that are designed to enhance the disaster response skills (including safety) of the disaster service worker.

(d) Disaster Council. A disaster council is a public agency established by ordinance which is empowered to register and direct the activities of disaster service workers within the area of the county, city, city and county, or any part thereof. In this respect, the disaster council is acting as an instrument of the state in aid of carrying out general state government functions and policy with regard to disaster services.

(e) Accredited Disaster Council. A disaster council may become accredited through certification by the California Emergency Council, or the Governor when the Emergency Council is not meeting, when the disaster council agrees to follow and comply with the rules and regulations established by the Emergency Council pursuant to the provisions of the Emergency Services Act. Upon certification, and not before, the disaster council becomes an accredited disaster council. A disaster council remains accredited only while the certification of the California Emergency Council is in effect and is not revoked.

(f) Auxiliary Fire Fighter. An auxiliary fire fighter is a person recruited, registered and trained as a supplement or reserve for unusual fire emergencies or disaster situations. Workers’ compensation benefits for auxiliary fire fighters may be provided by the state. An auxiliary fire fighter is not a “volunteer fire fighter,” who is a person recruited and trained to meet the day-to-day operational requirements of a fire department. Workers’ compensation insurance premiums for the volunteer fire fighter are the responsibility of the local government or fire entity.

(g) Public Employee. All persons employed by the state or any county, city, city and county, state agency or public district, excluding aliens legally employed, are considered to be public employees.

(h) Convergent Volunteers. Convergent volunteers are individuals that come forward to offer disaster response and recovery volunteer services, during a disaster event. Convergent volunteers are not persons impressed into service at the scene of an incident.

NOTE

Authority cited: Sections 8567 and 8580, Government Code. Reference: Sections 8581, 8610 and 8612, Government Code; Sections 3100, 3211.9, 3211.91, 3211.92, 3211.93 and 3211.93a, Labor Code.
§ 2571. Accredited Disaster Council.

(a) Disaster councils shall be accredited in accordance with Sections 8581 (b) or 8612, Government Code.
(b) When applying for accreditation, disaster councils shall furnish the Governor’s Office of Emergency Services with a certified copy of the ordinance which has provided for the following:

(1) a disaster council;

(2) a Chairperson or director of the disaster council;

(3) an Emergency organization; and,

(4) compliance with the Emergency Services Act.

NOTE

Authority cited: Sections 8567 and 8580, Government Code. Reference: Sections 8579 (g), 8581 (b), and 8612, Government Code.
§ 2572.1. Classifications and General Duties.

The various classifications of disaster service workers and the general duties of the members of each classification shall be limited to those described below.
(a) Animal Rescue, Care and Shelter. Veterinarians, veterinary support staff and animal handlers providing skills in the rescue, clinical treatment, and transportation of all animals, including but not limited to companion animals, livestock, poultry, fish, exhibition animals, zoo animals, laboratory and research animals, and wildlife; assisting in the procurement of shelters, equipment, and supplies; documenting arrival, sheltering, treatment, and discharge or placement of animals.

(b) Communications. Install, operate and maintain various communications systems and perform related service, to assist officials and individuals in the protection of life and property.

(c) Community Emergency Response Team Member. Under the direction of emergency personnel or a designated team leader, assist emergency units within their block, neighborhood, or other area assignment; survey area conditions; disseminate information; secure data desirable for emergency preparedness planning; report incidents; and generally assist officials and individuals in the protection of life and property.

(d) Finance and Administrative Staff. Perform executive, administrative, technical, financial and clerical functions for the emergency organization.

(e) Human Services. Assist in providing food, clothing, bedding, shelter, and rehabilitation aid; register evacuees to promote reuniting families and to support the needs of special populations; compile authoritative lists of deceased and missing persons; and other phases of emergency human services, such as maintaining morale and administering to the mental health, religious or spiritual needs of persons suffering from the effects of the disaster.

(f) Fire. As auxiliary fire fighters or auxiliary wildland fire fighters, assist regular fire fighting forces or fire protection agencies to fight fire, rescue persons, and save property; control forest or wildland fires or fire hazards; instruct residents in fire prevention and property defense methods, methods of detecting fire, and precautions to be observed in reducing fire hazards.

(1) For purposes of these regulations only, the ratios between auxiliary fire fighters, volunteer fire fighters, and paid fire fighters shall be one auxiliary for one volunteer and three volunteers for one paid fire fighter. The basis for applying these ratios is that the staffing of an engine company, truck company, or a squad shall not exceed six paid fire fighters, and a salvage and rescue company shall not exceed two paid fire fighters. A fire department that has no volunteer fire fighters is limited to three auxiliary fire fighters for each paid fire fighter in the companies and squads, staffed as above. These staffing standards are based on the number of first line (not reserve) apparatus operated by the fire department.

(2) When auxiliary fire fighters are registered with other than an established fire service organization; for example, auxiliary fire fighters in a county or city emergency management services organization, a total number of eligible auxiliary fire fighters shall be computed for that city or unincorporated area. The emergency management services organization is entitled to register auxiliary fire fighters not otherwise registered with other established fire service organizations, and to a number not to exceed the allowable total as indicated in Section 2572.1 (f) (1), above.

(g) Laborer. Under the direction and supervision of the responding agency, performs general labor services and supports emergency operations.

(h) Law Enforcement. As Auxiliaries, assist law enforcement officers and agencies to protect life and property; maintain law and order; perform traffic control duties; guard buildings, bridges, factories, and other facilities; isolate and report unexploded ordnance.

(i) Logistics. Under the direction of the emergency organization, assist in procurement, warehousing, and release of supplies, equipment materials, or other resources. Assist in mobilization and utilization of public and private transportation resources required for the movement of persons, materials, and equipment.

(j) Medical and Environmental Health. Staff casualty stations, establish and operate medical and public health field units; assist in hospitals, out-patient clinics, and other medical and public health installations; maintain or restore environmental sanitation; assist in preserving the safety of food, milk, and water and preventing the spread of disease; perform laboratory analysis to detect the presence and minimize the effects of nuclear, chemical, biological, radiological or other hazardous agents.
(k) Safety Assessment Inspector. Survey, evaluate and assess damaged facilities for continued occupancy or use; assist in emergency restoration of facilities for utilities, transportation, and other vital community services; and provide recommendations regarding shoring or stabilization of damaged or unsafe buildings or structures.

(l) Search and Rescue. Under the direction of the appropriate authority, perform search and rescue operations in one or more of several areas including: search and rescue; urban search and rescue; or mine and confined space rescue.

(m) Utilities. Assist utility personnel in the repair and restoration of public utilities damaged by disaster.

NOTE

Authority cited: Sections 8587 and 8580, Government Code. Reference: Section 8580, Government Code.
§ 2572.2. Scope Of Disaster Service Duties.

Each disaster service worker in any classification shall, without regard to a formal designation or assignment, be considered to be acting within the scope of disaster service duties while assisting any unit of the emergency organization or performing any act contributing to the protection of life or property, or mitigating the effects of an emergency or potential emergency either:

(a) under the authorization of a duly constituted superior in the emergency organization; or,

(b) under the supervision and direction of the American Red Cross while carrying out its programs in consonance with state and local statements of understanding, or in carrying out a mission assigned to that agency by a responsible state or local authority.

NOTE

Authority: Sections 8567 and 8580, Government Code. Reference: Section 8580, Government Code.
§ 2573.1 Registration and Training.

(a) Registration. A person shall be deemed to be registered if the following information is on file with the Governor’s Office of Emergency Services or with the appropriate authority as indicated in Section 2573.2:

(1) name of registrant;

(2) address of registrant;

(3) date enrolled (established as the date the loyalty oath is administered);

(4) classification of disaster service to which the volunteer is assigned; and,

(5) a signed statement that the loyalty oath or affirmation was taken or subscribed before an officer authorized to administer oaths.

(b) Training.

(1) Disaster councils may require each person registered as a disaster service worker to satisfactorily complete a course of training or instruction, including periodic refresher training. If warranted by the classification, disaster councils may require documented proof of professional certification or licensing.

(2) The disaster council (or designated agency or authority) shall ensure disaster training is approved, documented and supervised, and shall ensure disaster training is commensurate with the duties of the disaster service worker.

(3) Exclusions: Unless the volunteer is directly providing disaster services, activities that are not covered include parades, public exhibitions, physical fitness training or other training activities not related to disaster service.

NOTE
Authority cited: Sections 8567 and 8580, Government Code. Reference: Section 8580, Government Code.

§ 2573.2 File Retention and Recordkeeping.

(a) Documented proof of the oath or affirmation of any disaster service worker is an integral part of an injury claim for workers’ compensation. File retention should follow the same rules as other public personnel records. The oath or affirmation shall be filed as follows:
(1) State. File as prescribed by the State Department of Personnel Administration within 30 days of the date it was taken or subscribed.
(2) County. File in the office of the county clerk. The oath may also be filed in either the office of the county auditor or in the office of the clerk of the board of supervisors. 

(3) City. File in the office of the city clerk.
(4) Other Agencies or Districts. File with an agency or district designated officer or employee,
(b) All registration records shall be available for inspection by any officer or employee of the State Compensation Insurance Fund or of the Governor’s Office of Emergency Services.
(c) The personnel officer or other individual designated by the disaster council shall be responsible for keeping the registration current, and for the accuracy and safekeeping of the official registration records.
(d) The California Emergency Council may prescribe additional registration requirements as it may deem necessary.
NOTE
Authority cited: Sections 8567 and 8580, Government Code. Reference: Section 3105, Government Code.

§ 2573.3 Workers’ Compensation Claims.

(a) Claim Packages. Workers’ compensation claims for injuries sustained by disaster service workers while performing disaster service, shall be filed under the same authorities and guidelines as claims filed by paid employees. The claim shall include:
(1) the appropriate claim and employer’s report of injury forms as prescribed by the State Compensation Insurance Fund;
(2) a written narrative account of the incident that may include witness statements; and,
(3) a copy of the claimant’s current disaster service worker registration form indicating the loyalty oath or affirmation was administered.
(b) Convergent Volunteers. For purposes of obtaining workers’ compensation benefits through the disaster service worker program, convergent volunteers will be eligible when the requirements of disaster service worker are met in accordance with these regulations.

NOTE

Authority cited: Sections 8567 and 8580, Government Code.

Reference: Section 3211.92, Labor Code; Sections 5400 et seq., Labor Code and Section 3102, Government Code.

Joint Field Office


A temporary Federal facility established locally to provide a central point for Federal, State, local, and tribal executives with responsibility for incident oversight, direction, and/or assistance to effectively coordinate protection, prevention, preparedness, response, and recovery actions.
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